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Abstract of the contribution: Potential issues with the Communication Forwarding services in IMS are identified. Solutions are proposed, but discussion is invited.
Introduction

In an IMS network, Communication Forwarding can occur for incoming calls/sessions. The forwarding is performed by means of the S‑CSCF invoking an AS over the ISC interface. The AS then acts either as a "Routeing B2BUA" or an "Initiating B2BUA". According to 3GPP TS 24.229, these differ in the following way:

-
Routeing B2BUA: an AS receives a request from the S-CSCF, terminates it and generates a new request, which is based on the received request.

-
Initiating B2BUA: an AS initiates two requests, which are logically connected together at the AS, or an AS receives a request from the S-CSCF and initiates a new request that is logically connected but unrelated to the incoming request from the originating user (e.g. the P-Asserted-Identity of the incoming request is changed by the AS).

If the AS acts as a "Routeing B2BUA", the P-Asserted-Identity is never changed. However, if the AS acts as an "Initiating B2BUA" then the P-Asserted-Identity can be changed by the AS. In both cases though, the Request‑URI is always changed.
With the above in mind, Vodafone has identified the following issues with regards to the communications forwarding service in the IMS.
Issue #1
When a Communication Forwarding has been applied to an incoming SIP call/session, it is currently not clear as to whether or not a Service Profile belonging to the forwarding user is applied, and thus what service triggering takes place. Such functionality is seen to be needed in order to prevent a subscriber from forwarding a call/session to a destination to which is barred e.g. premium rate number, international number/destination, destination outside of Closed User Group.

In 3GPP Rel-7, support for the History-Info SIP header as defined in IETF RFC 4244 was added to the IMS. This header captures history information of a SIP request in the form of a list of URIs and thus allows for determining how and why a SIP session arrived at a specific user or application.
Therefore, the History‑Information header can enable the S‑CSCF to determine the correct user that is executing the Communication Forwarding, and thus identify the correct iFC from the correct Service Profile to invoke.
Stage 2 needs to be clarified to state if a service profile belonging to a forwarded user is applied and which one.
Issue #2
As implied above, a Request-URI can been altered due to communication forwarding but, a Request-URI can also be altered due to an AS being invoked from the originating iFC. This therefore raises the issue of how the S‑CSCF can differentiate SIP INVITE messages received from an AS for an outgoing call/session with modified R-URI from what is a previously incoming call/session that has been forwarded.
This is illustrated in the following figure:


[image: image1]
Therefore, the only way that an S-CSCF can differentiate between SIP requests received at F3 and at F7, is to attempt to correlate a received SIP request with one that was sent.
The History Information header may already be present due to a previous call forward. In which case, it needs to be decided (perhaps at the stage 3) when to use the History Information header and when to use the P-Asserted-Id header.

If a service profile belonging to a forwarded user is applied, the S-CSCF needs a specified mechanism to determine which SIP header contains the public user identity for the service profile.

Conclusion
Issue #1: Stage 2 needs to be clarified to state if a service profile belonging to a forwarded user is applied and which one.

Issue #2: If a service profile belonging to a forwarded user is applied, the S-CSCF needs a specified mechanism to determine which SIP header contains the public user identity for the service profile.

Vodafone proposes to agree the Rel‑7 CR contained in S2-072486, as well as the Rel‑8 mirror CR in S2‑072487.
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