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Abstract of the contribution:

Based on the analysis of a specific usage scenario involving ADSL and WiFi accesses connected to the Evolved Packet System (EPS), this contribution proposes a set of principles for Policy and Charging Control across the S2 interface.
1. Introduction

PCC for non-3GPP accesses connected to the Evolved Packet System (EPS) is still an open issue in TS 23.402. The following alternatives have been considered so far:

· PCC signalling is piggybacked within mobility signalling (in-band);
· PCC signalling is exchanged on-path but decoupled from the mobility protocol (out-of-band on-path);

· PCC signalling is exchanged off-path, through the S9/S7 interfaces (out-of-band off-path).

In an attempt to provide a useful guidance for the selection of the most convenient approach, this contribution details the requirements on PCC for supporting the case of a UE that roams into a WiFi hotspot sitting behind an ADSL line, that is a service scenario of potential interest for various operators deploying the EPS. Based on the identified requirements, a set of design principles for PCC across the S2 interface are proposed.

The conclusions of this contribution apply to the case of non-3GPP accesses connected to the PDN GW through the S2 interface, assuming both roaming and non roaming scenarios. Instead, the distribution of policies across the S5/S8 interface is not discussed at all, and should be considered out of the scope of this document.
2. Discussion

2.1 Scenario description
The reference scenario for this contribution assumes a UE, equipped with multiple 3GPP and non-3GPP interfaces, including WiFi, that enters a domestic or public WiFi hotspot located behind an ADSL line. The ADSL/WiFi connectivity can be offered by the mobile operator the UE has a subscription with (non roaming case) or by a third party provider (roaming case), that can be either another mobile operator or a fixed provider managing a wireline infrastructure.
Interworking with the Evolved Packet System (EPS) enables session continuity upon movements, since the UE can stay anchored with the PDN GW and keep its IP address(es) unchanged over time. This can be achieved through the ePDG (Wu and S2b reference points) or via Dual-Stack Mobile IPv6 (S2c reference point). The usage of the S2a interface, though theoretically feasible, has been excluded since it is unlikely that any BNAS (Broadband Network Access Server) will be upgraded to support Proxy MIPv6, or MIPv4 in FA mode, in the Rel8 timeframe.
[image: image1.emf]Serving

GW

3GPP

access

SGi

S5

S1u, S4,

S11

BNAS

DSLAM

Home

GW

UE

PDN

GW

ePDG

S2c

Wu

S2b

WiFi

Coming from other

3GPP or non-3GPP

accesses

ADSL

non-3GPP

access


Figure 1 – Solutions for interconnecting an ADSL/WiFi access to the EPS
2.2 Policy control requirements in ADSL networks
The enforcement of per user and per service data flow policies within ADSL accesses is already a common practice in many operator’s networks. Those can be either static policies, configured based on a subscription profile, or dynamic policies, enforced when the user asks for a specific service and removed afterwards. In this context the “user” can either be the Home Gateway (HG), and the whole home network behind it, or any individual terminal attached to the WiFi cloud, that may get a dedicated IP address directly from the BNAS. 

The enforcement point for such per user policies is the BNAS, also referred to as IP Edge in TISPAN. DSLAM (Digital Subscriber Line Access Multiplexer) and other L2 devices, being very numerous and distributed towards the edge of the network, are normally excluded to keep their complexity as low as possible, with the advantage of minimizing the overall network cost and increase system scalability.
More precisely, the policies that the operator may need to enforce on the BNAS include:

· reservation of a certain amount of bandwidth for a specific flow (identified by the 5-tuple) on the downlink path after a successful admission control decision (i.e. QoS policies);
· gating (e.g. enable/disable specific ports/addresses).

In today’s ADSL networks, users are assumed to be fixed, which means that they are expected not to move after the establishment of a session. The deployment of the Evolved Packet System (EPS) will give operators the opportunity to extend the service allowing their customers to move seamlessly between domestic or public WiFi accesses and any other 3GPP or non-3GPP coverage.
As a result two classes of customers will most likely coexist (Figure 2): the mobile users, whose traffic will be anchored on the PDN GW, and the fixed users, that, as they do today, will continue to communicate through the BNAS, with no involvement of the EPS. Nonetheless, from the point of view of policy control in the ADSL network, nothing will change: regardless of the user’s class (i.e. mobile or fixed) there will continue to be the need to enforce per-user and per-SDF policies on the BNAS. It is clear, in fact, that doing policy enforcement just on the PDN GW will not be feasible since, due to the coexistence of fixed and mobile users, only a subset of the traffic routed by the BNAS will be anchored on the PDN GW.
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Figure 2 – Per-user and per-SDF policy enforcement over ADSL accesses
2.3 PCC architecture for ADSL/WiFi
Figure 3 shows how the PCC architecture should look like in the roaming case. As a key point, it should be noted that the visited provider can even be a non-3GPP operator (e.g. a wireline operator) that has deployed the TISPAN architecture to achieve policy control on ADSL customers. The operator’s IP services the UE is willing to access (e.g. IMS) are assumed to sit in the home domain. Therefore only the home domain is aware of the services requested by the mobile user and can trigger bandwidth reservations for specific flows (e.g. video or audio streams) on the visited ADSL line, that, depending on the aggregated traffic generated by the home network, may represent a bottleneck.
The WiFi access is assumed to be a “trusted” non-3GPP access, which means that interworking with the EPS is achieved through the S2c interface. Applicability to the “untrusted” scenario, where the UE would be anchored to the ePDG, is FFS.

Considering the policy requirements highlighted in the previous section and the discussion above, two PCEFs have to be foreseen:
· PCEF on the PDN GW in the home domain, for the collection of charging data and gating;
· PCEF on the BNAS in the visited domain (RCEF in case the TISPAN architecture is deployed), for the enforcement of QoS policies (e.g. reservation of a certain amount of bandwidth on the BNAS-HG path).

The transfer of QoS policies among home and visited domain must be performed through an interface among PCRFs (HPCRF and VPCRF), or among the 3GPP PCRF and the TISPAN RACS
, in case of roaming with a wireline operator. The reason for this is that TISPAN has already ruled out direct transfer of policies among enforcement points located in different domains, since, according to TISPAN operators, that would give to the home provider excessive control on the network resources in the visited domain. This mandates off-path transfer of PCC rules through the S9 interface, that is equivalent to the Ri’ interface in TISPAN. In this way the visited provider, through the local PCRF (or RACS), has the possibility to validate and authorize the policies provided by the home domain.
The specification of the solution details requires further investigations. Nonetheless, an example of how the PCC sessions with the two PCEFs (i.e. PDN GW in home domain and BNAS in visited domain) could be established is provided here below, just to demonstrate the feasibility of the arrangement:

· The UE attaches to the WiFi cloud, authenticates with the BNAS for network access and obtains a valid IP address. This step is already supported in today’s ADSL networks (e.g. through PPPoE tunnelling), but the authentication method is very weak, since it usually based just on the identification of the calling line the UE is attached to. For supporting the scenario discussed in this document this phase will have to be extended a little bit, introducing a real authentication with the user providing a full NAI (user@realm) and some credentials;
· During the authentication for network access, the AAA/HSS in the home domain may piggyback to the BNAS some hints (e.g. NAI, FQDN, IP address) for the identification of a specific PCRF in the home domain;
· Based on the NAI provided by the UE during network access authentication, which includes a realm that identifies the home domain, and any hint piggybacked by the AAA/HSS, the BNAS establishes the PCC session with the home PCRF. The fact that the PCC session established by the BNAS is terminated on a valid PCRF in the home domain is guaranteed by AAA routing. In case the AAA/HSS has piggybacked additional hints, the BNAS may include in the initial Diameter message other identification AVPs, so that a specific PCRF in the home domain, rather than a generic PCRF, is contacted;
· The UE bootstraps the MIPv6 protocol with the assigned PDN GW (that works as a MIPv6 Home Agent). During this phase, regardless of the solution used to secure MIPv6 signalling, the PDN GW has to authenticate the UE contacting the AAA/HSS;

· During the MIPv6 bootstrapping procedure the AAA/HSS piggybacks to the PDN GW the identity of the specific home PCRF assigned to the UE (i.e. the one that is terminating the other PCC session with the BNAS in the visited domain);

· At the end of the MIPv6 bootstrapping phase, the PDN GW establishes the PCC session with the home PCRF, that now has both the legs up and working.

The same architecture could be used also in non roaming scenarios, at least in the following cases:

· the operator has deployed the TISPAN platform for handling its wireline accesses (e.g. ADSL) and wants to re-use it to make QoS reservations for mobile users inside that infrastructure;

· the operator has a very big network and (e.g. for administrative reasons) has divided it in sub-domains managed by different PCRFs, associated to different groups of customers and/or different operator’s IP services.
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Figure 3 – PCC architecture for ADSL/WiFi: roaming

Figure 4 shows the foreseen PCC architecture in the non roaming case. The off-path transfer of PCC rules from the PCRF to the both the PCEFs is assumed. As discussed above, in roaming scenarios the PCRF must be able to handle two PCC sessions for the same user, one terminated on the PDN GW in the home domain and another terminated, via the VPCRF (or RACS), on the BNAS in the visited domain. Therefore, it seems natural to use the same multiple-leg model also in non roaming scenarios.

In the non roaming case it would be theoretically possible to keep a single PCEF on the BNAS. Nonetheless, the availability of a second PCEF on the PDN GW provides some advantages, since it allows to avoid relocation of charging policies when the UE moves to a new access network. Moreover, that guarantees full alignment between roaming and non roaming architectures.
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Figure 4 – PCC architecture for ADSL/WiFi: non roaming

3. Proposal
Based on the usage scenario described in the previous section, it is possible to conclude that the PCC architecture for non-3GPP accesses connected to the PDN GW through the S2 interface shall meet the following design principles:
· The PCC architecture shall not be tied to a specific mobility protocol. Policy and charging control in the non-3GPP access shall be possible with both host-based and network-based mobility protocols;  

· The PCRF shall support the enforcement of policy and charging control rules for a given service data flow on multiple PCEFs, including at least one PCEF on the PDN GW and one PCEF in the non-3GPP access (e.g. BNAS for ADSL or ASN GW for WiMAX);

· Policy and charging control on the available PCEFs, including those in the non-3GPP access, shall be applied on per service data flow basis;
· PCC signalling from the PCRF to the available PCEFs shall be transferred off-path, which implies the usage of multiple instantiations of the S7 interface in the non roaming case and the S9 interface in roaming scenarios.

· For a given service data flow, the PCRF should be able to differentiate the policy and charging control rules enforced on different PCEFs (e.g. it should be possible to enforce charging rules on the PDN GW and QoS policies on the non-3GPP access).
Annex A proposes the inclusion of the above principles in TS 23.402.
Annex A

<<< BEGIN OF CHANGE TO 23.402 >>>
5.5 Session management, QoS and interaction with PCC functionality
5.5.1 General principles
The PCC architecture for non-3GPP accesses connected to the PDN GW through the S2 interface shall meet the following design principles:
· The PCC architecture shall not be tied to a specific mobility protocol. Policy and charging control in the non-3GPP access shall be possible with both host-based and network-based mobility protocols;  

· The PCRF shall support the enforcement of policy and charging control rules for a given service data flow on multiple PCEFs, including at least one PCEF on the PDN GW and one PCEF in the non-3GPP access (e.g. BNAS for ADSL or ASN GW for WiMAX);

· Policy and charging control on the available PCEFs, including those in the non-3GPP access, shall be applied on per service data flow basis;

· PCC signalling from the PCRF to the available PCEFs shall be transferred off-path, which implies the usage of multiple instantiations of the S7 interface in the non roaming case and the S9 interface in roaming scenarios.

· For a given service data flow, the PCRF should be able to differentiate the policy and charging control rules enforced on different PCEFs (e.g. it should be possible to enforce charging rules on the PDN GW and QoS policies on the non-3GPP access).

<<< END OF CHANGE TO 23.402 >>>
� TISPAN RACS includes SPDF and A-RACF
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