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Abstract of the contribution: The contribution focuses on IP mobility management principles.
1. Introduction

The EPS system currently includes support for three mobility management mechanisms, GTP and two IETF-based mobility management mechanisms, client Mobile IP (CMIP) and PMIP. This contribution analyzes aspects related to the use of the IETF-based mobility management mechanism and the selection of which one needs to be used in various scenarios. The contribution proposes a set of IP mobility management principles.  

2. Discussion
2.1 Discussion on IP mobility management mechanism selection at initial attachment

The following scenarios should be considered when addressing the issue of mobility management mechanism selection:

· S2a: when considering that S2a can support either PMIP or MIPv4 FA mode, upon gaining connectivity to the network the mobility management mechanism must be selected. Specifically, if the UE is to use MIPv4 FA mode, it must be made sure that the network does not trigger PMIP tunnel establishment. 

· S2c: as indicated in 23.402, S2c can be used over any access. However, we need to analyze what this means. We argue that

· When S2c is used over trusted access, no S2a should be used. Specifically this means that when connecting over a trusted access, if the terminal desires to use S2c to gain connectivity with either the Serving GW or the PDN GW, no PMIP tunnel should be established over S2a (the case of S2a MIPv4 FA mode is of course not even considered). The UE simply gains access to local IP connectivity through the trusted access, and use S2c to establish connectivity towards the desired GW.

· Similarly, when S2c is used over trusted access, no S2b should be used. Specifically this means that when connecting over an untrusted access, if the terminal desires to use S2c to gain connectivity, no PMIP tunnel should be established over S2b. The UE simply gain access to local IP connectivity at the ePDG through the untrusted access, and use S2c to establish connectivity towards the desired GW.
NOTE: the case of mobility management mechanism selection when S2c is used over EUTRAN requires further considerations.
In the development of the EPS system, we need to consider the fact that, based e.g. on decision of operators, there will be terminals that may support only CMIP, terminals that may support only PMIP, and terminals that may support both. 
Note: whether UEs that support simple-IP connectivity without having the ability to support PMIP can gain connectivity with the current EPS architecture and assumptions is FFS. 

Based on the considerations above, in order to guarantee interoperability and interworking between terminals and networks, and in particular in roaming scenarios, this contribution argues that during network attachment the decision on whether a network-based mobility management mechanism or a host-based mobility management mechanism is used needs to be performed. 

Note: this does not exclude that an additional decision about the mobility management mechanism to be used for handoff between accesses is required as described in the following text.
The following reasons are provided:

· It is necessary to ensure that the UE and the network both support at least one of the mobility management mechanisms, and that such common mobility management mechanism is selected
· When the UE supports only CMIP and the network supports both CMIP and PMIP, we must ensure PMIP is not triggered upon network attachment
· When multiple modes are available on both sides, and UE wants to use CMIP and the network allows it based e.g. on policies, we must ensure PMIP is not triggered upon network attachment
· When UE supports only PMIP and PMIP is supported by the visited network, we must ensure that PMIP is used. In such case, we can assume that the home network supports PMIP (in order to provide service to such UE), and may or may not support CMIP.

· As mentioned in previous discussions in SA2, PMIP cannot be the default mobility protocol for the EPS. In fact, if for any reason PMIP is not supported in the UE and the network triggers PMIP procedures, the terminal risks to find itself with the same IP address allocated to two separate interfaces and not have the ability to handle it. Moreover, the UE will try to bootstrap Mobile IP and may fail, thus leading to a behavior that may lead to un-deterministic results. Therefore, it is necessary for the network to be aware of the IP mobility protocol supported in the UE.
· In previous discussions in SA2 it was also argued that the mobility management mechanism could be selected based e.g. on subscription data. However, we argue this is not a realistic scenario, since the user may be connecting to the network using a different terminal and therefore any potential information stored by the network on the terminal capabilities may not apply.
· One could argue that a potential solution is that the network triggers PMIP only when it knows for sure that it is supported, and that in the more general case the UE will try to bootstrap CMIP. However, in case the bootstrap fails and there is no way for the network to know that PMIP should be triggered, then there would be no connectivity, even in case the UE indeed supports mobility, simply because the network cannot know that for sure and cannot trigger PMIP.
This contribution also argues that the UE support of a specific IETF-based mobility management mechanism must be known by the network based on UE capability exchange, and that UE capability exchange is supported on any 3GPP or non-3GPP access connected to the EPS.
In fact, as mentioned above, a deterministic behavior must be achieved. In previous discussions, the scenario where the network is not informed of the features supported by the UE was raised, and this was used to argue that there must be a default mode of operation and that CMIP should be the default. However, we need to consider that there is in reality no scenario where the network is "not informed". In fact, whether we assume there is explicit signaling between the UE and the network or that the network uses e.g. profile information, the network believes anyway that it is informed. However, the network belief may be incorrect: the user could have temporarily switched to a different terminal, including the case of switching between an integrated terminal and a non-integrated terminal. In such case, though the network believes it is informed, in reality it is not and therefore it cannot make a correct decision. The conclusion is that in order to enable a deterministic decision, there must be a direct communication between the UE and the network to indicate which IP mobility management solution must be used 

This contribution also argues that the final decision on the mobility management mechanism is made by the network, based on UE indication, local network capabilities and local/home network policies. In case the UE supports only either PMIP or CMIP and the network support both, the network may decide based on policies to not grant access to the UE due to the mobility mechanism supported by the UE.

2.2 Discussion on IP mobility management mechanism selection at handoff

When considering handoff scenarios, in order to simplify the operations in the terminal and in the EPS, it is generally preferable that the same mechanism selected upon attachment is maintained upon handoff. 
However, there may be scenarios where a degree of selection is needed.

A basic case is when PMIP was selected upon network attachment, but the target access system does not support PMIP, and therefore CMIP needs to be used. We can safely assume that if PMIP was selected upon network attachment, and the network authorized it, the UE may have bootstrapped CMIP, even if CMIP is actually not in use (i.e. no tunneling is taking place). One could also think that the bootstrapping is performed upon the first handoff needed. Anyway, in such cases the UE would have to switch to using CMIP. This is not in reality a “selection” of the mechanism, but the behavior consequent to the fact that, since that PMIP cannot be used in the new access system, the UE faces an IP address change, which triggers CMIP signalling..

In addition, assuming PMIP was selected upon network attachment and the access system selected as target for the handoff supports both CMIP and PMIP, we must ensure that the target access system is informed of which mobility management mechanism shall be used to ensure the PMIP is not mistakenly triggered upon handoff.  

Therefore, it is not possible to conclude for all cases that the same mobility management mechanism selected upon network attachment shall be used also when handoff between access systems is performed. 

In the EPS network, network selection must take place in order to perform a handoff between 3GPP and non-3GPP (and potentially between non-3GPP networks). The selection of the mobility management mechanism may have an impact on network selection, i.e. if some of the candidate access system support only on of the mobility management mechanisms, such factor may need to be considered in the network selection decision. 

Note: it is FFS whether network selection upon attachment and handoff is impacted by the mobility management mechanisms selection (i.e. whether the mobility management mechanism supported by the UE and the target networks is one of the factors considered in the selection). 
3. Proposal

It is proposed that the changes in the appendix are approved for insertion in TS 23.402.
Appendix
**** Start of first change ****

4
Architecture Model and Concepts
<This section explains high-level architecture of EPS enhancements>
4.1
General Concepts

<This section explains high-level architecture of EPS enhancements>
The EPS shall support IETF based network-based mobility management mechanism (e.g., PMIP) and host-based mobility management mechanism (e.g., MIP) over S2 reference points.
The EPS shall support IETF based network-based mobility management mechanism (e.g., PMIP) over S5, and S8b reference points.
Upon network attachment the decision on whether a network-based mobility management mechanism or a host-based mobility management mechanism is used needs to be performed.
Editor’s note. It is FFS whether both network-based and host-based mobility management can be enabled at attach.

UE support for a specific IETF-based mobility management mechanism is known by the network based on UE capability exchange. UE capability exchange is supported on any 3GPP or non-3GPP access connected to the EPS. 
The mobility management procedures specified to handle mobility between 3GPP and non 3GPP accesses shall include mechanisms to minimize the handover latency due to authentication and authorization for network access. This applies to UEs either supporting simultaneous radio transmission capability or not supporting it.
ADD a principle in section 4.1 General Concepts indicating that IP MM selection is performed due to the support of multiple IP MM modes in the architecture. (see structure suggested in 2178, perhaps also text provided by them to explain the two types of IP MM? don’t necessarily see the need for that text)

**** End of first change ****

**** Start of second change ****
5.3
Network Discovery and Selection

Editor’s note: it is FFS whether the network selection upon attachment is impacted by the mobility management mechanisms selection (i.e. whether the mobility management mechanism supported by the UE and the target networks is one of the factors considered in the selection). 
Editor’s note: it is FFS how the network selection upon handoff is impacted by the mobility management mechanisms selection (i.e. how the mobility management mechanism supported by the UE and the target networks is considered among the factors considered in the selection). 
**** End of second change ****
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