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Abstract of the contribution:

This contribution proposes call flows for handovers between EUTRAN and untrusted non-3GPP access networks using PMIPv6 on the S5 and S2b interfaces.
1. Introduction

This contribution proposes call flows for handovers between EUTRAN and untrusted non-3GPP access networks using PMIPv6 on the S5 and S2b interfaces.  Only non-roaming cases are considered in this contribution.
When there is a handover to EUTRA, the Serving GW sends the Proxy Binding Update to the PDN GW, but the trigger for sending the Proxy Binding Update comes from the MME.  To be able to send a Proxy Binding Update, the Serving GW needs the UE’s NAI and the PDN GW IP address.  Since the MME has enough information to construct an NAI from the IMSI, it should send the NAI in addition to the IMSI to the Serving GW.
2. Proposal

It is proposed to include the following in section 5.6 of TS 23.402

**** Start of change ****

5.6.x.x
Untrusted Non-3GPP Access Network to EUTRAN Handover in the Non-Roaming case with PMIPv6
This section shows a call flow for a handover when a UE moves from an untrusted non-3GPP access network to the EUTRAN.  PMIPv6 is assumed to be used on the S5 and S2b interfaces.
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Figure X1 : Untrusted Non-3GPP Access to EUTRA Handover in Non-Roaming case
1. The UE is initially connected to the untrusted non-3GPP access.  There is an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.
2. The UE moves and attaches to an EUTRAN network
3. The UE next performs access authentication with the MME.  The MME would contact the HSS for authentication the UE.  As part of the authentication procedure, the PDN GW that needs to be used is conveyed to the MME.
Editor’s Note:  How the HSS/3GPP AAA server ensures the same PDN GW that was being used while the UE was attached to the ePDG is used by the MME also is FFS.

4. The MME performs location update procedure and subscriber data retrieval from the HSS.  See TS 23.401 for more details on these procedures.

5. Once the MME authenticates the UE, it sends a Create_Default_Bearer_Request message to the Serving GW.  In this message, the MME includes the UE’s identifier (NAI) and the PDN GW that needs to be used.

6. The Serving GW sends a proxy BU message to the PDN GW to setup a default bearer for the UE.  The Proxy BU includes the UE’s identifier and a request for an IP address from the PDN GW.

7. The PDN GW processes the proxy BU message from the Serving GW, updates the binding cache entry for the UE and responds with a proxy Binding Ack.  In the proxy Binding Ack, the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier.
Editor’s Note: Interaction with PCRF is FFS.
Editor’s Note: Whether PMIPv6 Proxy Binding Update and Proxy Binding Ack are equivalent to GTP Create Bearer Request and Create Bearer Response on S5 is FFS.
8. The Serving GW responds to the MME with the Create_Default_Bearer_Response message.  In this message, the Serving GW includes the IP address of the UE.

9. S1_U default bearer establishment procedure is performed.  This includes radio bearer setup.
10. At the end of the handover procedure there is a default bearer for the UE that consists of a EUTRAN radio bearer, S1 bearer between the eNB and the Serving GW and a PMIPv6 tunnel between the Serving GW and the PDN GW.
Editor’s Note:  IPsec tunnel teardown with the ePDG is for FFS.

5.6.x.x
EUTRAN to Untrusted Non-3GPP Access Network Handover in the Non-Roaming case with PMIPv6
This section shows a call flow for a handover when a UE moves from a EUTRAN to an untrusted non-3GPP access network.  PMIPv6 is assumed to be used on the S5 and S2b interfaces.
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Figure X1 : EUTRAN to Untrusted Non-3GPP Access Handover in Non-Roaming case
1. The UE is initially attached to the EUTRAN network

2. The UE moves and attaches to a WLAN network.

3. The IKEv2 tunnel establishment procedure is started by the UE. The ePDG IP address to which the UE needs to form IPsec tunnel with may be discovered via DNS query or can be statically configured. The exact mechanism is left FFS. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 Error! Reference source not found..  As part of access authentication the PDN GW information is sent to the ePDG by the 3GPP AAA server.
Editor’s Note:  How the HSS/3GPP AAA server ensures the same PDN GW that was being used while the UE was attached to the EUTRAN is used by the ePDG also is FFS.
4. The ePDG sends the Proxy Binding Update message to the PDN GW with the MN-NAI ID and a request for IP address.
5. The PDN GW processes the proxy BU message from the ePDG, updates the binding cache entry for the UE and responds with a proxy Binding Ack.  In the proxy Binding Ack, the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier.
Editor’s Note: The flows for bearer setup on S5 and interaction with PCRF are FFS.
6. The ePDG and the UE continue the IKEv2 exchange and IP address configuration.
7. At the end of the handover procedure there is a default bearer for the UE that consists of an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.
Editor’s Note:  EUTRA bearer teardown is for FFS.

**** End of change ****
3GPP

SA WG2 TD


_1239048275.vsd
Text Block


UE


ePDG


Serving GW



_1239048274.vsd
Text Block


UE


ePDG


Serving GW



