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1. Introduction
   During SA2 Warsaw meeting, S2-071417 from Alcatel-Lucent suggests to discuss data management for centralised services. This paper follows Alcatel-Lucent’s contribution and discusses various issues, such as data storage in HSS, data synchronization between HSS and TAS, data validation, etc. 
2. Discussion

2.1 Problem description
We know that in CS domain, CS supplementary service data are stored in HLR (CS aspect of HSS) and that HLR is responsible for management of this CS service data. HLR is aware of the detail data structure and will do data validation whenever it receives a data modification request. 

For centralised services, the service logic is executed by an AS: the TAS, so the TAS needs to get and change this part of CS service data. One problem is: how to transfer this part of CS data to the TAS when the user changes it using CS mechanism? E.g. User triggers a MAP request to HLR (via MSC/VLR) to change the CS service data?
Other problems that have already been raised are whether the HSS/HLR needs to save this CS service data in another format (XCAP?), and then what will the data validation procedure be ? 
2.2 solutions discussion
 We have identified two possible solutions for solving this data management issue.
 1) Sh interface extension solution:

This solution proposes to extend the Sh interface to fulfill the identified requirements.

Currently, the Sh interface supports transferring service data to IMS AS, but it does not support transferring CS service data to IMS AS. The IMS AS cannot update the CS service data in HLR/HSS either. This solution suggests to extend the Sh interface to support this functionality.
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    Figure 1: Sh interface extension solution
The following extension requirements for Sh interface are necessary:
1) adding a new data Ref value in the Sh-Subscribe message when HSS/HLR notifies IMS AS about CS data changes;
2) adding a new data Ref value in the Sh-Update message when IMS AS changes CS service data. 
Once the Sh interface is extended, HSS/HLR can use the following information flow to change the CS service data stored in IMS AS. 
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Figure 2: Using extended Sh interface to for IMS AS to subscribe the CS service data change in HSS/HLR.

IMS AS can also use the extended Sh interface to modify CS service data in HSS/HLR.
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Figure 3: Using extended Sh interface to transfer CS supplementary data from IMS AS to HSS/HLR.
Conclusion: 
Cons:
This solution requires to extend Sh. 
Pros:
1) The benefit of extending the Sh interface can be shared by other ASs which need to access this data without understanding the data structure of transparent data. 

2) Compared with the transparent data solution, this will not violate HSS/HLR’s principle to require HSS/HLR maintaining the data structure of transparent data. 
2) Transparent data solution 
  This solution suggests HSS/HLR saving another copy of CS service data as transparent data. HSS/HLR and IMS AS can synchronize this part of transparent data using current Sh interface message without extension. There is no Sh interface extension requirement.
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   Figure4: Transparent data solution
In this solution, HSS/HLR needs to do data mapping between CS service data and related transparent data. HSS/HLR needs to be aware of the data structure of this part of transparent data. This violates the principle that HSS/HLR is not aware of the transparent data structure. 
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     Figure 5: Information flow for IMS AS changes HSS/HLR’s CS service data 
  In this flow, after HSS/HLR finishes updating transparent data, it needs to map the changed data to CS service data. 
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Figure 6: Information flow for HSS/HLR updates IMS AS’s CS service data
In this flow, before HSS/HLR notifies IMS AS about the transparent data change, it needs to map CS service data change to transparent data. 
Conclusion: 

Pros: There is no Sh interface extension requirement

Cons: 1) As the HSS/HLR needs to be aware of transparent data structure, the IMS AS cannot modify this data structure freely.

      2) There is no support for sharing flexibly the CS service data with other ASs. 
2.3 Data validation discussion

 HLR already has the functionality for CS service data’s validation. Both of the above solutions can reuse this part of functionality.
3. Conclusion

The following changes are proposed to add to 23.892:

( Start change (
6.1.x
ICS Data Management 

   ICS presents situations where the CS and IMS network must share service information.  This allows a subscriber to use either domain, for instance, to set a call forwarding value.  The following sections detail solutions which allow this to be done. 
6.1.x.1
Non-transparent data solution alternative  
This solution proposes to extend the Sh interface to allow an IMS AS to request CS information. 

Currently, the Sh interface supports transferring service data to IMS AS, but it does not support transferring CS service data to IMS AS. The IMS AS cannot update the CS service data in HLR/HSS either. This solution extends the Sh interface to support this functionality.
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    Figure 6.1.x.1: Non-transparent data solution

The following extensions for the Sh interface are necessary:

1) add a new data Ref value in the Sh-Subscribe message allowing the IMS AS to subscribe the CS service data change in HSS/HLR;

2) add a new data Ref value in the Sh-Update message used when IMS AS changes CS service data. 
Once the Sh interface is modified, the HSS/HLR can use the information flow shown in Figure xxx2 to change the CS service data stored in IMS AS 
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Figure 6.1.x.2: Using extended Sh interface for IMS AS to subscribe CS supplementary data change in HSS/HLR.

The IMS AS can also use the modified Sh interface to modify the CS service data stored in HSS/HLR as shown in the flow of Figure xxx3.
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Figure 6.1.x.3: Using extended Sh interface to transfer CS supplementary data from IMS AS to HSS/HLR.
Overall, this alternative has the disadvantage of requiring modifications to extend the Sh interface.  However, the solution also has the following benefits:

1) The extended Sh interface can be shared by other Application Servers.


2) This approach maintains the integrity of the principle of transparent data.  Since the CS related data is a new data type, it is not considered transparent data.  The HSS/HLR would be expected to define and use this information, as opposed to transparent data which the HSS is not supposed to understand or modify. 
Notes：The definition of XML data structure used in Sh message and the detail of the new added data reference value needs stage 3’s work.
6.1.x.2.
Transparent data solution alternative 

  This second solution allows the Sh interface to remain the same, but violates the principle that the HSS not understand or modify any of the transparent data.  This solution has the HSS/HLR create a copy of the CS service data but in a format which is more suitable as transparent data (e.g. XML). The HSS/HLR and any Application Servers can use and share this particular file of transparent data using current Sh interface message without any extensions. This approach is shown in Figure xxx4.
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   Figure 6.1.x.4: Transparent data solution
In this solution, HSS/HLR converts the CS service data to the related transparent data and back again as needed. The HSS/HLR needs to be aware of the data structure of this specific transparent data file, and continues to be ignorant of all the other transparent data files.  However, it does violates the principle that HSS/HLR is not aware of any of the transparent data structures.

Figure xxx5 shows how this would work when the UE modifies the service data via the IMS AS. The IMS AS is assumed to have a current copy of the service data.  The UE’s modification of this data is made in the AS, and then sent via an Sh update to the specific transparent data file known to the HSS.  The HSS will acknowledge this transfer in Step 3, and then copy any changes from the transparent data file to the CS copy of the file.  
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     Figure 6.1.x.5: Information flow for IMS AS changes HSS/HLR’s CS service data 
This approach also supports changes made by the CS network in much the same way as the first alternative.  The messaging for a CS based change is shown in Figure xxx6. 
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Figure 6.1.x.6: Information flow for HSS/HLR updates IMS AS’s CS service data
Note that the HSS/HLR will copy the CS changes to the transparent data before it notifies IMS AS in Step 4. 

The advantage of this alternative is the Sh interface can be used without modification. However the HSS will be violating the principle that the HSS does not understand or use the contents of any transparent data file. 

Notes: 
a) Whether New Data Service Indication value needs to be added in Sh-Subscribe and Sh-Notification message is FFS. 
b) Data synchronization between these two copies of data is implementation specific.
c) The defination of XML data structure need stage 3’s work.
6.1.x.3 Data validation discussion

HLR already has the functionality for CS service data’s validation.  Both of the proposed solutions can reuse this part of functionality if the rules for the data validation do not change when the service is moved to IMS.

It is possible that the data validation rules will change, and this opens the question of whether the HLR/HSS is modified to support the new rules, or if the IMS AS does the data checking.  In cases where the IMS AS is now used to check the data, the CS transactions will need to send the data to the IMS AS first before the CS transaction completes.  If the IMS AS accepts the data as provided, the CS transaction can complete successfully.  If the IMS AS rejects the data, then the CS transaction will complete with a failure.

The IMS AS modifications via the Ut interface has a similar issue if the HSS does the data validation.  The data will need to be sent to the HSS to determine if the settings are allowed, and the IMS AS will need to check to see the HSS data transaction completes successfully before it completes the transaction to the UE over the Ut interface.  The procedures used to have either the HSS or the IMS AS approve the data is FFS.
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