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Abstract of the contribution: The contribution discusses PDN GW and Serving GW selection in a number of use cases, including LTE access and non-3GPP accesses. Based on the analysis, it proposes the main concepts to be included in the specifications, and further work on the details.
Introduction
At the ad hoc in Warsaw, SA2 has started the discussion of GW selection principles. It became clear that a more detailed understanding is necessary to be able to decide on the main concepts. This contribution provides an analysis of the main use cases for LTE as well as non-3GPP accesses. (The case of 2G/3G access is discussed in a companion contribution S2-071737.)
GW selection principles

There are two main cases for selecting a GW (both PDN GW and Serving GW):
· Initial GW selection, i.e., selecting a new GW for a UE. This typically happens when the UE attaches to the system. Another example (not considered in more detail here) is Serving GW selection during relocation procedures.
· Maintain the selected GW during handovers between 3GPP access and non-3GPP access. This is necessary to keep the already allocated IP address and maintain session continuity. Therefore, it is necessary to store the address of the selected GW at some entity. 
Concerning initial GW selection, it would be desirable to achieve a reasonable degree of alignment between the different accesses. That is, it is useful to align the GW selection process over the different 3GPP accesses, and maintain a smooth migration from the existing 2G/3G procedures. At the same time, it is useful to align the GW selection process over 3GPP and non-3GPP accesses. 
To achieve this alignment, it is proposed here that we use DNS to resolve a logical GW name into a list of IP addresses of the GW, based on the APN resolution mechanism that is already in place for the SGSN. This provides a number of advantages:
· DNS-based resolution is straightforward to use in both 3GPP and non-3GPP accesses

· Allows to keep the GW selection information centralized such that it can be used for all accesses, thereby minimizing complexity and operational costs
· Leverages investments in for example the GPRS DNS in the networks

· Leverages experience gained from the legacy Packet Core

· Eases co-location of MME and SGSN

· Enables reuse of GGSN functionality in the SAE GW
· Can be used in the roaming as well as the non-roaming case.

Besides these advantages, it is possible to use the DNS based resolution mechanism to consider aspects such as:

· Node capabilities

· Geographic location/topology

· Load considerations
· Pool areas in the RAN

The logical name for a GW can be derived based on HSS provided subscription information, or based on node configuration, or alternatively from the UE. It is FFS which of these methods are available in the different use cases. The usage of logical GW names which are resolved by DNS give a highly flexible and well configurable solution for the operators. 
The SAE architecture allows different types of deployments depending on which of the nodes are co-located. The GW selection mechanism must be able to cope with all types of valid deployment options. Specifically, the following main deployment options are expected: the PDN and Serving GWs are co-located, or the MME and Serving GW are co-located. In both cases, only the PDN GWs needs to be selected in the non-roaming case, and the Serving GW will be co-located with either the PDN GW or the MME. It is expected that in the non-roaming case a separate Serving GW which is different from both the PDN GW and the Serving GW will be needed only in very rare cases. (It is assumed in general that the MME is already selected before the GWs, since the MME terminates NAS signalling for the Attachment.) 
In the roaming case, there is a separate PDN GW and Serving GW when home tunnelling is used. However, it is necessary to first determine the location of the PDN GW, whether it is in the home network or in the visited network, to be able to know if there is a need to make a selection of a separate Serving GW (i.e., it is only needed for the home tunnelling case). Therefore, in the case when there is a need for a Serving GW selection besides the PDN GW selection, it is proposed to make the PDN GW selection first, such that the usage of a combined PDN and Serving GW node is facilitated. 
Concerning maintaining the selected GW, it is proposed to maintain the selected GW in the HSS. Using the network to maintain the selected GW address gives a solution that is much more robust than using the UE to maintain the selected GW, which is prone to implementation errors and exposes network internal information. Refer to the Appendix below for a detailed discussion on why the HSS is considered to be the optimal location for storing the address of the selected GW. 
It is FFS which interface is used to send the selected GW address to the HSS. One possibility is to use S6a directly for LTE, and use Gr for 2G/3G. For non-3GPP accesses, Wa/Ta in combination with Wx can be used to send the selected GW address to the HSS via the AAA server. Another option is to use S6c in combination with Wx. Different solutions may be used depending on the access type. It is also FFS in which cases is it necessary to store the selected GW address in the HSS.  
Below we review the main use cases for the initial GW selection during attachment. Note that in the discussion below, only the steps relevant to GW selection are shown and other details of the attachment procedure are omitted for simplicity.
GW selection for LTE access
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Figure 1: GW selection for LTE access, combined GW

The following procedure is proposed for the case when the PDN GW is combined with the Serving GW. (See Figure 1.)
1. The UE sends Attach Request to the MME. 
2. The MME gets subscriber data from the HSS. If the UE is not yet connected over non-3GPP access, the HSS can include a default  logical PDN GW name to be for the default connectivity. If the UE is already connected over non-3GPP access, the address of the PDN GW already in use is included, and step 3 and 4 below are skipped. 
3. The MME determines the logical PDN GW name using HSS-provided subscription data, and optionally taking into account pre-configured defaults and UE-provided APN string (FFS). The MME resolves the logical PDN GW name to a list of IP addresses using DNS. In the case of roaming, the DNS message may be propagated to the DNS in the home network. The MME selects the PDN GW IP address from the list of IP addresses returned by DNS.
4. If the selected PDN GW can also act as a Serving GW, the MME contacts this combined GW to establish the default bearer. See below for the case when the selected PDN GW can not act as a Serving GW. 
5. To facilitate handover to non-3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 2: GW selection for LTE access, separated GWs
If the selected PDN GW cannot act as a Serving GW (e.g., in the case of roaming), then the procedure is modified. It is FFS how the MME decides whether the PDN GW can also act as a Serving GW. One possible approach is to use MME configuration for this purpose. The modified procedure from step 4 is as follows. (See Figure 2)
4. The MME constructs a DNS string for the logical name of the Serving GW, and resolves it using DNS to a list of IP addresses. The MME selects the Serving GW IP address from the list of IP addresses returned by DNS. Note that this step can be omitted if the MME is co-located with a Serving GW. 
5. The MME contacts this Serving GW to establish the default bearer, which in turn contacts the PDN GW based on the PDN GW address provided by the MME to the Serving GW. 

6. To facilitate handover to non-3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
GW selection for trusted non-3GPP IP access using PMIP
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Figure 3: GW selection for Trusted non-3GPP IP access using PMIP, non-roaming
The following procedure can be used for the non-roaming case with network-based mobility (See Figure 3.). (It is also applicable to the roaming case without a Serving GW.)

1. The UE initiates attachment to the Trusted Non-3GPP IP access. 

2. Authentication is performed. In this step the Trusted non-3GPP IP access gets subscriber data from the HSS via AAA. If the UE is not yet connected over 3GPP access, the HSS can include a default logical PDN GW name to be used for the default connectivity. If the UE is already connected over 3GPP access, the address of the PDN GW already in use is included, and step 3 and 4 below are skipped. 

3. The Trusted non-3GPP IP access resolves the logical PDN GW name to a list of IP addresses using DNS. In the case of roaming, the DNS message may be propagated to the DNS in the home network. The Trusted non-3GPP IP access selects a PDN GW IP address from the list of IP addresses returned by DNS.
4. Trusted non-3GPP IP access establishes PMIP tunnel to the selected PDN GW to establish the default bearer. 

5. The L3 attachment is completed towards the UE. In this step, the UE gets its IP address assigned by the PDN GW. 

6. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 4: GW selection for Trusted non-3GPP IP access using PMIP, roaming with Serving GW
In the case of roaming with Serving GW, the procedure is extended as follows. (See Figure 4.)
1-3: as above

4. The Trusted Non-3GPP IP access constructs the logical name of the Serving GW, and resolves it using DNS to a list of IP addresses. The Trusted non-3GPP IP access selects a Serving GW IP address from the list of IP addresses returned by DNS.
5. Trusted non-3GPP IP access establishes a PMIP tunnel to the Serving GW. The PDN GW address is sent from the Trusted Non-3GPP IP address to the Serving GW. Then the Serving GW in turn establishes a PMIP tunnel to the PDN GW to establishes the default bearer
8. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
GW selection for untrusted non-3GPP IP access using PMIP

A similar procedure can be used as for the trusted non-3GPP IP access, with the addition that in this case ePDG also needs to be selected. For the ePDN selection it is desirable to re-use the existing PDN selection mechanism as defined in 23.234 based on W-APN. 
One specific issue in the SAE architecture is that the ePDN may be co-located with the PDN GW. In that case, the W-APN specified by the UE should be resolved into the address of the co-located PDN GW and ePDN. If the operator does not co-locate the ePDN with the PDN GW, then the DNS should resolve the W-APN into an approapriate ePDN address. 
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Figure 5: GW selection for Untrusted non-3GPP IP access using PMIP, co-located PDN GW and ePDG. 

In the case of co-located PDN GW and ePDG, the following mechanism can be used (see Figure 5):

1. The UE  is allocated a local IP address, and optionally WLAN access authentication and authorization is performed. 
2. The UE resolves a W-APN into a list of IP address.  (There could be two W-APN resolutions in the roaming case if the W-APN for the VPLMN can not be resolved as described in 23.234).) 
3. IPsec tunnell establishment and authentication shall be performed (based on procedures in 23.234). An IP address received in step 2 shall be used as the IPsec tunnel endpoint.  
4. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 6: GW selection for Untrusted non-3GPP IP access using PMIP, separate ePDG and PDN GW, non-roaming
In case when the ePDG is not co-located with the PDN GW, the mechanism is extended as follows for the non-roaming case (see Figure 6.).

1. The UE  is allocated a local IP address, and optionally WLAN access authentication and authorization is performed. 

2. The UE resolves a W-APN into a list of IP address using DNS. (There could be two W-APN resolutions if the W-APN for the VPLMN can not be resolved as described in 23.234.) For security reasons, an operator may use a logically separate DNS system for the DNS requests coming from the UE than for the DNS requests coming from the operators internal nodes, as shown in the figure. 
3. IPsec tunnell establishment and authentication shall be performed (based on procedures in 23.234). An IP address received in step 2 shall be used as the IPsec tunnel endpoint.  

4. The ePDG resolves the logical PDN GW name into a list of IP addresses using DNS. For the logical PDN GW name, the HSS-provided subscription information can be used, and additionally the the W-APN provided by the UE or an ePDG configured default can be taken into account. 
5. The ePDG establishes the PMIP tunnel to the PDN GW. 

6. The tunnel establishment between the UE and the ePDG is completed (including the sending of the IP address assigned at the PDN GW to the UE). 
7. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 7: GW selection for Untrusted non-3GPP IP access using PMIP, roaming with Serving GW

In the roaming case, the mechanism is further extended as follows (see Figure 7.).

1-4 as above in the non-roaming case. 
5. The ePDG resolves the logical Serving GW name into a list of IP addresses

6. The ePDG establishes the PMIP tunnel to the Serving GW. The PDN GW address is sent from the ePDG to the Serving GW. The Serving GWin turn establishes a  PMIP tunnel to the PDN GW. 

7. The tunnel establishment between the UE and the ePDG is completed (including the sending of the IP address assigned at the PDN GW to the UE). 

8. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
GW selection for non-3GPP access using CMIP
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Figure 8: GW selection for non-3GPP access, CMIP case

The steps below show the procedures specific to the use of CMIP (see Figure 8.). Note however that there might be other steps involved depending on the type of non-3GPP access, e.g. ePDG selection and IPsec setup. 
1. The UE  initiates attachment to the non-3GPP access.
2. Access authentication is performed. 
3. A local IP address is assigned to the UE

4. The UE resolves the logical PDN GW name using DNS. The logical PDN GW name may be pre-configured in the UE. The UE selects a PDN GW IP address from the list of IP addresses returned by DNS.
5. The UE establishes the MIP tunnel with the PDN GW. 
6. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose.
Appendix: Alternatives for maintaining selected GW address

Contribution S2-071209 « Discussion on PDN SAE GW identity registration in HSS » submitted by Ericsson at SA2#56-C ad-hoc in Warsaw discussed the need of registering the GW address in order to avoid service disruption to multi-access terminals when these change between LTE and non-3GPP accesses. The need of registering the selected GW address for this purpose can be considered a working assumption; other contributions submitted at SA2#56-C ad-hoc in Warsaw also highlighted this need (e.g. S2-071262, S2-071132). The entity where the selected GW address is stored will be discussed below. Throughout this contribution the HSS registers the selected GW address. We shall justify that the HSS is the best entity to store the selected GW address for the Evoled packet System.

The HSS is a network entity common to both 3GPP accesses and the non-3GPP accesses in the Evolved Packet System. Hence, it can receive and maintain user state information such as selected GW address that is necessary to both type of access in order to accomplish mobility between different accesses with minimum service disruption. Such state information can be included in the user’s subscription data which is provided by the HSS upon attach or update of tracking/location area to the MME, SGSN and AAA. The previous network entities all receive user subscription data from HSS. 

Storing the selected GW address in the AAA has been suggested in S2-071262. However, a number of drawbacks have been identified as follows:

· Requires a new reference point between AAA and SGSN and MME for this purpose so that both of the the latter can receive/fetch the GW address. Adding such a reference point will only delay EPS standardization due to extra efforts both in SA and CT groups. 

· It would also be possible to store the GW address in the MME or SGSN and provide this information to the AAA.

· Both options require a discovery mechanism to find out which server stores the selected GW address for a given user instead of simply receiving this data as part of the user’s subscription data from HSS.

· It requires that AAA resources are maintained even if the user changes to a 3GPP access; this results in a non-optimal usage of AAA resources.

· All procedures that occur in the 3GPP access affecting the GW address (e.g. user detach, user PDN deactivation, network purge) would require signalling to the AAA to update this value in addition to HSS signalling that is already present. This extra signalling results in worse network performance.

· It is not clear if the 3GPP AAA represented in TS 23.402 is common to every non-3GPP trusted and untrusted access or whether each access shall have their own set of 3GPP AAA servers. 

Storing the selected GW address on the UE (as suggested in S2-071132) is not an optimal solution either for the following reasons :

· Unnecessarily reveals network topology to the UE.

· When a UE attaches to a new access network it could provide this address in the clear before authentication is carried out..

· Problems on the terminal might erase this value without any backup support to locate a selected GW address. All state data in HSS is redundant and has higher availability as compared to the UE.

Thus, due to the aforementioned, the most preferable solution is to store the selected GW address in the HSS as part of a user’s subscription data.

Proposal
It is proposed to document which entities perform GW selection based on the discussion above, and to document the main principle of the selection process. 

Furthermore it proposed to include the above discussion as an informative annex in TS 23.401 (for LTE) and TS 23.402 (for non-3GPP accesses). As the details of the GW selection are clarified and agreed, these informative annexes can be removed and the concepts be incorporated into the main body of the documents. 
Start first change in 23.401

4.4.2
MME 

MME functions include:

-
NAS signalling 

-
NAS signalling security

-
Inter CN node signalling for mobility between 3GPP access networks (terminating S3)

-
Idle mode UE Tracking and Reachability (including control and execution of paging retransmission)
-
Roaming (S6a towards home HSS)

-
Authentication

-
Bearer management functions including dedicated bearer establishment.
-
PDN GW selection

-
Serving GW selection
NOTE:
The Serving GW and the MME may be implemented in one physical node or separated physical nodes.

End first change in 23.401

Start second change in 23.401

5.3.X PDN GW selection

This function is performed in the MME. The MME can use DNS to resolve a logical PDN GW name to a list of IP addresses. For a UE that may handover to non-3GPP access, the selected PDN GW address is stored in HSS.
5.3.Y Serving GW selection

This function is performed in the MME. The MME can use DNS to resolve a logical Serving GW name to a list of IP addresses..

End second change in 23.401

Start third change in 23.401

Annex X (Informational)
GW selection for LTE access
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Figure 1: GW selection for LTE access, combined GW

The following procedure is proposed for the case when the PDN GW is combined with the Serving GW. (See Figure 1.)

1. The UE sends Attach Request to the MME. 

2. The MME gets subscriber data from the HSS. If the UE is not yet connected over non-3GPP access, the HSS can include a default  logical PDN GW name to be for the default connectivity. If the UE is already connected over non-3GPP access, the address of the PDN GW already in use is included, and step 3 and 4 below are skipped. 

3. The MME determines the logical PDN GW name using HSS-provided subscription data, and optionally taking into account pre-configured defaults and UE-provided APN string (FFS). The MME resolves the logical PDN GW name to a list of IP addresses using DNS. In the case of roaming, the DNS message may be propagated to the DNS in the home network. The MME selects the PDN GW IP address from the list of IP addresses returned by DNS.

4. If the selected PDN GW can also act as a Serving GW, the MME contacts this combined GW to establish the default bearer. See below for the case when the selected PDN GW can not act as a Serving GW. 

5. To facilitate handover to non-3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 2: GW selection for LTE access, separated GWs

If the selected PDN GW cannot act as a Serving GW (e.g., in the case of roaming), then the procedure is modified. It is FFS how the MME decides whether the PDN GW can also act as a Serving GW. One possible approach is to use MME configuration for this purpose. The modified procedure from step 4 is as follows. (See Figure 2)

4. The MME constructs a DNS string for the logical name of the Serving GW, and resolves it using DNS to a list of IP addresses. The MME selects the Serving GW IP address from the list of IP addresses returned by DNS. Note that this step can be omitted if the MME is co-located with a Serving GW. 

5. The MME contacts this Serving GW to establish the default bearer, which in turn contacts the PDN GW based on the PDN GW address provided by the MME to the Serving GW. 

6. To facilitate handover to non-3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
End third change in 23.401

Start first change in 23.402
4.4.X Trusted non-3GPP IP access

Trusted non-3GPP IP access functions include:

-
PDN GW selection

-
Serving GW selection in case of roaming

4.4.Y ePDG

ePDG functions include:

-
PDN GW selection

-
Serving GW selection in the case of roaming

End first change in 23.402
Start second change in 23.402
Annex X (Informational)
GW selection for non-3GPP access

GW selection for trusted non-3GPP IP access using PMIP
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Figure 3: GW selection for Trusted non-3GPP IP access using PMIP, non-roaming

The following procedure can be used for the non-roaming case with network-based mobility (See Figure 3.). (It is also applicable to the roaming case without a Serving GW.)

1. The UE initiates attachment to the Trusted Non-3GPP IP access. 

2. Authentication is performed. In this step the Trusted non-3GPP IP access gets subscriber data from the HSS via AAA. If the UE is not yet connected over 3GPP access, the HSS can include a default logical PDN GW name to be used for the default connectivity. If the UE is already connected over 3GPP access, the address of the PDN GW already in use is included, and step 3 and 4 below are skipped. 

3. The Trusted non-3GPP IP access resolves the logical PDN GW name to a list of IP addresses using DNS. In the case of roaming, the DNS message may be propagated to the DNS in the home network. The Trusted non-3GPP IP access selects a PDN GW IP address from the list of IP addresses returned by DNS.

4. Trusted non-3GPP IP access establishes PMIP tunnel to the selected PDN GW to establish the default bearer. 

5. The L3 attachment is completed towards the UE. In this step, the UE gets its IP address assigned by the PDN GW. 

6. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 4: GW selection for Trusted non-3GPP IP access using PMIP, roaming with Serving GW

In the case of roaming with Serving GW, the procedure is extended as follows. (See Figure 4.)

1-3: as above

4. The Trusted Non-3GPP IP access constructs the logical name of the Serving GW, and resolves it using DNS to a list of IP addresses. The Trusted non-3GPP IP access selects a Serving GW IP address from the list of IP addresses returned by DNS.

5. Trusted non-3GPP IP access establishes a PMIP tunnel to the Serving GW. The PDN GW address is sent from the Trusted Non-3GPP IP address to the Serving GW. Then the Serving GW in turn establishes a PMIP tunnel to the PDN GW to establishes the default bearer

8. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
GW selection for untrusted non-3GPP IP access using PMIP

A similar procedure can be used as for the trusted non-3GPP IP access, with the addition that in this case ePDG also needs to be selected. For the ePDN selection it is desirable to re-use the existing PDN selection mechanism as defined in 23.234 based on W-APN. 

One specific issue in the SAE architecture is that the ePDN may be co-located with the PDN GW. In that case, the W-APN specified by the UE should be resolved into the address of the co-located PDN GW and ePDN. If the operator does not co-locate the ePDN with the PDN GW, then the DNS should resolve the W-APN into an approapriate ePDN address. 
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Figure 5: GW selection for Untrusted non-3GPP IP access using PMIP, co-located PDN GW and ePDG. 

In the case of co-located PDN GW and ePDG, the following mechanism can be used (see Figure 5):

1. The UE  is allocated a local IP address, and optionally WLAN access authentication and authorization is performed. 

2. The UE resolves a W-APN into a list of IP address.  (There could be two W-APN resolutions in the roaming case if the W-APN for the VPLMN can not be resolved as described in 23.234).) 

3. IPsec tunnell establishment and authentication shall be performed (based on procedures in 23.234). An IP address received in step 2 shall be used as the IPsec tunnel endpoint.  

4. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 6: GW selection for Untrusted non-3GPP IP access using PMIP, separate ePDG and PDN GW, non-roaming

In case when the ePDG is not co-located with the PDN GW, the mechanism is extended as follows for the non-roaming case (see Figure 6.).

1. The UE  is allocated a local IP address, and optionally WLAN access authentication and authorization is performed. 

2. The UE resolves a W-APN into a list of IP address using DNS. (There could be two W-APN resolutions if the W-APN for the VPLMN can not be resolved as described in 23.234.) For security reasons, an operator may use a logically separate DNS system for the DNS requests coming from the UE than for the DNS requests coming from the operators internal nodes, as shown in the figure. 

3. IPsec tunnell establishment and authentication shall be performed (based on procedures in 23.234). An IP address received in step 2 shall be used as the IPsec tunnel endpoint.  

4. The ePDG resolves the logical PDN GW name into a list of IP addresses using DNS. For the logical PDN GW name, the HSS-provided subscription information can be used, and additionally the the W-APN provided by the UE or an ePDG configured default can be taken into account. 

5. The ePDG establishes the PMIP tunnel to the PDN GW. 

6. The tunnel establishment between the UE and the ePDG is completed (including the sending of the IP address assigned at the PDN GW to the UE). 

7. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 
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Figure 7: GW selection for Untrusted non-3GPP IP access using PMIP, roaming with Serving GW

In the roaming case, the mechanism is further extended as follows (see Figure 7.).

1-4 as above in the non-roaming case. 

5. The ePDG resolves the logical Serving GW name into a list of IP addresses

6. The ePDG establishes the PMIP tunnel to the Serving GW. The PDN GW address is sent from the ePDG to the Serving GW. The Serving GWin turn establishes a  PMIP tunnel to the PDN GW. 

7. The tunnel establishment between the UE and the ePDG is completed (including the sending of the IP address assigned at the PDN GW to the UE). 

8. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose. 

GW selection for non-3GPP access using CMIP
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Figure 8: GW selection for non-3GPP access, CMIP case

The steps below show the procedures specific to the use of CMIP (see Figure 8.). Note however that there might be other steps involved depending on the type of non-3GPP access, e.g. ePDG selection and IPsec setup. 
1. The UE  initiates attachment to the non-3GPP access.

2. Access authentication is performed. 

3. A local IP address is assigned to the UE

4. The UE resolves the logical PDN GW name using DNS. The logical PDN GW name may be pre-configured in the UE. The UE selects a PDN GW IP address from the list of IP addresses returned by DNS.

5. The UE establishes the MIP tunnel with the PDN GW. 

6. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. It is FFS which reference point is used for this purpose.
End second change in 23.402
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