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This document analyzes architecture requirements that have been modified or newly added in the SA2#54 from the mobility management perspectives. Through this study, it is concluded that the mobility management mechanisms in SAE architecture shall take the network-based mobility approach.
1.
Introduction
In the current TR, SAE defines interfaces for U-plan routing transport and mobility management; S1, S2a/S2b, (S3/)S4, S5 and S8. Although we’ve spent enormous effort to complete the mobility management architecture for various scenarios, it is getting harder to find out the way out from the DEADLOCK situation. This is because companies are proposing their architecture based on implicit protocol assumptions in their mind,
In order to complete the SAE overall architecture by the end of this year, it is important for companies not to focus on the protocol details. This means, instead of discussing the SAE architecture based on the protocol details, we need to understand the functional differences of high level mobility management approaches that affect on the architecture, and agree on the one that can best support the SAE architectural requirements.

From the architectural perspective, there are two different approaches for the mobility management, i.e. “network-based” approach and “host-based” approach. By having a decision on the mobility management approach, we should study on the detail protocol based on the selected approach.

In the SA2#52 meeting, S2-061659 has clarified the characteristics of the network-based and host-based mobility management approach and found the benefits of network-based mobility management, though the clarification seemed not enough to have the common understanding on the architectural requirement on mobility management.

In this document, in addition to the past analysis, new requirements agreed in the last meeting SA2#54 are also examined to clarify which of the network-based or host-based mobility managements can be better to meet the requirements.
2.
Definition of Network-based mobility management and host-based mobility management
Although it has been discussed on network-based and host-based mobility managements, TR23.882 does not have clear definition of those terms. Followings are the definition of network-based mobility management and host-based mobility management.
Network-based Mobility Management: 
A mobility management mechanism where the routing path management within the SAE network, except for radio interfaces, is done with a network entity initiated signalling, and UE is not aware of the network internal routing path change when it moves from one accessing base station to another. UE is only aware of the IP address allocated by PDN excluding the IP address for tunnel establishment to the security gateway, e.g. IPSec tunnel to ePDG.
Host-based Mobility Management:

A mobility management mechanism where the routing path management within the SAE network, except for radio interfaces, is done with a signalling sent from UE and network does not directly handle the routing path management but only authorize and/or give a trigger to UE to initiate the routing path update procedure. UE is aware of the two types IP addresses; one is the IP address allocated from PDN used by UE’s application and the other is the one representing the location of the entity where the UE is currently connecting, e.g. the IP address allocated form ePDG. Note that it still needs to handle another IP address for tunnel establishment to security gateway, e.g. IPSec tunnel to ePDG.

2.
Summary of the Earlier Analysis

S2-061659 has discussed the functional benefits of both approaches, and it was discussed in SA#52. Reflecting the comments and clarifications provided in the meeting, the analysis can be summarized as follows:
Advantages of Host-based Mobility Management:
· Network does not need to be involved in the mobility management procedure as signalings are exchanged between UE and mobility anchor entity
· Efficient use of wireless resources can be achieved if the solution does not require the packet capsulation over the air
· Both IPv4 and IPv6 can be supported if the solution provides such that functionality
Advantages of Network-based Mobility Management:
· Less handover-related signaling compared to host-based mobility management
· Efficient use of wireless resources is achieved as no u-plane packet overhead occurs over the air
· Location privacy can be achievable together with optimal routing
· Mobility management entity is not directly addressable by the UE
· No extra security mechanism is needed specific for the mobility management signaling
· Both IPv4 and IPv6 can be supported if the solution provides such that functionality
3.
Analysis on the Additional Requirements

S2-061659 analyzed requirement focusing on to what extent the host-based mobility management approach and network-based mobility management approach support the requirements listed in TR23.882 at that time and service requirements for the All-IP network described in TS 22.258. 

In the last meeting, we have agreed on the new and modified architecture requirements. Following are the additional analysis on how much those requirements are supported by two mobility management approaches.

Requirement 1

“Mobility procedures within the Evolved 3GPP System, between the Evolved 3GPP System and existing 3GPP Access Systems and between Evolved/Existing 3GPP access systems and non 3GPP access system shall provide seamless operations of both real-time (e.g. VoIP) and non real-time applications and services by, for example, minimizing the packet loss and interruption time.
This requirement has modified to clarify all mobility scenarios have to support delay and packet loss sensitive real time services such as VoIP. In order to minimize the handover delay, the benefit of network-based mobility approach, i.e. less handover-related signaling, better supports this requirement.

Requirement 2
“The Evolved 3GPP system should allow route optimization by selecting or re-selecting the MME, UPE, 3GPP Anchor or SAE anchor so that the user plane traffic does not need to be tunneled outside the current network area . This applies in all roaming scenarios (e.g.: when both users are in a visited network) and some intra-PLMN scenarios (e.g. serving UPE/IASA of the UE has been changed due to UE’s mobility). This is desirable in order to prevent additional delay and unnecessary waste of backbone bandwidth. The policy rules of the home network should control whether or not local breakout is used.”
This requirement has been clarified that mobility management solution needs to support optimal routing in intra-PLMN scenario. In theory, both the network-based and host-based mobility managements can support this functionality. The host-based mobility, however, needs UE to be involved in the routing path management, thus the flexibility may be limited compared to network-based mobility management. This is because network-based mobility management is highly compatible with the basic idea of “operator control” and be able to control the routing path as the network wants without UE involvement. Therefore, it can be concluded that the network-based mobility approach can provided better support for this requirement.
Requirement 3
“Signalling overhead on the radio interface should be minimised”
This is a new requirement added to TR23.882. It is always obvious but due to the limitation of wireless resources, the architecture still needs to satisfy this requirement as much as possible. As clarified S2-061659, the network-based mobility approach does not require a mobility signaling specific for routing path update in the SAE network. Thus, the network-based approach can reduce the number of signalling compared to host-based approach.
Requirement 4
“The mobility management shall be able to provide location hiding capabilities without increasing system complexity. The location hiding capabilities may be provided differently per operator (e.g. applied for all users, only for the required users, not required at all). The mobility management shall also be able to enable location privacy protection when to users who require this privacy service, and in this case local breakout and route optimization support might be disabled.”
From this requirement, mobility management in SAE shall have the capability to provide location privacy. The possible location information related to the mobility management is the IP address. If a mobility management approach reveals the IP address representing the location of the entity where the UE is currently connecting, it means the solution cannot meet the requirement. Although the requirement says location privacy service might not come with optimal routing capability, the selected mobility management approach shall not preclude the possibility to do it as some operator, including DoCoMo, would like to provide such services, i.e. optimal routing with location privacy.
Thus, it can be concluded that the network-based mobility management is better approach to take as host-based mobility management may not allow the operator to provide location privacy during optimal routing.
Requirement 5
“The mobility management is provided without degrading the current 3G security level. This means both control signaling and user data are securely transported. It is desirable that the mobility management entity is not directly addressable by the UE.”
This is also a new requirement added in the last SA2 meeting. From this requirement, it is desired that the mobility management does not require network to reveal the mobility management entity to UE. This functionality can be provided by the network-based mobility management approach as it does not require explicit mobility signallings from UE. The Host-based mobility, which mandates u-plan packet anchoring entity to be logically collocated with c-plane processing entity, cannot meet this requirement. It reveals an important network entity, i.e. signalling processing entity, and may cause a large impact on other communication if the network entity is attacked, e.g. DDoS.

4.
Conclusion

In order to evaluate which mobility management approach to take for mobility interfaces, this contribution clarified to what extent network-based and host-based mobility managements can meet the mobility requirement in SAE. 
From above analysis, it is clarified that the network-based mobility management better supports newly added requirements for the SAE architecture. Considering the past analysis in S2-061659, we can conclude SAE architecture shall take the network-based mobility approach for all mobility scenarios. This means all mobility related IFs, i.e. S1, S2a/S2b, (S3/)S4, S5 and S8, shall be based on the network-based mobility management.
Reflecting the above conclusion, it is propose to modify the following section in TR23.882
It is also proposed to update the section 7.8.3 ”Inter access system handover between 3GPP and non 3GPP access systems” appropriately to reflect the agreement with this document.
Beginning of 1st Change

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:
Network-based Mobility Management: A mobility management mechanism where the routing path management within the SAE network, except for radio interfaces, is done with a network entity initiated signaling and UE is not aware of the network internal routing path change when it moves from one accessing base station to another. UE is only aware of the IP address allocated by PDN excluding the IP address for tunnel establishment to the security gateway, e.g. IPSec tunnel to ePDG.

Host-based Mobility Management: A mobility management mechanism where the routing path management within the SAE network, except for radio interfaces, is done with a signalling sent from UE and network does not directly handle the routing path management but only authorize and/or give a trigger to UE to initiate the routing path update procedure. UE is aware of the two types IP addresses; one is the IP address allocated from PDN used by UE’s application and the other is the one representing the location of the entity where the UE is currently connecting, e.g. the IP address allocated form ePDG. Note that it still needs to handle another IP address for tunnel establishment to security gateway, e.g. IPSec tunnel to ePDG.
End of 1st Change

Beginning of 2nd Change

4.2
Architecture for the evolved system – non-roaming case
Figure 4.2‑1 depicts the base line high level architecture for the evolved system.

Editor's note:


-
It is not the finalized architecture model for the evolved system. i.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
-
In this TR, a trusted non-3GPP IP access is also referred to as the non-3GPP IP access, and an untrusted non-3GPP IP accesses are accommodated by is also referred to as the WLAN 3GPP IP access.


[image: image1]
Figure 4.2-1: Logical high level architecture for the evolved system

The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core.

The separation of MME/UPE into two separate entities is FFS.

Editor's Note: Additional Architecture diagram updates will be done following concrete resolutions on the other key issues. The current figure above does not intend to draw any conclusion regarding the functional grouping within the Evolved Packet Core. The number of interfaces and their termination points may change once the grouping and other key issues are resolved.

3GPP Anchor

The 3GPP Anchor is a functional entity that anchors the user plane for mobility between the 2G/3G access system and the LTE access system. It exchanges the mobility management signalling with MME/UPE, SGSN and SAE Anchor.
SAE Anchor

The SAE Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems and non-3GPP access systems. It exchanges the mobility management signalling with 3GPP Anchor and ePDG.
Whether the 3GPP Anchor functional entity is co-located with the MME/UPE or the SAE Anchor or both is FFS. I.e. it is FFS whether to standardize open interfaces between the MME/UPE and the 3GPP Anchor and between the 3GPP Anchor and the SAE Anchor. 

Note: The Inter Access System Anchor (IASA) is indicated with a dotted box in Figure 4.2-1, because it is used in several parts of this TR, including in figures, to represent both the 3GPP Anchor and the SAE Anchor.
Note: It is FFS how to map SAE architecture for the non-roaming case in Figure 4.2-1 to the roaming architectures in section 4.3
ePDG (evolved PDG)
It comprises the functionality of a PDG according to 3GPP TS 23.234 [28]. ePDG plays a role of network based mobility management over the S2b IF. It directly exchanges the signalling with SAE Anchor. Additional modifications/extensions compared to PDG are FFS. 

Reference points
S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic. The S1 reference point shall enable MME and UPE separation and also deployments of a combined MME and UPE solution.
S2a:
It provides the user plane with related control and mobility support between non 3GPP IP access and the SAE Anchor. 
S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Anchor. S2b reference point is to enable ePDG-initiated user date routing path establishment with SAE Anchor. It is FFS what functionality in non 3GPP IP access terminates the mobility management signalling.
S3:
It enables user and bearer information exchange for inter 3GPP access system mobility in idle and/or active state. It is based on Gn reference point as defined between SGSNs.

User data forwarding for inter 3GPP access system mobility in active state (FFS). 
S4:
It provides the user plane with related control and mobility support between GPRS Core and the 3GPP Anchor and is based on Gn reference point as defined between SGSN and GGSN.
S5a:
It provides the user plane with related control and mobility support between MME/UPE and 3GPP anchor. S5a reference point is to enable MME/UPE-initiated user date routing path establishment with 3GPP Anchor.
It is FFS whether a standardized S5a exists or whether MME/UPE and 3GPP anchor are combined into one entity. 
S5b:
It provides the user plane with related control and mobility support between 3GPP anchor and SAE anchor.  It is FFS whether a standardized S5b exists or whether 3GPP anchor and SAE anchor are combined into one entity. S5b reference point is to enable 3GPP Anchor-initiated user date routing path establishment with SAE Anchor.
S6:
It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface).

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEP). 
The allocation of the PCEP is FFS. 
SGi: 
It is the reference point between the Inter AS Anchor and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Protocol assumption: chosen mobility management protocol(s) shall take the network-based mobility approach.
-
The interfaces between the SGSN in 2G/3G Core Network and the Evolved Packet Core (EPC) shall be based on GTP protocol.

-
The interfaces between the SAE MME/UPE and the 2G/3G Core Network shall be based on GTP protocol.
End of 2nd Change

Beginning of 3rd Change

4.3.1
Scenario 1: Evolved packet core in the Visited network – Evolved packet core in the Home network

In this section it is considered the high level target roaming architecture in case both the visited and the home networks are evolved Packet Core networks. Migration routes to this target roaming architecture are FFS. Two alternative architectures are shown, depending on whether UE traffic has to be routed to the HPLMN or not. It is FFS whether the two alternatives can be used in parallel by a UE, e.g. when only a part of the user's traffic has to be routed to the HPLMN.

In case UE traffic is routed to the home network, the SAE architecture is depicted in figure 4.3‑1.

Editor's note: The update in Section 4.2 at SA2#52 on showing the split of the IASA into two functional entities, namely a 3GPP anchor and SAE anchor, requires the following figure to be updated. Whether the anchors are going to be separated is FFS. In particular, although the Home IASA is illustrated in the HPLMN, it is still an open issue whether the SAE anchor is located in the VPLMN. It is FFS how the above changes impact the SAE roaming architecture depicted below. 
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Figure 4.3-1: SAE Roaming architecture – Home routed traffic

For home routed user traffic the Inter AS Anchor is located in the HPLMN. Due to this reason, an interface between the Visited 3GPP Anchor and Home EPC is needed. This interface is referred to as S8.

The vPCRF is located in the VPLMN, while hPCRF is in the HPLMN. 
Usage of S6, S8 and S9 for providing visited network with static/dynamic policies is FFS.
The 3GPP anchor, which anchors user plane for mobility between the 2G/3G access system and the LTE access system, is located in the VPLMN. 

Note: It is FFS what is the functionality of the Home Inter AS anchor.

Note: It is FFS what is other functionalities of the 3GPP anchor in VPLMN besides user plane anchoring between 2G/3G access systems and LTE system.

It is FFS whether the Mobility anchor between 3GPP and non-3GPP access systems is provided by entities in the visited network or by the Home Inter AS Anchor.

The IASA in the home network remains the entity that terminates the IP Access Service.

In case UE traffic is not routed to the HPLMN, the SAE architecture is depicted in the following figure 4.3-2.

Editor's note: The update in Section 4.2 at SA2#52 that the split of the IASA into two functional entities, namely a 3GPP anchor and SAE anchor, requires the following figure to be updated. The decision to split the anchors is FFS.
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Figure 4.3-2: SAE Roaming architecture – Local Breakout

Usage of S6 and S9 for providing visited network with static/dynamic policies is FFS.
In the case it is decided that PCRF in the visited network is used, one alternative solution is that the enforcement of the Home PLMN policies (e.g.: QoS and charging policies) by the visited Inter AS Anchor is performed through the interaction of Home and Visited PCRF. Possibly, the Visited PCRF may add/modify policies according to those defined in the VPLMN. The related reference point between PCRFs is referred as S9. 

Additional reference points for roaming scenarios (in addition to those described in section 4.2)

S8:
indicates the roaming variant of S5 reference point when the Inter AS Anchor point is located in the HPLMN. S8 reference point is to enable 3GPP Anchor-initiated user date routing path establishment with Home inter AS Anchor.
S9:
indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN. 

NOTE:
S2 and S4 reference points could be interoperator when the GGSN/PDG and the Inter AS anchor belong to different PLMNs.

End of 3rd Change
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