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Abstract of the contribution: The contribution discusses issues to be considered for feedback to SA3 on SAE AKA mechanism.
1. Introduction

SA2 has received a LS from SA3 asking for feedback on their analysis for selecting between UMTS AKA and EAP AKA [1]. This paper discusses two issues of this topic related crucially to the SAE architecture: (i) the restrictions contained in current EAP framework and (ii) a potential coupling to the non-3GPP AKA.   
2. Discussion 

2.1 Main Characteristics of EAP AKA and UMTS AKA
A comparison between these two concepts as candidates for LTE/SAE AKA has already been done in [2]. We find it suitable to list their main properties with respect to SAE architecture, for the sake of thorough consideration.
The current UMTS AKA shows the following characteristics: 

· security context transfers: during attachment and during handovers it is foreseen that security keys are transferred between NW nodes.
· Transfer and storage of authentication data: authentication vectors (AVs) are generated in AuC and transferred to SGSN (via HSS); a limited number of AVs are then stored in SGSN.
These two features allow an efficient control in the VPLMN.
In contrast, EAP AKA according to [3] [4] is characterized by: 
· no security context transfers are allowed, 

· AVs are only stored in the home domain (AAA server). 

Above two items together also impose strict “home control”.

From architectural point of view this difference is of great importance and further analysis should elaborate clearly the consequences.
2.2 Potential Coupling of LTE/SAE AKA with non-3GPP AKA 
It might be argued that a decision on the AKA scheme in LTE/SAE is independent from AKA in the non-3GPP domain. But we want to point towards the possibility of optimizations which actually do introduce a coupling: this holds for a pre-authentication, whereby during a handover an authentication is triggered from the “old” access system for the purpose of preparing authentication and key material in the “new” access system (cf. [5], [6]). 
Yet, it may also be possible to use the advantages of pre-authentication when UMTS AKA is used in one access network and EAP-AKA is used in the other if the point of pre-authentication is to generate a fresh pair of CK, IK in the UE and in the home AAA server in advance of handover.
Whether such an optimized procedure is considered at all, as well as any further details, are currently FFS. Yet, in order not to block eventually this road, a corresponding hint should be given in the response LS to SA3.
3. Proposal

It is proposed to consider the above discussion in the response LS to SA3.
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