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Abstract of the contribution:

The paper provides more details about the MME – UPE and answers the questions listed under agenda item 4.1 “MME and UPE separation/collocation” for the MME – UPE separation alternative C) as described in TR Annex H. It proposes to document principles in the TR.
Introduction

The paper provides more details about the MME – UPE separation alternative C) as described in “Annex H: Signalling charts for combined or separated MME and UPE” of TR 23.882 v1.3.0.

An overview shows distribution of functionality between MME and UPE.

Answers are provided for the questions listed under agenda item 4.1 “MME and UPE separation/collocation”.

Some of the considerations are assumed to be common for both separation approaches. Appropriate changes to MME and UPE function description are proposed for the TR.

Overview
In alternative C) as described in “Annex H: Signalling charts for combined or separated MME and UPE” of TR 23.882 v1.3.0 the MME would have following tasks:

· Authentication of user / authorisation of access

· Key handling

· NAS message encryption / integrity protection

· Handling of temporary identities

· Storing registration areas

· Roaming restrictions

Following NAS signaling is assumed :

· Attach (with default bearer allocation)

· (periodic) area registration

· Identity request/indication

· TMSI reallocation

· Detach

· [Area restrictions piggybacked on area registration to NB]
The figure below shows the function distribution and also reference points.
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Answers to questions about MME and UPE separation/collocation
a) NAS signaling transport between UE and MME/UPE NAS signaling from NB to MME or UPE?

NAS signaling should be transferred directly between NB and MME. The NB derives the MME address from temp ID (and TA) only. The MME stores the address of the serving UPE. If the NB would need to derive also the UPE address from TMSI(/TA) scaling is not independent and UPE would become area dependent like MME. The UE should not store MME or UPE addresses to hide network architecture/configuration and to be compatible with pre-SAE, especially for registering/mobility with temp ID + TA.

Any UE state transition from idle to active is by initial NAS signaling via the MME. But, the MME does not need to store or manage the MM states. Active state is mainly characterized by an established RRC and S1 association for a packet bearer (at least the default packet bearer). This means also that pure NAS signaling exchange without any parallel packet bearer is in idle state !

This means also the non-reachable timer runs on UPE. And any (periodic) TAU has to be relayed from MME to UPE. Otherwise the MME would need to be informed about any NB change.
b) NB-UPE path update after X2-inter-NB HOV from via MME or not?

There is no need to inform the MME about an inter-NB-handover. Systematic reporting would even complicate a separated MME and would also require additional consistency and recovery means if the MME would need to handle MM state and has to store the serving NB. Keeping redundant data (like the serving NB) in MME and UPE would reduce the scaling independency between MME and UPE.
If the MME is responsible for collecting location information for active state UEs it can ask the UPE to request the NB to report location (e.g. cell) changes to the MME via UPE. The UPE may need the location information also for charging purposes. Any systematic NB change reporting to the MME would create heavy MME load and would therefore reduce the scaling independency between MME and UPE. Furthermore, an NB is no useful location category. A NB may comprise multiple cells and a TA may span over a number of NBs. Therefore the mobility caused NB change indication is no suitable location reporting.
The user plane is assumed to be directly between NB and UPE. Any NB change may also be handled directly between NB and UPE. Any potential (cell based) location reporting is an independent process.
c) “RAB” (dedicated/default bearer) setup from MME or UPE to NB?

At transition form idle to active state the user plane for the default bearer or best effort dedicated bearers are established between NB and UPE in response to a NAS level Service Request, which is triggered by uplink data in the UE or by a paging.
Any user plane for additional dedicated bearers is established by sending dedicated bearer parameters from UPE to NB. And the NB establishes the related radio bearer and transfers the bearer parameters (e.g. filters) to the UE. There is no need to involve the MME as the link between UPE and NB is already established for the default bearer.

There is no reason for involving the MME in handling the dedicated bearers. It would just create the need for additional consistency and recovery means. Keeping redundant information about dedicated bearers in MME and UPE would reduce the scaling independency between MME and UPE.

Not involving the MME in dedicated bearer handling reduces the time needed for establishing such bearers, especially in configurations with remote or centralised MMEs.

d) Storage of default/dedicated bearer (QoS) parameters in MME and/or UPE?

The UPE if combined with IASA is the source of the IP parameters belonging to the bearer service. The UPE provides bearer plane QoS resources like compression and encryption entities or transport resources. It has to maintain the resource allocation and therefore default/dedicated bearer status in any case. The MME has no responsibility for bearer plane resources, which would be difficult as multiple MMEs may interact with the same UPE for service provision.
There is no reason for storing  the default/dedicated bearer parameters in the MME. It would just create the need for additional consistency and recovery means. Keeping redundant dedicated bearer parameter data in MME and UPE would reduce the scaling independency between MME and UPE.

So the default/dedicated bearer parameters are stored in the UPE only. And in NB as needed for RB provision.
e) Negotiation of default/dedicated bearer (QoS) parameters in MME and/or UPE?

FFS whether default bearer can be negotiated. If yes, then same as dedicated bearer.
In case there is a QoS negotiation then it is most likely based on available RAN resources, i.e. based on RAN admission control. In this case the NB reduces the QoS, signals this QoS with UE and reports the negotiated QoS back to UPE.

There is no role for the MME in such a negotiation. The MME is neither for RAN/NB nor for UPE resources responsible.

f) Paging request from MME or UPE to NB?

Paging is a typical mobility function. A downlink packet received by the UPE for an idle UE triggers a message to the MME. The MME pages the UE in all cells of the registered TA.
However, in case the resolution from TA to NB addresses for paging is not an MME configuration but provided by a DNS for example then also the UPE could page as the TA is also known at UPE for charging purposes and for maintaining a reach-ability timer.

A timer for supervising paging and potential paging repetitions should run in the UPE only to avoid redundant consistency and recovery functionality for paging in MME and UPE.

g) RRC security for NAS level only for signaling transactions (e.g. TAU)? ask RAN and/or SA3?

NAS messages should be protected (encrypted and/or integrity protected) on message level. It should not be necessary to send RRC keys to the NB for pure NAS signalling sequences, e.g. a periodic update. Radio resource usage is limited to NAS message transfer and should need no special RRC protection. 

h) Handover initiation (to 2G, 3G, other UPE?) via UPE to MME or to MME?

NB could send a Handover required to the MME. But as it is triggered only during active state it is better sent directly to the UPE. This reduces number of messages as UPE can add bearer QoS parameters and forward to MME for handover handling. Such a handling avoids active state and also connection handling in the MME.
i) Delivery of user traffic related charging records to charging systems by MME or UPE?

The UPE generates CDRs and delivers charging data to charging systems. This requires delivery of relevant information (e.g. permanent ID) from MME to UPE at attach. It should be avoided that the MME has to process all charging data again. It is also better to correlate in the UPE. E.g. when TA changes it is easier to send the new TA to the UPE and the UPE opens a new CDR. With final processing by MME the MME would need to ask the UPE to close the CDR. In addition some marking might be needed to correlate the closed record with the TA in the MME once it is received from the UPE.

Furthermore charging processing by the MME would require considerable processing means in the MME and again reduce independent scaling. 
j) LI on UPE controlled via MME or direct LI control ?
As for charging it is assumed that the UPE receives at attach a permanent identity of the user from the MME. This allows LI in the UPE without any specific control functions on MME. Such control functionality would complicate MME and UPE and would need also protection/hiding for such a control interface.
As also all location information is send (on demand) from NB to UPE it might be sufficient to perform LI at UPE only ?

Advantages of approach C)
Discussion on function allocation shows some redundancies between MME and UPE. Also when separated from MME the UPE has to perform numerous control tasks. Both have to scale according to the number of supported users. The difference to separation approach B) is that C) does not need to provide bearer handling and needs therefore not to scale for the number of bearers that is different from the number of users. Also the number of interoperation cases reduces, which is advantageous for deployment and testing. All information related to charging and LI is available in one node, which reduces number of interfaces, charging and LI traffic and sources, control overhead, administration effort and post processing.

The main difference of C) compared to A) is that it may move authentication and authorisation to a more central place while the UPE is closer to the radio. All other MME information more or less impacts UPE too. The authentication and authorisation may be allocated to more central network entities by AAA proxies without the effort of separating MME and UPE. 
There is no advantage of integrating MME with SGSN as the means for idle state signalling reduction provide independent parallel registration in MME and SGSN that are efficient without the need of having both in the same node.

Advantages of Approach A)
There is no need for planning and dimensioning with multiple nodes types each of usually different capacities. Avoids any redundancies created by separation. Operation and Maintenance tasks are distributed to fewer node types.
Tasks like CDR generation and LI are provided by fewer nodes and node types. The number of sources for such information in the network is reduced.

Compared to separation scenarios deployment, configuration, interoperation and testing efforts as the number of multi vendor interfaces and therefore the number of possible combinations reduces. It does not create sourcing limitations as nodes from different vendors can be operated in the same pool.

Load balancing is supported in the pool as with separation scenarios. The distribution of UEs is typically anyhow limited to attach as any change of the SGi is better avoided as it may affect user services.

Combination of 2G/3G nodes with SAE node functionalities is a separate issue. Such combinations would require to upgrade all 2G/3G nodes or require additional means for all SGSNs to transfer UEs between 2G/3G nodes to allocate SAE UEs to SAE capable nodes. Separated 2G/3G and SAE nodes reduce also complexity as the number of variants/combinations to deploy and test reduce and it reduces the risk that introduction of SAE impacts 2G/3G operation.

Inter RAT and inter node mobility scenarios are less complex as fewer nodes are involved and have to be updated, e.g. in case of a change between two different 3G/LTE regions served by different nodes.

The combination of MME and UPE enables low control plane latencies for idle active transition or setup of additional dedicated bearers by minimising the PLMN specific node internal processing tasks and the delay from PLMN specific interface functions. Also overall performance improves as for example inter node B active state mobility is handled by a single node compared to two nodes processing every node B change in approach B).

Proposal 

It is proposed to specify no open interface between MME and UPE in the initial release. It would increase specification effort. And it would require testing and deployment of a number of nodes and node combinations. For the initial phase with initial number of users a faster introduction seems more important. For later introduction of a separation B) or C) it is sufficient to separate signalling destinations for NAS signalling and “RANAP” signalling on S1.
In case there is a strong need for separating an MME approach c) should be adopted as it provides better independence between MME and UPE and generates less overhead, which improves performance.

In case authentication/authorisation needs to be separated a AAA proxy might be appropriate. Such a proxy might also provide interoperation with MAP (roaming) interfaces in case there is no interest to support such interfaces at MME.
Other items from the discussion above, that are hopefully less controversial, are also proposed to be captured in the TR as proposed below.

Proposed TR change 1
H.9
Comparison of Approaches
Add descriptions of advantages of approaches A) and C) as provided above.
H.10
Selected Approach

It is proposed to specify no open interface between MME and UPE in the initial SAE release. It would increase specification effort. And it would require testing and deployment of a number of nodes and node combinations. For the initial phase with initial number of users a faster introduction seems more important. For later introduction of a separation B) or C) it is sufficient to separate signalling destinations for NAS signalling and “RANAP” signalling on S1.

In case there is a strong need for separating an MME approach C) should be adopted as it provides better independence between MME and UPE and generates less overhead, which improves performance.

Proposed TR change 2
7.11.2
Solution for Key Issue - grouping of the functions
7.11.2.1
Allocation of evolved packet core functions to UPE, MME and Inter-AS Anchor

The below non-exhaustive lists present the allocation of evolved packet core functions to logical entities, for the purposes of comparing the grouping alternatives. This does not preclude solution alternatives that co-locate one or more of the logical entities. Depending on the deployment and roaming scenarios, some of these functions might be optional.

The UPE consists of the following functions:

-
Packet routing and forwarding;
-
Depending on solution: allocation of a local IP address from the UPE address space for use by mobility mechanisms;
-
FFS: Policy and Charging Enforcement Function (PCEF) based on TS 23.203 for roaming scenarios;
-
Depending on solution: Policy and Charging Enforcement Function (PCEF) based on TS 23.203 for route optimisation scenarios;
-
Collection of Charging Information for online or offline charging systems for roaming with home routed traffic; The UPE generates CDRs and delivers CDRs to charging systems without passing MME
-
Depending on solution: Collection of Charging Information for online or offline charging systems when route optimisation is applied; The UPE generates CDRs and delivers CDRs to charging systems without passing MME
-
Ciphering termination for user plane traffic;
-
IP Header compression;
-
Lawful interception of user plane traffic; LI data are delivered without passing MME; LI control on UPE is independent from MME
-
Inter-eNodeB Mobility Anchor for user plane;
-
The UPE may be combined with 3GPP Anchor;
-
Trigger/initiation of paging when downlink data arrive for the UE in LTE_IDLE state. 
-
the non-reachable timer runs on UPE
-
The UPE is in the serving network of the user
The MME consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

-
Management and storage of UE control plane context;
-
Mobility management;
-
Authentication, authorization (PLMN, TA) and key management;
-
Lawful interception of signaling;

-
The MME terminates and handles UE NAS signalling

-
Ciphering/integrity termination for UE NAS signaling; there is no RRC security for NAS only signaling, i.e. the RRC security parameters have not to be sent to evolved RAN for NAS only signaling
-
Management and allocation of temporary user identities;

-
Depending on solution: control plane function for inter-3GPP access system mobility.
The Inter-AS Anchor consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

-
Packet routing and forwarding;
-
Depending on solution: Authentication, authorization and key management, for mobility management signaling or for PDN access control;
-
Policy and Charging Enforcement Function (PCEF) based on TS 23.203;
-
Collection of Charging Information for online or offline charging systems; 
-
Generation of CDRs and delivery to charging systems
-
Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses;
-
Gateway functionality to PDN including IP address allocation from PDN address space;

-
Depending on solution: inter-3GPP access system Mobility Anchor.

7.11.2.2 Alternative 1
…
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