SA WG2 Temporary Document

Page 5
-


3GPP TSG SA WG2 Architecture — S2#54
S2-063353
28 August - 1 September 2006

Sophia Antipolis, France

Source:
Ericsson
Title:
Combined architecture for dynamic allocation of users to application servers. 
Document for:
Discussion/Approval
Agenda Item:
8.6
Work Item / Release:
IMSopt / Release 7
1. Introduction

In the SA2 #54 meeting in Sophia Antipolis proposals for dynamic allocation of users to application servers where presented by Samsung (S2-062999) Ericsson (S2-062971) and Motorola (S2-063032). In the discussions it was agreed that those contributions shall be combined in order to achieve a single solution for dynamic allocation. This document is describing the combined solution based on feedback in the meeting. 

2. Discussion

During the meeting concerns where raised that the linked sequence where the AS writes the name of the allocated AS in HSS and the HSS is then propagate the name over Cx to the CSCF. This has been changed so the name of the allocated AS will be propagated in the return of the Register message (or other SIP message if that is used for triggering the allocation). The benefit of removing the linked sequences may have a trade of in some error cases that is FFS. 

The need for an explicit de-allocating of a user from an AS leads to a need to be able to propagate this information from the HSS to CSCF over Cx. This mechanism may also be used if there is a need to move subscribes between AS during runtime.
It was also acknowledged that the allocated AS name could not be stored as transparent data as there is a need to share this information between nodes. 

DNS is used as the distribution mechanism in order to allocate and AS instance. This is believed to be a well known and mature way of distribution load that can be based on simple round robin or much more advance algorithms / functionality built into the DNS. 

3. Proposal
*** Start of 1st change ***

C.5
Hybrid Application Server Selection
C.5.1
Solution Description

Editors Note:  The behaviour of this solution under overload situations is for further study.
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Figure C.5-1 Hybrid Architecture for allocation of users to application servers

The hybrid approach for the allocation of users to application servers uses the representative AS for directing the traffic to the correct application server for the user, and selecting the AS for the user if the is no AS.  On the ISC interface, the S-CSCF selects the correct application server, based upon DNS.

The representative AS is a role of the SIP-AS.
C.5.1.1
SIP initiated SIP-AS allocation 
In this section, the term “Specific SIP-AS name” is used to represent the FQDN that would uniquely resolve to an IP address of the physical SIP-AS serving the user.
“Specific SIP-AS name” is used by the S-CSCF in order to perform a DNS query to resolve one of the AS instance to where the user shall be allocated. This DNS mechanism is the distribution mechanism to dynamically select one of the SIP-ASes. Once the allocation has been made the name of the SIP-AS is written into HSS as well as propagated back to the S-CSCF in the SIP message response. The HSS maintains the allocation information during the time of the allocation. The information elements in Sh and Cx used for dynamic allocation needs to be defined.
The allocation method described is triggered by the SIP traffic. The following flows are describing a scenario triggered by the registration procedure however the dynamic allocation is not limited to this case. The same principle can be applied to any SIP signalling such as an invite.
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Figure C.5-2: SIP-AS allocation due to SIP registration.
1. The UE registers with the network.  The service profile is downloaded from the HSS to the S-CSCF.  The service profile for the selected service contains “specific SIP-AS name” that could correspond to a number of SIP-ASs, and does not contain a “specific SIP-AS name” representing an allocated SIP-AS.

2. The S-CSCF performs the DNS query on the “Specific SIP-AS name”. The “Specific SIP-AS name” may represent several SIP-ASes.

3. DNS resolves and returns the IP address/FQDNs for one or more of the SIP-ASs.

4. The S-CSCF selects one of the IP addresss/FQDNs and sends the 3rd Party register to the SIP-AS over the ISC

5. The return message from the 3rd Party register contains the name of the allocated SIP-AS

6. The SIP-AS requests the subscriber data contained in the transparent data stored in HSS over the Sh

7. The HSS returns the transparent data to the SIP-AS 

8. The SIP-AS updates the allocation information by writing the specific name of the SIP-AS to the HSS using non-transparent Sh

9. The HSS acknowledges the update of the data.

It can be seen in the flow contained in Figure C.5-2 that :

· The SIP-AS retrieves the subscriber data over the Sh-interface from the HSS.  The subscriber data is stored in the transparent data.

· The SIP-AS writes the specific name of the selected SIP-AS into the HSS. The SIP-AS name is stored in non-transparent data. 

· The S-CSCF is made aware of the selected AS over the ISC interface.

This allows the S-CSCF to forward any further relieved flows to the allocated SIP-AS.

If there was a SIP-AS already allocated to the user, then upon registration the S-CSCF would be provided with the name of the specific SIP-AS instead.   This applies to IMPUs of the subscriber and to any application server for the subscriber with the same general name for the application server.

C.5.1.2 De-allocation of user from a SIP-AS when the user de-registers from the network
The procedure for a SIP-AS to de-allocate a user is shown in Figure C.5-3
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Figure C.5.x-3: SIP-AS de-allocating a user when the user is de-registers from the network
1. The SIP-AS decides to de-allocate a user from the SIP-AS

2. The SIP-AS sends a Sh-Update to the HSS to remove the specific SIP-AS name for the user

3. The Sh-Update Response is returned to the SIP-AS

Note:
The de-allocation of an application server may occur at when a user is considered to be de-registered from the network, though the de-allocation is not restricted to this case and may occur for other reasons.

C.5.1.3 De-allocation of user from a SIP-AS when the user is still registered in the network
For Further Study
C.3.1.4
SIP-AS allocation for other interfaces (e.g. Ut)
The procedures for allocating a user to a SIP-AS based upon the reception of signalling over other interfaces (e.g. Ut interface) is shown below in figure C.3-2.

Figure C.5-5: SIP-AS allocation due to upon Ut interface signalling. 

Note:
While steps 6-7 and 8-11 are shown as separate information flows over the Sh interface, these could be combined for reasons of efficiency.

1. The Ut request is sent to the configured address in the terminal – which reaches a SIP-AS front end.

2. The representative AS queries the HSS for the allocated SIP-AS

3. In this case, as there is not a SIP-AS already allocated, the HSS returns an indication that not SIP-AS has been allocated

4. The SIP-AS front end selects the SIP-AS.

5. The Ut request is sent to the selected SIP-AS

6. The SIP-AS request the subscriber data contained in the transparent data over the Sh

7. The HSS returns the transparent data to the SIP-AS

8. The SIP-AS writes the specific name of the SIP-AS to the HSS

9. The HSS acknowledges the read of the data to the HSS.

10. The Ut interface response is returned to the SIP-AS front end.

11. The Ut interface response is returned to the UE.

It can be seen in the flow contained in Figure C.5-5 that :

· Upon the reception of a Ut interface request, the SIP-AS front end contacts the HSS to see if a SIP-AS has already been allocated.

· The SIP-AS retrieves the subscriber data over the Sh-interface from the HSS.  The subscriber data is stored in the transparent data. (steps 6-7).

· The SIP-AS writes the specific name of the selected SIP-AS into the HSS

If there was a SIP-AS already allocated to the user, then specific SIP-AS name would be returned to the Representative AS.  The representative AS would return the Ut interface request to the specific SIP-AS.

*** End of change ***
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