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1
Introduction

Separating the MME should result in a clear function split enabling an efficient network architecture and provide low latency, high bandwidth services. The TR describes so far a set of functions for the MME. Additional considerations on functionalities are required for the case that the MME is a separated entity. Functions like default and dedicated bearer handling, handling of keys and transition from idle to active require further clarifications, especially with regard to a separated MME. Also functionality for mobility scenarios have to be considered. This paper discusses such functionalities and proposes some principles for a separated MME.

2 Discussion
2.1 Default bearer handling (Attach)
The procedure combines MM (network attach) and AA (authentication, authorization) with default bearer establishment. It involves MME and UPE. The figure below shows a potential interaction between entities. The network attachment part of the procedure is assumed to be NAS signaling between UE and MME. The establishment of radio bearer resources may be delayed until data transfer is required (FFS) and does not necessarily need any NAS signaling.
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2.2 TA Update without MME or UPE change
A tracking area update is a NAS level MM procedure between UE and MME. NAS message based encryption/integrity protection avoids any potential delay from sending RRC keys to the eNB. Resource usage in case of fraud is limited to NAS signalling resources. It is FFS which TA updates would trigger also an update of the UPE. CDR generation (for charging and/or statistics) might require informing the UPE about any TA change.
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2.3 Inter eNB Handover (intra MME and intra UPE)
Typically an intra LTE inter eNB handover is performed directly between eNBs. This means also that the UPE doesn’t change. UE contexts are transferred from one eNB to the other, including bearer plane information and keys. The new eNB has all information to update the user plane path directly with the UPE. It is FFS whether the MME needs to be informed if the TA doesn’t change. All MM information is unchanged and the MME can page in TA when the next downlink data transfer starts for an idle UE. If TA changes the normal update procedure should be performed, which in turn may deliver updated roaming restriction information to the eNB. Roaming restrictions are TA based is established as a working assumption.

[image: image3.wmf] 

UPE

 

S1b

 

MME

 

X?

 

eN

B 1

 

eNB 2

 

UE

 

1. IP bearer service

 

3. Handove

r Required

 (contexts including RRC keys)

 

5. Handover Command

 

2. Handover Initiation

 

 

8. User Plane Route Update Request

 

10. Handover Complete 

 

7. Radio Bearer Establishment

 

4. LTE Bearer Establishment

 

 

11. Handover Complete Acknowledge

 

13. T

AU in case RA changed

 

12. IP bearer service

 

6. Data Forwarding

 

X2

 

9. User Plane Route

 Update Response

 


2.4 Inter eNB Handover – MME change (intra UPE)
The flow below starts with an inter eNB handover as described under 2.3. In this case the TA and with the TA the serving MME change. The figure shows the normal inter MME update procedure that would also be performed for a UE changing this TA in idle state. The figure shows that inter eNB handover and MME update or inter MME change are decoupled.  
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2.5 Paging and Service Request
The two procedures identify the MM role of the MME at transition from idle to active. Triggered by reception of downlink packets the UPE asks the MME to page the UE in the registered TA(s). The paging response or a service request the MME forwards to the serving UPE, which request the eNB to establish the radio bearer(s) with the UE. In both cases the MME mediates between UE, eNB and UPE for establishing the bearer plane.
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2.6 Establishment of Dedicated Bearers 
The two figures show different options with the difference of involving the MME or not. The first figure shows that dedicated bearer may be established without any MME involvement. The second figure shows two possibilities of involving the MME. It is FFS what role the MME would have in this case as the main bearer control is performed by the PCRF and admission control by entities responsible for user plane resources. It is also FFS whether and for what purposes the MME would store dedicated bearer contexts (SM ctxt). Its however obvious that such storage would require specific co-ordination and recovery procedures. The SM context storage increases overall MME UE context database. And any MME involvement contributes to dedicated bearer setup latency.

Without MME involvement
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2.7 Any Time Interrogation 
The Any Time Interrogation allows to fetch subscriber/UE status information, for example, the current cell. The figure below shows a possible information flow. As the MME needs not to know about idle/active or current cell it asks the UPE in case it is interrogated. This avoids systematic paging and the need for paging coordination in the eNB. The same principle may apply to other network initiated MM or AA NAS level signaling, e.g. network initiated detach. 
Any Time Interrogation might be performed also on user plane path, e.g. via PCRF, as most of the information seems to be also relevant for (location based) charging.
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2.8 Overview figure
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3 Conclusion / Proposal
The information flows show above identify a set of functionalities for a separated MME. This set avoids redundancies (functions and user data storage) with other entities and reduces latency for procedures that do not require MME involvement. Avoiding involvement of MME in procedures where the MME provides no functionality has also positive effects on MME processing capacity.

From the discussion following set of functionalities can be derived:

· the MME has to handle all NAS signalling with the UE, i.e. all mobility management (attach, updates) and authentication/authorisation (attach, re-authentication, key derivation) NAS signalling
· the MME is in charge of establishing the connection between NB and UPE at transition from idle to active (paging, service request)
· In case of direct handover between NBs the MME has no role. The MME needs only to be updated when the TA and thereby potentially the MME changes
· For any handover that is not directly between NBs (e.g. inter UPE handover) or a handover to/from 2G/3G the MME performs handover signalling. Such an information flow is not shown; the MME involvement should be quite obvious.

The handling of bearers is the task of the user plane nodes and of the PCRF. Dedicated bearers are triggered by applications and controlled by the PCRF. There is no role for the MME. The discussion above shows that any MME involvement could only create redundant user data to be stored and/or additional bearer setup latencies. The MME may fetch bearer parameters from the UPE for a handover to 2G/3G or handover to another UPE. There is no need for the MME to store such parameters in parallel to the involved user plane nodes for the inter-node handovers that are rather seldom compared to the other procedures. This avoids any need for related co-ordination and recovery procedures. 
Above MME function split allows also derivation of key handling:

· Keys (integrity and cipher keys) are derived during authentication procedures. Three sets are derived: for NAS, for UPE and for RRC. 
· NAS messages should be protected (encrypted and/or integrity protected) on message level. It should not be necessary to send RRC keys to the NB for pure NAS signalling sequences, e.g. a periodic update. Radio resource usage is limited to NAS message transfer and should need no special RRC protection. 
· Bearer resource allocation may need RRC protection as fraud can have considerable impact on radio resources or on user services. The MME may transfer RRC keys to the UPE, so the UPE can provide RRC keys to the NB together with the request for radio bearer establishment (following paging response or service request). 
It is proposed to discuss the principles and adopt principles as appropriate.
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