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1. Introduction

This paper presents a high level architectural concept for enablement of VCC for Emergency Calls. 
The current VCC architecture does not support Domain Transfers for Emergency Calls because:
1. The VCC Application is a home IMS service, whereas Emergency Call service is a local service provided by the visited IMS.

2. VCC is implemented as a service/application in the IMS domain, triggered via CAMEL CSI in the CS domain, and iFC execution in IMS. Neither of these techniques is applicable to Emergency calls.

3. VCC is subscription driven, whereas Emergency Calls are also allowed for non-authorised users.

4. Potential implications for extending Emergency Calls from the serving network to the home IMS.

The solution presented in this paper extends the current VCC architecture to facilitate Domain Transfers between CS domain and IMS in either direction, for authorized and unauthorised users.
2. Discussion
x.x
VCC Emergency Call Architecture

x.x.1
General
This clause presents an architectural alternative for enablement of Domain Transfers for Emergency calls between CS domain and IMS, which may be invoked multiple times in either direction while the user is engaged in an Emergency call. The solution is applicable to Emergency Calls made by authorized and unauthorised users.
The solution extends the VCC architecture specified in TS 23.206 using the following architectural principles:

· Standard IMS Emergency call setup procedures are used for establishment of Emergency Calls using IMS and Domain Transfers to IMS. A VDI is not necessary for establishment of an Access-Leg upon Domain Transfer to IMS.

· Standard CS Emergency call setup procedures are used for establishment of Emergency Calls using CS domain and Domain Transfers to CS domain. A VDN is not necessary for establishment of an Access-Leg upon Domain Transfer to CS.

· The CS network is used as a bare bones access network when establishing an Emergency Call via CS domain. CS Emergency Calls are redirected to the visited IMS for application of IMS Emergency Call procedures.

· The CSAF (CS Adaptation Function) in the visited IMS presents an Emergency Call established via CS domain as an IMS Emergency Call to the E-CSCF. 

· The call control signaling for CS and IMS Emergency Call is anchored at the DTF (Domain Transfer Function) in a local IMS network designated to perform VCC functions of call/session anchoring and Domain Transfers in a particular geographical region. The DTF may be optionally co-located with the E-CSCF and is invoked as a visited network option for Emergency Calls established using a VCC capable terminal.. 

· Domain Transfers are executed by the DTF which switches the Access Leg from the transferring-out domain to the transferring-in domain, updating the Remote Leg toward the PSAP with the Access Leg info and Location Key associated with the transferring-in domain.

· Supplementary Services are not applicable to Teleservice 12 (ref: 3GPP TS 22.004); therefore there should not be any requirement for support of Supplementary Services when addressing VCC for Emergency Calls. For example, only one Emergency Call can be established at any given time, i.e. Hold/CW type services are not applicable.

x.x.2
Reference Architecture

The reference architecture for VCC Emergency Calls is provided in Figure x.x.2.1 below. 
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Figure x.x.2.1: VCC Emergency Call Architecture
x.x.2.1
Domain Transfer Function (DTF)

The Domain Transfer Function is defined in TS 23.206. It anchors call control signalling for the VCC user’s CS and IMS sessions for enablement of Domain Transfers between CS domain and IMS. The DTF for Emergency Calls resides in a local IMS network designated to perform VCC functions of call/session anchoring and Domain Transfers in a particular geographical region. The DTF may be optionally co-located with the E-CSCF. 

x.x.2.2
CS Adaptation Function (CSAF)

The CS Adaptation Function is defined in TS 23.206. It presents SIP User Agent behaviour on behalf of the UE for presentation of Emergency Calls made via the CS domain to the E-CSCF, as an IMS originated Emergency Call. The CSAF for Emergency Calls resides in the visited IMS.

x.x.3
Initial Call establishment

x.x.3.1
Emergency Calls established via IMS

The procedures defined in TS 23.167 are used for establishment of Emergency Calls using IMS. The signalling/bearer paths for the call and the paths for Location Push/Pull are established as identified in Figure x.x.3.1.1 below.
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Figure x.x.3.1.1: Signalling/Bearer Paths for IMS Emergency Calls
Note: The local IMS designated for VCC functions is the same as the visited IMS in this illustration.
The DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.
x.x.3.2
Emergency Calls established via CS

The procedures defined in TS 24.008 are used for establishment of Emergency Calls at the VMSC. The signalling/bearer paths for the call and the paths for Location Push/Pull are established as identified in Figure x.x.3.2.1 below.
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Figure x.x.3.2.2: Signalling/Bearer Paths for CS Emergency Calls
Note: The local IMS designated for VCC functions is the same as the visited IMS in this illustration.
The current location of the user is stored in the GMLC against a call reference as part of Emergency Call set-up at the VMSC. Redirection methods are applied at the VMSC and/or GMLC for routing of Emergency call to PSAP via the visited IMS. This is achieved by routing the Emergency call toward the CSAF in the visited IMS. 

The CSAF presents the Emergency session to E-CSCF as an Emergency call originated in IMS. The Location Object [ref: RFC 4119 "A Presence-based GEOPRIV Location Object Format"] in the Emergency Invite is populated by the CSAF with a Location key for retrieval of user’s current location from the GMLC using the information passed by the VMSC at call set-up.

The procedures defined in TS 23.167 are used for processing of the Emergency Call at the E-CSCF.
The DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.
x.x.4
Domain Transfers

The UE detects the trigger for Domain Transfer, registers in the transferring-in domain if needed, and establishes an Emergency Call in the transferring-in domain using standard Emergency Call set-up procedures.

The Signaling/bearer paths are established in transferring-in domain as described in Section x.x.3 Initial Call establishment. 
The DTF processes the Emergency Invite for execution of Domain Transfer as specified in Execution of Domain Transfer procedure specified in TS 23.206. The Remote Leg toward the PSAP is updated using the Access Leg Update toward the remote end procedure specified in TS 23.206. The location key at the LRF/VPC is updated as part of this procedure.
The source Access Leg established via the transferring-out domain is released. The source Access Leg release is coordinated b/w the UE and the DTF.  

3. Conclusion and Proposal

Agree on text in Section 2 for inclusion in TR 23.xxx.
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Note: Only relevant  standard functions are shown.

Assumes NENA i2: “To PSAP” represents Emergency Network Elements in-route to PSAP 

[SIP signaling via MGCF for legacy PSAP]
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