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Introduction:

A CR to TS 22.101 was approved at SA #31 that added the requirement to support location based charging models. The CR can be found in SP-060196. This document attempts to address the subject of location based charging models from a GPRS point of view within the scope of PCC. Since location based charging models are likely to applied to particular subscribers, it is necessary to selectively activate the notification of location changes to ensure that core network is not swamped with unnecessary signalling to report such changes when they will not be used to apply the location based charging models.
This document adds functionality in both the PCRF and OCS to request reports of location changes. The functionality is needed on both the Gx and Gy interfaces since the location based charging may be implemented in many different ways and also because some subscribers to these location-based charging models may be either online charged or offline charged. For those that are offline charged only, there is no Gy interaction and therefore any control applied by the OCS cannot be performed. On reception of the event and credit re-authorization triggers for reporting location changes, the GGSN should request the SGSN to report such changes. The requirement here is only a "should" since the location change reporting requires new SGSN functionality defined in the CR to 23.060 in S2-062170 and therefore will need negotiation.
Furthermore, the Gx operations are performed on IP-CAN session level (or PDP session in GPRS) whilst the Gy operations are performed on IP-CAN bearer level (or PDP context in GPRS). There is a risk that the Gx and Gy operations may require different levels of reporting and as a result the GGSN should combine these requests and ask the SGSN to report location changes to the most granular level requested for the PDP context
As an example of this conflict, Gx requires RAI change reporting for the PDP session, however Gy requires CGI/SAI reporting for PDP context 1 and no reporting for PDP context 2 (both contexts are within the PDP session). The GGSN should request the SGSN to report CGI/SAI changes for PDP context 1, and RAI changes for PDP context 2. However, this will be driven by SGSN functionality added to 23.060 which will report to the most granular level i.e. CGI/SAI changes. The GGSN will then ignore changes reported for PDP context 2.
Additionally, one operational point to note is that it is unlikely that the PCRF / OCS will be configured to request the SGSN to report location changes unless it is known that the VPLMN / HPLMN fully supports (i.e. all SGSNs within the PLMN) the reporting mechanisms.

Proposal:

Vodafone proposes that the changes proposed in Annex A are approved in co-ordination with the CR to 23.060 in S2-062170.
Annex A:

****** FIRST MODIFIED SECTION ******

4.2.2

Charging models

When developing the charging solutions, the following charging models should be considered, even though the full solution to support the models may not be within the scope of this TS.

Shared revenue services shall be supported. In this case settlement for all parties shall be supported, including the third parties that may have been involved providing the services.

The charging solution shall allow various charging models such as:

-
Volume based charging;

-
Time based charging;

-
Volume and time based charging;

-
No charging.

It shall be possible to apply different rates and charging models when a user is identified to be roaming from when the user is in the home network. Furthermore, it shall be possible to apply different rates and charging models based on the location of a user, beyond the granularity of roaming. 
It shall be possible to restrict special rates to a specific service, e.g. allow the user to download a certain volume of data from one service for free, but this allowed volume is not transferable to other services. It shall be possible also to apply special rates based on the time of day.

It shall be possible to enforce per-service usage limits for a service data flow using online charging on a per user basis (may apply to prepaid and post-paid users).

It shall be possible for online charging systems to check the amount of data used over some time period. The online charging systems can provide both volume credit and time indication. In case the PCEF detects the counted volume reaches the volume credit or the counted time reaches the indicated period of time, the PCEF shall send a request for credit to the OCS with the remaining time value and/or remaining credit volume.

In the case of online charging, it shall be possible to perform rating and allocate credit depending on the characteristics of the IP-CAN bearer resources allocated initially.

The flow based bearer level charging can support dynamic selection of charging to apply. A number of different inputs can be used in the decision to identify the specific charging to apply. For example, a service data flow may be charged with different rates depending on what QoS is applicable. The charging rate may thus be modified when an IP-CAN bearer is created or removed, to change the QoS provided for a service data flow.

The charging rate or charging model applicable to a service data flow may also be changed as a result of events in the service (e.g. insertion of a paid advertisement within a user requested media stream). The charging model applicable to a service data flow may also change as a result of events identified by the OCS (e.g. after having spent a certain amount of time and/or volume, the user gets to use some services for free). The charging rate or charging model applicable to a service data flow may also be changed as a result of having used the service data flow for a certain amount of time and/or volume.

In the case of online charging, it shall be possible to apply an online charging action upon PCEF events (e.g. re-authorization upon QoS change).

It shall be possible to indicate to the PCEF that interactions with the charging systems are not required for a PCC rule, i.e. to perform neither accounting nor credit control for this service data flow, and then no offline charging information is generated.

****** SECTION LEFT IN FOR INFORMATIONAL PURPOSES ONLY******

6.1.2
Reporting

Reporting refers to the differentiated IP-CAN bearer usage information (measured at the PCEF) being reported to the online or offline charging functions.

NOTE 1:
Reporting usage information to the online charging function is distinct from credit management. Hence multiple charging rules may share the same charging key for which one credit is assigned whereas reporting may be at higher granularity if serviced identifier level reporting is used.

The PCEF shall report usage information for online and offline charging.

The PCEF shall report usage information for each charging key value.

The PCEF shall report usage information for each charging key/service identifier combination.

NOTE 2:
For reporting purposes a) the charging key value identifies a service data flow if the charging key value is unique for that particular service data flow and b) if the service identifier level reporting is present then the service identifier value of the charging rule together with the charging key identify the service data flow.

Charging information shall be reported based on the result from the service data flow detection and measurement on a per IP-CAN bearer basis.

A report may contain multiple containers, each container associated with a charging key or charging key/service identifier.

****** NEXT MODIFIED SECTION ******

6.2.1.1
Input for PCC decisions

The PCRF shall accept input for PCC decision-making from the PCEF, SPR and if the AF is involved, from the AF, as well as the PCRF may use its own pre-configured information. These different nodes should provide as much information as possible to the PCRF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCRF.

The PCEF may provide the following information:

-
Subscriber Identifier;

-
IP address of the UE;

-
IP-CAN bearer attributes; 

-
Request type (initial, modification, etc.);

-
Type of IP-CAN;
-
Location of the subscriber.
NOTE:
Depending on the type of IP-CAN, the limited update rate for the location information at the PCEF may lead to a UE moving outside the area indicated in the detailed location information without notifying the PCEF.

The SPR may provide the following information:

-
Subscriber's allowed services, i.e. list of Service IDs;

-
Information on subscriber's allowed QoS;

-
Subscriber's charging related information;

-
Subscriber category.

The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF Application Identifier and AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gateing decision);

-
Priority indicator, which may be used by the PCRF to guarantee service for an application session of a higher relative priority.

Editor's note:
Use of a priority indicator may result in conflicts that the PCRF or other PCC function may need to resolve.

In addition, the pre-configurations in the PCRF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the IP-CAN bearer attributes.

****** NEXT MODIFIED SECTION ******

6.2.4
Subscription Profile Repository (SPR)

Editor's note:
The SPRs relation to existing subscriber databases need to be considered, specifically HSS, AAA and AF need to be considered.

The SPR logical entity contains all subscriber/subscription related information needed for subscription-based policies and IP-CAN bearer level charging rules by the PCRF. The SPR may be combined with or distributed across other databases in the operator's network, but those functional elements and their requirements for the SPR are out of scope of this document.

The SPR may provide the following information:

-
Subscriber's allowed services;

-
Information on subscriber's allowed QoS;

-
Subscriber's charging related information (e.g. special locations of charging interest);

-
Subscriber category.

****** NEXT MODIFIED SECTION ******

A.1.3.1.2
Reporting

A container may be closed and a new container opened by the triggering of event triggers.
****** NEXT MODIFIED SECTION ******

A.1.3.1.3
Credit management

For GPRS the credit re-authorisation triggers in table A.1 shall apply in addition to the ones in table 6.1.

Table A.1: GPRS specific credit re-authorization triggers

	Credit re-authorization trigger
	Description

	SGSN change
	The UE has moved to a new SGSN.

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, has changed.

	Location change (routeing area)
	The location of the UE has changed and any changes in routeing area shall trigger a re-authorization.

	Location change (CGI/SAI)
	The location of the UE has changed and any changes in CGI/SAI shall trigger a re-authorization.


If the Location change trigger is armed, the GGSN should request the SGSN to report any changes in location to the level indicated by the trigger according to the procedures described in 3GPP TS 23.060 [12]. If credit-authorization triggers and event triggers require different levels of reporting of location change for different PDP contexts for a single UE, the SGSN shall report location changes to the highest level of detail required. However, the GGSN should not trigger a credit re-authorization if the report received is more detailed than requested by the OCS.
****** NEXT MODIFIED SECTION ******

A.1.3.1.4
Event Triggers

For GPRS the event triggers in table A.2 shall apply in addition to the ones in table 6.2.

Table A.2: GPRS specific event triggers

	Event trigger
	Description

	SGSN change
	The UE has moved to a new SGSN.

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, has changed.

	Location change (routeing area)
	The location of the UE has changed and any changes in routeing area shall trigger a re-authorization.

	Location change (CGI/SAI)
	The location of the UE has changed and any changes in CGI/SAI shall trigger a re-authorization.


If the Location change trigger is armed, the GGSN should request the SGSN to report any changes in location to the level indicated by the trigger according to the procedures described in 3GPP TS 23.060 [12]. If credit-authorization triggers and event triggers require different levels of reporting of location change for different PDP contexts for a single UE, the SGSN shall report location changes to the highest level of detail required. However, the GGSN should not trigger a request for PCC rules if the report received is more detailed than requested by the PCRF.
For GPRS the QoS parameters of the IP-CAN bearer that have to be checked by the PCEF against a change shall only comprise the maximum/guaranteed bitrate and the UMTS traffic class.

For GPRS the traffic mapping information is represented by the TFT information.

****** NEXT MODIFIED SECTION ******

A.1.3.2.1.1
Input for PCC decisions

The PCRF shall accept any of the following input, specific for GPRS, as a basis for decisions on PCC rule operations:

-
Per IP-CAN session (e.g.: UE IP address):

-
APN;

-
Requested QoS, for a PDP context;

-
RAT-type;

-
Location (CGI/SAI or RAI).

The PCEF may provide the following information:

-
Subscriber Identifier in the form of IMSI, MSISDN;

-
APN; 

-
RAT type;

-
Requested QoS, for PDP Context;

-
TFT, to enable the identification of the corresponding PDP Context,

-
Location (CGI/SAI or RAI).

The SPR may provide the following information:

-
Subscribers maximum allowed QoS class for the GPRS access (this shall be mapped to UMTS traffic class in the GGSN);

-
Subscriber's maximum allowed bit rate for uplink and downlink per UMTS QoS class (these shall be mapped in the GGSN to the 'Maximum bitrate' UMTS QoS parameters for the PDP context established with the corresponding UMTS traffic class);

Editor's note:
This needs to be revisited once the IP bearer debate has been resolved.

****** NEXT MODIFIED SECTION ******

A.1.3.2.2

Policy and Charging Enforcement Function (PCEF)

A.1.3.2.2.1
General

This functional entity is located in the GGSN. The GGSN provides the GPRS-specific bearer QoS handling.

If the GGSN receives an Authorization token and Flow Id(s) from an UE, the PCEF shall report them to the PCRF over Gx.

The PCEF shall contact the PCRF based on PCRF address information that shall be configured for the access point name (APN) together with the IMSI or MSISDN (if needed).

Editor's Note:
Details of mapping QoS class identifier to PDP contexts are FFS.

For each PDP context, the PCEF shall accept information during bearer establishment and modification relating to:

-
The user and terminal (e.g. MSISDN, IMEISV);

-
Bearer characteristics (e.g. QoS negotiated, APN, IM CN Subsystem signalling flag);

-
Network related information (e.g. MCC and MNC).

The PCEF shall use this information in the OCS request/reporting or request for PCC rules.

A GGSN may provide more than one APN for access to the same PDN. It should be possible to enable or disable PCC functionality for each APN, independent from the other APNs for access to the same PDN. Once the PCC functionality is disabled, regular GPRS charging and policy methods would be applied, i.e. no PCRF interaction would occur.

For each PDP context, there shall be a separate OCS request/OFCS reporting, so this allows the OCS and offline charging system to apply different rating depending on the PDP context.

The GGSN shall report the service data flow based charging data on a per PDP context basis.
The GGSN shall be able to request the SGSN to provide reports of changes in location of a UE as directed by the credit re-authorization triggers, event triggers or by local configuration. 
****** NEXT MODIFIED SECTION ******

A.1.4.2
IP-CAN Session Establishment

The IP-CAN session establishment procedure (described in clause 7.2) is triggered at the GGSN by receiving a Create PDP Context Request message for the first PDP Context that is created for a new IP Address. The successful procedure results in an establishment of a UE IP Address and a PDP Context for the UE. The Create PDP Context Response message, indicating that a new PDP context is created, is sent to the SGSN.
During the PDP context activation procedure, it shall be possible to negotiate the reporting of location changes to the PCRF. 
****** NEXT MODIFIED SECTION ******

A.1.4.4.1
IP-CAN Session Modification; GW (PCEF) initiated

The GW initiated IP-CAN Session modification procedure (described in clause 7.4.1) is triggered at the GGSN by receiving one of the following messages:

-
Create PDP Context Request message;

-
Update PDP Context Request message;

-
Delete PDP Context Request message;

-
any message used to indicate a change in location.

In case of a Create PDP Context Request message, the modification of the IP-CAN Session is the addition of a new PDP Context to the IP-CAN Session. The new PDP Context is added with specific QoS requirements and traffic mapping information (TFT). A Create PDP Context Response message, indicating that a new PDP context is created, is sent to the SGSN.

In case of an Update PDP Context Request, a PDP Context in the IP-CAN Session is modified. The modification may include modifying the QoS and/or the traffic mapping information. The Update PDP Context Response message, indicating that a PDP context is modified, is sent to the SGSN.

In case of a Delete PDP Context Request message, a PDP Context in the IP-CAN Session is deleted. The Delete PDP Context Response message, indicating that a PDP context is deleted, is sent to the SGSN.
A message is received indicating a change in location only may contain information only regarding the current location of the UE.
****** NEXT MODIFIED SECTION ******

A.1.4.4.2
IP-CAN Session Modification; PCRF initiated

The PCRF initiated IP-CAN Session modification procedure (described in clause 7.4.2) may result in a GGSN initiated PDP Context Modification or Deactivation.

In case a PDP Context in the IP-CAN Session needs to be modified, the GGSN sends an Update PDP Context Request message. The modification may include modifying the QoS negotiated or the required location change reporting. The Update PDP Context Response message, indicating that a PDP context is modified, will be received from the SGSN.

In case a PDP Context in the IP-CAN Session needs to be deleted, the GGSN sends a Delete PDP Context Request message. The Delete PDP Context Response message, will be received from the SGSN.
****** END OF CHANGES ******
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