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1 Introduction
This proposal is trying to solve some problems left in last meeting, and proposes a potential architecture for non roaming scenario in which WLAN 3GPP IP access is connected to 3GPP anchor instead of SAE anchor.
2 Discussion

Definition of WLAN 3GPP IP Access and non 3GPP IP access

In chapter 4.2 of TS23.882, an architecture of non roaming scenario is defined, in which, there are 2 types of access systems other than 3GPP technology: non 3GPP IP access, and WLAN 3GPP IP access.
The concept of WLAN 3GPP IP access is borrowed from TR23.234, defined as “Access to an IP network via a PLMN via a tunnel”. This definition looks not fit very well to the context of TS23.882. Moreover, WLAN 3GPP IP access is originally designed for interworking of WLAN with 3GPP system, it’s easy to be misunderstood as if WLAN 3GPP IP access is applied only to WLAN interworking.

As in TR23.234, for security reasons, a PDG is needed in WLAN 3GPP IP access, because WLAN access technology is considered not as safe as 3GPP: no security protection of user data and signalling in radio interface from UE to a device located in operator’s premise.

It’s not difficult to extend the concept of WLAN 3GPP IP access to include interworking of 3GPP with any access system of non 3gpp technology including WLAN. To make it clearer, this contribution proposes to add the definition of WLAN 3GPP IP access and non 3GPP IP access as following:
WLAN 3GPP IP Access: as an extention to WLAN 3GPP IP access defined in TS 23.234, this access is expanded to interconnect with any non 3GPP access technologies, e.g. WLAN, or WiMax, or FBA, etc. In WLAN 3GPP IP Access, UE is connected to 3GPP evolved packet core system through a direct tunnel to the EPDG, which is located in EPC and evolved from PDG (defined in TS 23.234) to be able to interwork with the MME and 3GPP anchor for mobility management.

Non 3GPP IP Access: a system of non 3gpp access technology interworking with 3GPP system directly without tunnel from UE to 3GPP evolved packet core. Any system of non 3gpp access technology can connect to 3GPP system by this way, e.g. WLAN (IWLAN scenario 2), or WiMax, or FBA, etc.
ePDG: The ePDG is a functional entity that provides tunnel switching between the tunnels from the ePDG to the UE and from the ePDG to 3GPP Anchor, and provides interworking with MME when handover occurs between the 3GPP Access and WLAN 3GPP IP Access. It combines functionalities of PDG defined in TR23.234 with Gn functionality of an SGSN
Basically, an access system of a technology whose security level is below that of 3GPP system, WLAN 3GPP IP access should be adopt when interworking, otherwise, Non 3GPP IP Access can apply. But this is relative, because some operators may regard WLAN safe enough to adopt the interworking model of Non 3GPP IP Access, while others would rather to include an ePDG to enforce security tunnel between UE and 3GPP core. 
Where does the ePDG locate?
In last meeting, there were proposals to connect ePDG with SAE anchor, and put ePDG at the border of evolved packet core.

ePDG should be located at the border of EPC, because the function of ePDG is to provide end to end security from UE to EPC, so that the data is coming from where it declares, and not being modified on the way. Hence, the evolved packet core network is protected from potential malicious attacks from users from non safe access system of non 3gpp technology.
Different from proposals from last meeting, this contribution proposes to connect ePDG to 3GPP Anchor instead of SAE anchor. GTP protocol is proposed to be applied over interface between ePDG and 3GPP anchor. ePDG is similar to SGSN when interfacing with 3GPP anchor. Change from one ePDG to another, and from ePDG to SGSN or MME/UPE is similar to inter/intra 3GPP system change. This way, only global mobility management protocol will be supported in SAE anchor, since 3GPP anchor already have the support of GTP, this method have better system consistency/functional separation. Moreover, by connecting to 3GPP anchor, lower handover latency can be achieved between 3GPP system and WLAN 3GPP IP Access.
What does Non 3GPP IP access look like?
A non 3GPP IP access is interworking model when no security tunnel from UE to EPC is needed. 
For interworking with 3gpp system, non 3gpp IP access system should have the following logical entities: an Access gateway (aGW), a proxy AAA server, and an authenticator. See figure 6.

aGW is the gateway entity of an access system of non 3gpp technology, interfacing with 3GPP system. aGW helps mobility management between 3GPP and non 3GPP if network based mobility protocol is chosen for interface S2. Possibly, aGW is also the mobility anchor point for inside non 3gpp IP access system.

Authenticator is an entity responsible for access control in non 3gpp access system. Authenticator can be collocated with aGW.

Proxy AAA is an entity interfacing with UE’s home AAA server located in its home network (EPC), relaying AAA messages between Authenticator and Home AAA.
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Figure 1: Model of interworking between 3GPP IP access and non 3GPP IP access

When Non 3GPP IP access and 3gpp home network belong to different operators, a border gateway (BG) should be put between them, to filter out packets unrelated to services agreed between these 2 operators, and to collect accounting information in some roaming scenarios.
3 Proposal

According to discussion above, we propose the following changes:

/*********************** Start of First change ***********************/
1.1 3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Mobility Management Entity (MME): manages and stores UE context (for idle state: UE/user identities, UE mobility state, user security parameters). It generates temporary identities and allocates them to UEs. It checks the authorization whether the UE may camp on the TA or on the PLMN. It also authenticates the user.

User Plane Entity (UPE): terminates for idle state UEs the downlink data path and triggers/initiates paging when downlink data arrive for the UE. It manages and stores UE contexts, e.g. parameters of the IP bearer service or network internal routing information. It performs replication of the user traffic in case of interception.

It is FFS whether Charging Information for inter-operator accounting is in UPE or in another functional block.

Idle State: is LTE_IDLE for SAE/LTE or PMM_IDLE for 2G/3G or URA_PCH, which is FFS

Nomadic Terminal: Terminal that does not have full mobile capabilities but would normally be expected to roam between different points of attachment of the network, both wireless and wired.

Backward Handover: the source RAN node initiates the handover, and resources are prepared in the target RAN Nodes. Examples of this concept are reported in TR 25.931 [16].

Forward Handover: The UE changes to the target RAN node without any preparation in the network. Examples of this concept are reported in TR 25.931 [16].
WLAN 3GPP IP Access: as an extention to WLAN 3GPP IP access defined in TS 23.234, this access is expanded to interconnect with any non 3GPP access technologies, e.g. WLAN, or WiMax, or FBA, etc. In WLAN 3GPP IP Access, UE is connected to 3GPP evolved packet core system through a direct tunnel to the EPDG, which is located in EPC and evolved from PDG (defined in TS 23.234) to be able to interwork with the MME and 3GPP anchor for mobility management.
Non 3GPP IP Access: a system of non 3gpp access technology interworking with 3GPP system directly without tunnel from UE to 3GPP evolved packet core. Any system of non 3gpp access technology can connect to 3GPP system by this way, e.g. WLAN (IWLAN scenario 2), or WiMax, or FBA, etc. 
/*********************** End of First change ***********************/

/*********************** Start of Second change ***********************/

4.2 Architecture for the evolved system – non-roaming case

Figure 4.2‑1 depicts the base line high level architecture for the evolved system.

Editor's note:
It is not the finalized architecture model for the evolved system. i.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
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Figure 4.2-1: Logical high level architecture for the evolved system

The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core.

The separation of MME/UPE into two separate entities is FFS.

Editor's Note: Additional Architecture diagram updates will be done following concrete resolutions on the other key issues. The current figure above does not intend to draw any conclusion regarding the functional grouping within the Evolved Packet Core. The number of interfaces and their termination points may change once the grouping and other key issues are resolved.

3GPP Anchor

The 3GPP Anchor is a functional entity that anchors the user plane for mobility between the 2G/3G access system and the LTE access system. 

SAE Anchor

The SAE Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems and non-3GPP access systems.
ePDG
The ePDG is a functional entity that provides tunnel switching between the tunnels from the ePDG to the UE and from the ePDG to 3GPP Anchor, and provides interworking with MME when handover occurs between the 3GPP Access and WLAN 3GPP IP Access. It combines functionalities of PDG defined in TR23.234 with Gn functionality of an SGSN.
Whether the 3GPP Anchor functional entity is co-located with the MME/UPE or the SAE Anchor or both is FFS. I.e. it is FFS whether to standardize open interfaces between the MME/UPE and the 3GPP Anchor and between the 3GPP Anchor and the SAE Anchor. 

Note: The Inter Access System Anchor (IASA) is indicated with a dotted box in Figure 4.2-1, because it is used in several parts of this TR, including in figures, to represent both the 3GPP Anchor and the SAE Anchor.
Note: It is FFS how to map SAE architecture for the non-roaming case in Figure 4.2-1 to the roaming architectures in section 4.3
Reference points
S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic.

S2:
It provides the user plane with related control and mobility support between non 3GPP IP access and the SAE Anchor.
S3:
It enables user and bearer information exchange for inter 3GPP access system mobility and mobility between 3GPP access system and WLAN 3GPP IP Access in idle and/or active state. It is based on Gn reference point as defined between SGSNs.

User data forwarding for inter 3GPP access system mobility in active state (FFS). 
S4:
It provides the user plane with related control and mobility support between GPRS Core/WLAN 3GPP IP Access and the 3GPP Anchor and is based on Gn reference point as defined between SGSN and GGSN.

S5a:
It provides the user plane with related control and mobility support between MME/UPE and 3GPP anchor.

It is FFS whether a standardized S5a exists or whether MME/UPE and 3GPP anchor are combined into one entity. 
S5b:
It provides the user plane with related control and mobility support between 3GPP anchor and SAE anchor.  It is FFS whether a standardized S5b exists or whether 3GPP anchor and SAE anchor are combined into one entity.
S6:
It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface).

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEP). 
The allocation of the PCEP is FFS. 
SGi: 
It is the reference point between the Inter AS Anchor and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Protocol assumption:
-
The interfaces between the SGSN in 2G/3G Core Network and the Evolved Packet Core (EPC) shall be based on GTP protocol.

-
The interfaces between the SAE MME/UPE and the 2G/3G Core Network shall be based on GTP protocol.
-  Mobility management protocol for interface S2 should be in IP layer, e.g. MIP.
/*********************** End of Second change ***********************/

_1212238784.vsd
Authenticator


Proxy AAA


aGW


Home AAA


SAE Anchor


HPLMN


Non3GPP IP Access


S2


S2s


BG



_1212329192.doc

[image: image1]

MME



UPE







S5a







GPRS Core







S3







S6







WLAN



3GPP IP Access







ePDG







S2







Iu







Gb







3GPP Anchor







UTRAN







GERAN







S4







non 3GPP



IP Access







Rx+







aGW







Op.



IP 



Serv. 



(IMS, 



PSS, 



etc…)







* Color coding: red indicates new functional element / interface







Gi







S5b







IASA







S3







PCRF







SGSN







S1







Evolved RAN







S7







HSS







EPC







SAE Anchor







S4
















_1208908074.doc

[image: image1]

MME



UPE







S5a







GPRS Core







S3







S6







WLAN



3GPP IP Access







SGi







S2







Iu







Gb







3GPP Anchor







UTRAN







GERAN







S2







non 3GPP



IP Access







Rx+











Op.



IP 



Serv. 



(IMS, 



PSS, 



etc…)







* Color coding: red indicates new functional element / interface











S5b







IASA











PCRF







SGSN







S1







Evolved RAN







S7







HSS







Evolved Packet Core







SAE Anchor







S4
















