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1. Introduction

This contribution discusses IP address allocation function of IASA and proposes updates to the TR 23.882.

2. Discussion
At the section 7.11.2.1 of TR 23.882, the functions of IASA are provided as below text:
*********** Begin of Citation *******************
The Inter-AS Anchor consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

-
Packet routing and forwarding;
-
Depending on solution: Authentication, authorization and key management, for mobility management signaling or for PDN access control;
-
Policy and Charging Enforcement Function (PCEF) based on TS 23.203;
-
Collection of Charging Information for online or offline charging systems;
-
Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses;
-
Gateway functionality to PDN including IP address allocation from PDN address space;
-
Depending on solution: inter-3GPP access system Mobility Anchor.
*********** End of Citation *********************

One of important function of IASA is that the IASA has the function of “IP address allocation from PDN address space” as above marked green text. However it is not explicitly defined that the IASA has the function of IP address allocation from its own address space as GGSN does. This contribution proposes that IASA support UE IP address allocation from its own address space as GGSN does.

The following cases will require the IASA has the function of IP address allocation from its own address space:

1） A PDN supporting IPv4 data services may does not have enough IPv4 address space to provide IPv4 address to UE, at this condition, it requires the IASA has the capability to allocate IP address to UE from its own IP address space if the UE need to access the PDN. 
2） An UE in a pre-SAE/LTE system can get an IP address from IP address space of GGSN to access a PDN which does not support the function to allocate IP address to UE. When the UE is roaming to a SAE/LTE system and want to access the same PDN, it will access the PDN from the IASA of the SAE/LTE system, and then it will require the IASA to allocate IP address to the UE.
3） When an UE want to access public Internet service like web browsing, but the public Internet does not have the function to allocate IP address to UE, so it will require the IASA to allocate IP address to UE. 
4） In the pre-SAE/LTE system, GGSN is the anchor to access PDN, and it has the function of IP address allocation. IASA is also an anchor to access PDN; it should be have the same function of IP address allocation as GGSN. It will decrease the implementation complexity of IASA and also can accelerate the specification of standards if IASA with the same IP address allocation function as GGSN. 
3. Conclusion
Based on the above discussion, the conclusion can be summarized as bellow:
· IASA supports the function of IP address allocation from its own IP address space.
It is proposed to update the TR 23.882 as bellow.
4. Proposal for TR 23.882
7.11.2.1
Allocation of evolved packet core functions to UPE, MME and Inter-AS Anchor

The below non-exhaustive lists present the allocation of evolved packet core functions to logical entities, for the purposes of comparing the grouping alternatives. This does not preclude solution alternatives that co-locate one or more of the logical entities. Depending on the deployment and roaming scenarios, some of these functions might be optional.

The UPE consists of the following functions:

-
Packet routing and forwarding;
-
Depending on solution: allocation of a local IP address from the UPE address space for use by mobility mechanisms;
-
FFS: Policy and Charging Enforcement Function (PCEF) based on TS 23.203 for roaming scenarios;
-
Depending on solution: Policy and Charging Enforcement Function (PCEF) based on TS 23.203 for route optimisation scenarios;
-
Depending on solution: Collection of Charging Information for online or offline charging systems for roaming with Inter-AS Anchor in HPLMN;
-
Depending on solution: Collection of Charging Information for online or offline charging systems when route optimisation is applied;
-
Ciphering termination for user plane traffic;
-
IP Header compression;
-
Lawful interception of user plane traffic;
-
Inter-eNodeB Mobility Anchor for user plane;
-
Depending on solution: inter-3GPP access system Mobility Anchor;
-
Trigger/initiation of paging when downlink data arrive for the UE in LTE_IDLE state.
The MME consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

-
Management and storage of UE control plane context;
-
Mobility management;
-
Authentication, authorization (PLMN, TA) and key management;
-
Lawful interception of signaling;

-
Ciphering/integrity termination for signaling;

-
Management and allocation of temporary user identities;

-
Depending on solution: control plane function for inter-3GPP access system mobility.

The Inter-AS Anchor consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

-
Packet routing and forwarding;
-
Depending on solution: Authentication, authorization and key management, for mobility management signaling or for PDN access control;
-
Policy and Charging Enforcement Function (PCEF) based on TS 23.203;
-
Collection of Charging Information for online or offline charging systems;
-
Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses;
-
Gateway functionality to PDN including IP address allocation from PDN address space and/or from its own IP address space;

-
Depending on solution: inter-3GPP access system Mobility Anchor.
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