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1. Introduction

Normally when GRUU has not been registered to network, it will not be known by the network. It can be regarded as invalid. Then one question of whether GRUU can use the unregistered service has been discussed from Denver meeting. No conclusion has been reached till now. Here we give an analysis on this topic and hope get one conclusion.
2. Discussion
One example to explain why we need unregistered service of GRUU was as below:

User has subscribed a service to block certain types of callers and also hopes that caller shall not be aware of whether he is a registration or not. He hopes same service can apply to GRUU. That means when the GRUU has not been registered, similar service logic can also be executed on the terminating network. 

If we forbidden the unregistered service of GRUU, one concern is that caller maybe aware of that the callee is not registered. The reason is if we not executed the unregistered service, the response code will be 480 (temporarily unavailable) not 408(Request timeout) or 486(Busy here). The 480 response code may give a hint to caller that callee is not registered. 
We think 480 can be returned for some other case such as HSS query time-out failure. So we do not think that caller can guess that callee is unregistered just from the response code as 480. We do not believe that the register status of callee will be exposed, just because the unregistered service of GRUU is not executed.     
Then another question is whether it is value to execute the unregistered service of GRUU? 
Unregistered service of IMPU can be regarded as that IMPU is registered and do related service logic, but now it is network do that behaviour and have different service logic than that in the registered status. If we expand this concept to GRUU, one question was how we know that GRUU is a valid GRUU and the service was useful for callee?  
The type of unregistered GRUU can be distinguished as following types:

Type 1: A gruu that once had a registration and it will be registered again in the future.

Type 2: A gruu that once had a registration, but it will never again be registered. (Perhaps the device was destroyed.)

Type 3: This *looks* like a gruu, but it never had a registration. The gruu is counterfeit.

If we really want to enable the unregistered service of GRUU, we think only the type1 GRUU would be our hope. Other two types of GRUU we do not hope execute the related unregistered service. 

From the implementation view we have not find any way to distinguish the type 1 GRUU from other two types. So we must either accept the possibility of service being applied also in other two types of GRUU, or else forbid unregistered service to GRUU of all types.
If we apply the unregistered service for other two types of GRUU, it may trigger some unnecessary AS and lead to extra charge that user not want. 

For example, user has subscribed an unregistered service to record all incoming message request information and store the message for history record. That service can be executed correctly when the destination is IMPU. If we forbid the unregistered service of GRUU, then AS will not be triggered and charged. But if we enable the unregistered service to GRUU, then an attacker can send message frequently to type 2/3 GRUU, it may lead AS waste unnecessary memory and also lead to extra charge to user. And that behaviour was not user want. Of course we can control AS not store the message if the destination is GRUU, but as the AS service logic has been triggered the network having do charge for that. 
On the other hand if caller using the GRUU as destination, it also means that he want only special UE instance can handle that request. Otherwise he can use IMPU. Now if we let network do that behaviour, it means that network handle that request on behalf of that special UE instance. It may violate the purpose of the caller. That is like we forbidden the call transfer behaviour to GRUU. 

During off-line discussion, some company think that the unregistered service maybe necessary for some special case. Comparing the benefit we can get from unregistered service, we think if network enable the unregistered service of GRUU, it at least has following disadvantages:

A) The network does not know whether the GRUU will come back. It may trigger some unnecessary service logic and lead to extra charge for user. This is not user or operator hope. 
B) The network do that on behalf of special UE instance may violate the purpose of the caller. 
So we suggest that the unregistered service of GRUU should not be enabled. One CR against this discussion is also provided. 
Proposal

We suggest SA2 have a discussion on this topic and make a decision. It can guide our following works. 
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