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Introduction
TR 23.882 depicts the S6 interface between the Evolved Packet Core network and HSS. However, it is assumed that there shall be two different S6 interfaces:
· S6 interface between MME and HSS.

· S6 interface between IASA (or SAE anchor) and HSS.

This discussion paper proposes a set of HSS functions common to both S6 interfaces and aligned with HSS definition and description available in TS 23.002. 
HSS Functions

Based on the procedures required over the S6 interfaces proposed in 23.882, that is, MME-HSS interface and IASA-HSS interface, the following set of HSS functions are assumed to be common to both S6 interfaces. Note that these functions are based on what is available in TS 23.002 and adapted to SAE architecture.
· User identification handling: the HSS provides appropriate relations among all the identifiers uniquely determining the user in GPRS core, Evolved Packet Core, WLAN 3GPP IP Access and non-3GPP IP accesses.

· Mobility Management: this function provides mobility support through and between GPRS core, Evolved Packet Core, WLAN 3GPP IP Access and non-3GPP IP accesses. The HSS server is aware of the user’s assigned MME server or SGSN server or IASA server in which they are registered. The HSS should also be able to assign an IASA server if no IASA server address is provided by the access network or UE. The HSS may also provide consistency between old assigned servers and new assigned servers by deleting user contexts in old assigned servers.
· User and Subscription Profile Information: the HSS maintains all user and subscription profile data relevant for GPRS core, Evolved Packet Core, WLAN 3GPP IP Access and non-3GPP IP accesses. The HSS downloads the relevant user profile to the server and network in which the user is registered at. The HSS can also update the downloaded user profile whenever the user profile is modified.
· User security and authentication support: The HSS generates user authentication, integrity and ciphering data for GPRS core, Evolved Packet Core, WLAN 3GPP IP Access and non-3GPP IP accesses. The HSS provides these data to the MME, SGSN or IASA. The HSS may also authenticate registration requests depending on the authentication model followed in the relevant access network.
· Access authorisation: The HSS authorises the user for mobile access when requested by the MME, SGSN or IASA, by checking that the user is allowed to roam to that visited network.
User’s HSS Resolution

Given that it is likely that more than one HSS will exist in the network, there might be a need to introduce a mechanism to discover the user’s HSS. The proposed mechanism is to use the Subscription Locator Function (SLF) as it is defined in TS 23.002. The SLF will be queried during registration operations to get the name or address of the HSS server containing the required subscriber specific data for a given user. The SLF re-directs the S6 client to the correct HSS server by providing the name or address of the correct HSS server back. It is proposed to add the SLF server to the current SAE architecture in chapter 4.2 in 23.882 for this purpose.
HSS Support to IMS Application Servers
Application Servers (AS) belonging to the IMS can query the HSS via the Sh interface as specified in TS 29.328 to access user data. Said user data is comprised of IMS specific user data as well access network specific user data. Two specific access network data elements are offered by the HSS over the Sh interface: Location Information and User Status. In the current TS 29.328 specification, only GPRS related information in the PS domain (besides CS domain information) is available. These need to be extended in the context of SAE.
Regarding location information in the SAE architecture, the HSS will contain location information on assigned MME or IASA in addition to the location information of the served subscriber’s SGSN if the user is in the GPRS core. 
Regarding user state information in the SAE architecture, the HSS will contain the state of the User Identity.

Proposed Changes to 23.882

Based on the reasoning above, the following updates to 23.882 are proposed:

· Add the SLF to the SAE architecture in chapter 4.2 as depicted in the following figure. Note that the reference point S6r is added to distinguish it from S6. An appropriate reference point name should be decided. A brief description of this reference point could be that it is used to locate a user’s subscription server. 
· Add the Sh interface between the HSS and the Op. IP services as depicted in the following figure to the SAE architecture in chapter 4.2.

· Add the list of HSS functions and their description described previously in this contribution under the heading “HSS functions” to chapter 4.2 in 23.882 .

Note: the final architectural figure in chapters 4.2 and 4.3 in 23.882 should be updated with the changes proposed in this contribution.
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Figure 1. Updated SAE architecture
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