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Abstract of the contribution:
This contribution proposes the implementations of AAA and Proxy AAA server and the corresponding interfaces in SAE.

Discussion
Contribution S2-061326 (reference [2]), which was not handled at last SA2#52 meeting, described that the AAA server can be co-located in HSS:
In order to simplify the overall SAE architecture for the purpose of mobility between 3GPP and non-3GPP access networks, roaming, subscription handling, authentication and authorisation, a user’s home AAA server must reside in the user’s HPLMN and said home AAA server be common to all access networks. This is the current architecture in TR 23.882 in which the HSS is fulfilling the role of the Home AAA server. The HSS appears as an AAA server common to all access networks. This concept is also in line with the 3GPP I-WLAN architecture in which the 3GPP AAA server resides in the user’s HPLMN and is common to all 3GPP I-WLAN access networks. 

We support this idea and also proposed this concept in S2-061480 (reference [1]), which was also not handled at last SA2#52 meeting.


However, we would rather propose that the proxy AAA server can be used only in the roaming case. In addition, we prefer the direct interface between the AAA client (e.g. PDG for WLAN 3GPP IP Access) and the AAA server in SAE, namely, in the non-roaming case, the signalling for the authentication is not passed via the proxy AAA server but on the direct interface.
If the authentication information is replayed to AAA server via AAA proxy, it may cause overload in evolved packet core.
Finally, we proposed

1) to co-locate AAA server in HSS

2) to use the AAA proxy server only in roaming case.

3) the two interfaces with co-location of HSS and AAA server as follows:
· Sx: It indicates the interface between the HSS/AAA and the gateway/anchor point. 

· Sy: It indicates the roaming variant of the Sx reference point.

Note: The interfaces may need to be defined with formal names.
4) If the updated architecture based on our proposal is agreed, we also propose to consider the update of the non-roaming architecture.

Proposed text

4.2
Architecture for the evolved system – non-roaming case

Figure 4.2‑1 depicts the base line high level architecture for the evolved system.

Editor's note:
It is not the finalized architecture model for the evolved system. i.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
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Figure 4.2-1: Logical high level architecture for the evolved system

The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core.

The separation of MME/UPE into two separate entities is FFS.

Editor's Note: Additional Architecture diagram updates will be done following concrete resolutions on the other key issues. The current figure above does not intend to draw any conclusion regarding the functional grouping within the Evolved Packet Core. The number of interfaces and their termination points may change once the grouping and other key issues are resolved.

3GPP Anchor

The 3GPP Anchor is a functional entity that anchors the user plane for mobility between the 2G/3G access system and the LTE access system. 

SAE Anchor

The SAE Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems and non-3GPP access systems.
Whether the 3GPP Anchor functional entity is co-located with the MME/UPE or the SAE Anchor or both is FFS. I.e. it is FFS whether to standardize open interfaces between the MME/UPE and the 3GPP Anchor and between the 3GPP Anchor and the SAE Anchor. 

Note: The Inter Access System Anchor (IASA) is indicated with a dotted box in Figure 4.2-1, because it is used in several parts of this TR, including in figures, to represent both the 3GPP Anchor and the SAE Anchor.

Note: It is FFS how to map SAE architecture for the non-roaming case in Figure 4.2-1 to the roaming architectures in section 4.3

Reference points

S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic.

S2:
It provides the user plane with related control and mobility support between WLAN 3GPP IP access or non 3GPP IP access and the SAE Anchor.

S3:
It enables user and bearer information exchange for inter 3GPP access system mobility in idle and/or active state. It is based on Gn reference point as defined between SGSNs.

User data forwarding for inter 3GPP access system mobility in active state (FFS). 
S4:
It provides the user plane with related control and mobility support between GPRS Core and the 3GPP Anchor and is based on Gn reference point as defined between SGSN and GGSN.

S5a:
It provides the user plane with related control and mobility support between MME/UPE and 3GPP anchor.

It is FFS whether a standardized S5a exists or whether MME/UPE and 3GPP anchor are combined into one entity. 

S5b:
It provides the user plane with related control and mobility support between 3GPP anchor and SAE anchor.  It is FFS whether a standardized S5b exists or whether 3GPP anchor and SAE anchor are combined into one entity.
S6:
It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface).

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEP). 
The allocation of the PCEP is FFS. 

Sx:
It indicates the interface between the HSS/AAA or proxy AAA server and the gateway/anchor point for the user authentication and authorization.
Editor’s note: Sy needs to be defined as the roaming variant of the Sx reference point.
Editor’s note: The interface between non-3GPP IP access and HSS/AAA also needs to be considered as Sx.
SGi: 
It is the reference point between the Inter AS Anchor and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Protocol assumption:

-
The interfaces between the SGSN in 2G/3G Core Network and the Evolved Packet Core (EPC) shall be based on GTP protocol.

-     The interfaces between the SAE MME/UPE and the 2G/3G Core Network shall be based on GTP protocol.
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