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Discussion:

TR 23.808 requires:

“The IMS network shall be able to derive the Public User Identity directly from the GRUU. “

The IETF specification for GRUU (draft-ietf-sip-gruu-07) calls for all GRUUs to contain a ‘gruu’ URI parameter. It also defines an ‘opaque’ parameter that may be used to carry added information needed to qualify a GRUU.

We propose that the GRUU use the “opaque” URI format as defined in the Internet Draft (draft-ietf-sip-gruu-07.txt). For example if the public user ID is given by sip:bob@3gpp.org then the GRUU may be given by:  sip:bob@3gpp.org;gruu;opaque="urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6" where the opaque parameter uniquely identifies the instance. 

There has been some concern that the introduction of GRUU might require changes in the HSS and/or the I-CSCF. However, if the GRUU is represented in this manner that concern is aleviated. When the I-CSCF queries the HSS with a URI, it is already required to remove any URI parameters from the URI before passing it to the HSS. As an unintended consequence, the GRUU is transformed into the corresponding Public User Identity for the HSS to look up.
Conclusion: It is proposed to add the following text to TR 23.808 to reflect this representation and its consequences:
*** START CHANGE ***

6.2


Core Network Entities

6.2.1

HSS






There are no changes to HSS procedures when using a GRUU. When routing requests addressed to a GRUU to the terminating S-CSCF, the I-CSCF removes any URI parameters from the request URI before querying the HSS. When the request URI is a GRUU this has the effect of deriving the Public Identity from the GRUU and hence does not impact the HSS

*** END OF CHANGE ***

*** START CHANGE ***

6.3.2
S-CSCF

6.3.2.1 Allocating a GRUU during registration 


The S-CSCF, when receiving a registration request from a UE that includes an  instance id, shall allocate a GRUU. If the UE indicates support of GRUU in the REGISTER request, then the S-CSCF shall return the GRUU in the registration response. The GRUU shall be formed by adding two URI parameters to the public user identity: a ‘gruu’ parameter with no value, and an ‘opaque’ parameter with a value containing the instance id. For example, if the public user id is given by sip:bob@3gpp.org then the GRUU is given by sip:bob@3gpp.org;gruu;opaque=”urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6” where the opaque parameter uniquely identifies the instance.

*** END OF CHANGE ***

*** START CHANGE ***

6.3.3
I-CSCF



No changes to the I-CSCF are required to support GRUU. When routing requests addressed to a GRUU to the terminating S-CSCF, the I-CSCF removes any URI parameters from the request URI before querying the HSS. When the request URI is a GRUU this has the effect of deriving the Public Identity from the GRUU. Messages routed to the terminating S-CSCF include the URI parameters.

*** END OF CHANGE ***
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