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Nortel has considered this proposal from Ericsson and agrees that there is a legitimate problem to solve. However, Nortel has a number of concerns about the proposal that presented in this contribution. 
Discussion 

Nortel agrees that dynamically assigning Application Servers, thus preventing the need to update service profiles continually in the HSS is a good thing. However, Nortel has concerns about the proposal on allocation and de-allocation of users from Application Servers (using the Sh interface). 
Nortel understands that an Application Server may shed users for capacity purposes or for user re-homing, but a solution for this problem should not be considered in the same light as a solution that deals with traffic issues, outages or overload scenarios.
The current proposal calls for tight run-time coupling of the AS, HSS and S-CSCF. One of the main issues with the proposal is the reliance on the HSS and the Cx and Sh interfaces. In particular:
· The Sh interface is an optional per-subscriber interface that does not have to be implemented to have a working IMS system. 
· The Sh interface is not designed to assist with run-time aspects of the IMS sub-system. 
· The Sh interface is not designed to efficiently take into account the actions (which are likely to be associated with multiple users) when an Application Server fails or goes into overload. For example, if an AS was on the brink of failure or due to go into overload, it would want to tell the HSS to de-allocate all its users or a significant proportion. This would culminate in many Sh requests sent to the HSS, the HSS having to trawl through its profiles removing the assigned AS and finally multiple Cx messages sent to the S-CSCF to remove the assigned AS for each user. 
· The HSS is designed to handle with normal Cx registration and session termination traffic as well as per-user Sh traffic. An operator now has to take into account any extra load on the HSS (and S-CSCF) for the extra Cx and Sh traffic that the proposal describes.
The current proposal could have an effect on the whole network sanity and the resilience of the system because each Application Server carries out actions on behalf of itself, rather than considering the consequences to the whole network. This can be highlighted by the fact that a network may contain multiple Application Servers from many vendors and their logic for the allocation and de-allocation of users may differ significantly. It would call for an independent function in the network that arbitrates on behalf of all nodes in the network that holds knowledge of availability. Some examples of network sanity and resilience issues are discussed below:
· If an AS decides that it cannot serve a user any more, the AS informs the HSS that the user has been de-allocated from the AS and subsequently the S-CSCF is informed of this de-allocation. Now the S-CSCF should not factor this AS. The first concern is how the S-CSCF is supposed to know now not to send further requests for a user(s) to this AS. The second concern is how does the S-CSCF know which other ASs are available to take on extra users/traffic. DNS alone cannot be used. The problem gets compounded when an AS is in overload and decides to shed many users. Knowledge is required in the network to re-allocate these multiple users to the available ASs in the network.
· The solution is in jeopardy when an Application Server fails as it cannot message the HSS. It could also be argued that under a serious traffic condition or overload, an Application Server does not have the capability to start new work and send out Sh requests, because it could be busy trying to complete existing work and discarding new work until the condition abated.
· Race conditions can occur in the network because of the association of data changes with run time aspects of the system. For example, if there is a session in progress for a user, and an AS decides to de-allocate the user (but is not at this point involved in the session), then the S-CSCF will be informed (by the HSS) of the de-allocation of the AS. This could have an impact on the continuation of the session.

· How does the HSS handle a Sh-request for “allocation of an AS” when there are many iFCs associated with the user for a specific set of services? For example, there may be three Telephony Application Servers that serve the user (and the allocation logic in the S-CSCF decides which iFCs are allocated to which TASs). If a Sh request came in from AS for AS-allocation, which iFC would the HSS set for the user?

It was not clear from the proposal whether a user is just allocated one application server. This is not the paradigm in IMS. There should be no correlation between ASs that are allocated during Register, Invite and Ut message exchanges. Different procedures for AS allocation depend on the interface. Although there may be some coupling for a user between the AS allocated at Register and Invite time for a specific set of services, this is not mandated. This means that both the SIP-AS FE and S-CSCF can internally handle the allocation of users to SIP ASs, dependent on the nature of the message (and filter criteria if applicable) and the pool of available ASs that can serve the user for that particular service.
The final point to make is that the proposal does not consider the effect of AS allocation and de-allocation when considering Direct Routing of PSIs. In this case, the routing of INVITEs do not go via the S-CSCF, instead the I-CSCF is told directly by the HSS the AS to route the request to. 

Proposal 

Nortel believes that since the solution proposed in S2-061401 does not adequately address the issues of application server failover/overload, more investigation into the issues raised in this contribution is required. It may be that separate solutions will be required for Application Server allocation and failover/overload.  
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