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This paper recommends a simplified set of parameters defining the SAE QoS profile. The proposed QoS profile is aligned with an ongoing IETF work aiming to define service classes based on DiffServ concepts. It also explains how these parameters are used in the eNodeB.
1.
Service Classes based on DiffServ Concepts
There is an ongoing IETF work [1] aiming to define service classes based on DiffServ concepts. The “service class” is a set of traffic(s) that have similar requirements from the network in terms of delay, jitter and loss. The authors of [1] recommend 10 service classes for user traffic and 2 service classes for network control traffic. For a summary refer to Annex A of this paper.
The IETF draft [1] next recommends how these service classes are mapped onto DSCP markings (see Annex B of this paper). It should be noted that the IETF draft [1] makes use of both the standard DSCP markings (EF, AF1, AF2, AF3, AF4, DE) as well as some Class Selector markings (which were defined for the purpose of backwards compatibility with historical (pre-DiffServ) use of the IPv4 precedence field). This detail is not relevant for this paper.
The IETF draft [1] finally recommends QoS mechanisms for each service class or DSCP marking (refer to Annex C of this paper). These mechanisms include the following:
· Scheduler types (e.g. priority queue or rate-based scheduler);

· Traffic markers (e.g. two-colour or three-colour markers based on leaky buckets);
· Policing mechanisms (e.g. single-rate leaky bucket).
Regarding the scheduler, it should be noted that Priority queueing is recommended for the Telephony service class only, because it is known to reduce the jitter. All other service classes use a rate-based scheduler (WFQ or WRR).
Traffic marking is used for the Assured Forwarding codepoints (AF4x, AF3x, AF2x and AF1x). They all contain a two-bit Discard Eligibility (DE) indicator (refer to the two blue-coloured bits in Annex B). The “x” in the AFyx is precisely the DE indicator and can take three different values (1, 2, 3). For the purpose of this paper we will refer to these three values as colours: green, yellow and red. The packets can be coloured either by the application (e.g. a video application may mark less important video frames as “yellow”) or by the DifServ edge conditioner based on parameters such as GBR, MaxBR or token bucket size. This colour marking indicates the Discard Eligibility on per-packet basis and is used to assist the packet discard (or Active Queue Management) schemes in the IP routers.
Policing (in the sense of traffic shaper) is used only for traffic that cannot benefit from differentiated per-packet discarding (e.g. Telephony, Signalling or Broadcast video).
2.
Simplified Set of SAE QoS Parameters
Our basic assumption is that the SAE QoS profile should be defined in such a way that all QoS indications contained in the DiffServ codepoint are easily mapped into SAE QoS parameters.
It is clear that SAE cannot rely exclusively on DSCP markings and should use them only in conjunction with its own QoS mechanisms based on PCC. The level of interworking between PCC and e2e DSCP markings can vary. In one extreme case, the SAE network may decide to completely ignore the e2e DSCP markings and use the PCC-determined information instead (e.g. for colour-blind policing in the downlink). In a more cooperative approach the SAE network may copy the per-packet DE bits onto the corresponding S1 PDUs, or may do colour-aware marking in the downlink. At the other extreme, the network may rely on e2e DSCP markings only for service data flows for which there is no PCC support.
As discussed in the introduction, the information in the DSCP marking basically indicates the type of scheduling discipline to be applied (“forwarding behaviour”) and provides assistance to buffer management (via the DE bits).
Some parameters though (e.g. scheduler service rates, bucket rates and sizes, etc) are not contained in the DSCP marking and have to be conveyed separately. In the DiffServ core this is typically done based on configuration, whereas on the DiffServ edge it could also be provided on per-flow basis.
Being an “edge domain”, SAE can, of course, go into more details and define further QoS parameters which are not part of the DiffServ codepoint, but are necessary for edge conditioning. These parameters include the GBR and the MaxBR, which are necessary for leaky bucket marking or shaping, as well as for ensuring an absolute guarantee (GBR) whatever the radio conditions or cell load.

Allocation Retention Priority (ARP) is another uncontroversial parameter in that it allows to discriminate a “platinum” user or an emergency call from the rest of the traffic.
Finally, the HSDPA discussions have revealed a need for a Discard Timer parameter in the eNodeB. This parameter is used to avoid unnecessary transmission of expired data on the radio, because such data will be anyway discarded by the receiving application. Additionally, it helps avoiding interactions with higher-level retransmissions by discarding stale data (i.e. data that have waited too long and have probably triggered a timer expiry in the sender).
In summary the simplified set of SAE QoS parameters proposed in this paper consists of the following:
· GBR

· MaxBR

· ARP

· Forwarding Behaviour (e.g. matches all of the EF, AF4x, AF3x, AF2x, AF1x, DF)
· Discard Timer

Note: the alignment with DiffServ is contained in the “Forwarding Behaviour” parameter, as well as the DE indication (signalled on per-packet basis).

The proposed SAE QoS profile has no parameters comparable to SDU error ratio or Residual Bit Error Ratio. In UMTS these parameters were used to assist the RAN in choosing the appropriate RLC mode: Acknowledged Mode (AM) or Unacknowledged Mode (UM). We believe that for SAE this can be simplified by having the network explicitly request AM or UM for the Outer ARQ.
Another parameter that is currently missing from the simplified SAE QoS profile is the bucket size for UL policing in the eNodeB.
We propose to further discuss whether the Outer ARQ mode and the bucket sizes should be part of the SAE QoS profile.
3.
How eNodeB Uses the QoS Parameters
The parameters are used in eNodeB as indicated below. 
· Admission control: GBR, ARP

· Scheduling: GBR, Forwarding Behaviour, ARP

· Policing (UL only): MaxBR, bucket size (if available)
· Buffer management (e.g. due to radio congestion): per-packet Discard Eligibility (DE), ARP

· Other resource management: Discard Timer (to avoid unnecessary transmission of expired data and/or avoid interactions with higher-level retransmissions)

Note that the Discard Eligibility (DE) is signalled in-band (on per-packet basis), whereas all the other parameters listed above are associated to the SAE bearer.
4.
Proposal
It is proposed to:

· agree on the simplified SAE QoS profile proposed in Section 2;
· agree on the use of those parameters by the eNodeB as proposed in Section 3;
· discuss further whether the Outer ARQ mode (AM, UM) should be explicitly signalled;
· discuss further whether the bucket sizes for UL policing should be explicitly signalled.
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Annex A:
Service Classes based on DiffServ Concepts
The table below provides a behaviour view for traffic serviced by each service class defined in [1]. The traffic characteristics column defines the characteristics and profile of flows serviced and the tolerance to loss, delay and jitter columns define the treatment the flows will receive. End-to-end quantitative performance requirements may be obtained from ITU-T Recommendation Y.1541 and Y.1540.
    -------------------------------------------------------------------

   |Service Class  |                              |    Tolerance to    |

   |    Name       |  Traffic Characteristics     | Loss |Delay |Jitter|

   |===============+==============================+======+======+======|

   |   Network     |Variable size packets, mostly |      |      |      |

   |   Control     |inelastic short messages, but |  Low |  Low | Yes  |

   |               | traffic can also burst (BGP) |      |      |      |

   |---------------+------------------------------+------+------+------|

   |               | Fixed size small packets,    | Very | Very | Very |

   |  Telephony    | constant emission rate,      |  Low |  Low |  Low |

   |               | inelastic and low rate flows |      |      |      |

   |---------------+------------------------------+------+------+------|

   |   Signalling  | Variable size packets, some  | Low  | Low  |  Yes |

   |               | what bursty short lived flows|      |      |      |

   |---------------+------------------------------+------+------+------|

   |  Multimedia   | Variable size packets,       | Low  | Very |      |

   | Conferencing  | constant transmit interval,  |  -   | Low  | Low  |

   |               |rate adaptive, reacts to loss |Medium|      |      |

   |---------------+------------------------------+------+------+------|

   |   Real-time   | RTP/UDP streams, inelastic,  | Low  | Very | Low  |

   |  Interactive  | mostly variable rate         |      | Low  |      |

   |---------------+------------------------------+------+------+------|

   |  Multimedia   |  Variable size packets,      |Low - |Medium|  Yes |

   |   Streaming   | elastic with variable rate   |Medium|      |      |

   |---------------+------------------------------+------+------+------|

   |   Broadcast   | Constant and variable rate,  | Very |Medium|  Low |

   |     Video     | inelastic, non bursty flows  |  Low |      |      |

   |---------------+------------------------------+------+------+------|

   |  Low Latency  | Variable rate, bursty short  | Low  |Low - |  Yes |

   |      Data     |  lived elastic flows         |      |Medium|      |

   |---------------+------------------------------+------+------+------|

   |      OAM      |  Variable size packets,      | Low  |Medium|  Yes |

   |               |  elastic & inelastic flows   |      |      |      |

   |---------------+------------------------------+------+------+------|

   |High Throughput| Variable rate, bursty long   | Low  |Medium|  Yes |

   |      Data     |   lived elastic flows        |      |- High|      |

   |---------------+------------------------------+------+------+------|

   |   Standard    | A bit of everything          |  Not Specified     |

   |---------------+------------------------------+------+------+------|

   | Low Priority  | Non real-time and elastic    | High | High | Yes  |

   |      Data     |                              |      |      |      |

    -------------------------------------------------------------------

Note: A "Yes" in the jitter-tolerant column implies that data is buffered in the endpoint, and a moderate level of network-induced variation in delay will not affect the application. Applications that use TCP as a transport are generally good examples. Routing protocols and peer-to-peer signalling also fall in this class; while loss can create problems in setting up calls, a moderate level of jitter merely makes call placement a little less predictable in duration.
Annex B:
DSCP to Service Class Mapping
The table below defines the RECOMMENDED relationship between service classes and DS codepoint(s) assignment with application examples. The IETF draft [1] RECOMMENDS that this relationship be preserved end to end.
    ------------------------------------------------------------------

   |   Service     |  DSCP   |    DSCP     |       Application        |

   |  Class name   |  name   |    value    |        Examples          |

   |===============+=========+=============+==========================|

   |Network Control|  CS6    |   110000    | Network routing          |

   |---------------+---------+-------------+--------------------------|

   | Telephony     |   EF    |   101110    | IP Telephony bearer      |

   |---------------+---------+-------------+--------------------------|

   |  Signalling   |  CS5    |   101000    | IP Telephony signalling  |

   |---------------+---------+-------------+--------------------------|

   | Multimedia    |AF41,AF42|100010,100100|   H.323/V2 video         |

   | Conferencing  |  AF43   |   100110    |  conferencing (adaptive) |

   |---------------+---------+-------------+--------------------------|

   |  Real-time    |  CS4    |   100000    | Video conferencing and   |

   |  Interactive  |         |             | Interactive gaming       |

   |---------------+---------+-------------+--------------------------|

   | Multimedia    |AF31,AF32|011010,011100| Streaming video and      |

   | Streaming     |  AF33   |   011110    |   audio on demand        |

   |---------------+---------+-------------+--------------------------|

   |Broadcast Video|  CS3    |   011000    |Broadcast TV & live events|

   |---------------+---------+-------------+--------------------------|

   | Low Latency   |AF21,AF22|010010,010100|Client/server transactions|

   |   Data        |  AF23   |   010110    | Web-based ordering       |

   |---------------+---------+-------------+--------------------------|

   |     OAM       |  CS2    |   010000    |         OAM&P            |

   |---------------+---------+-------------+--------------------------|

   |High Throughput|AF11,AF12|001010,001100|  Store and forward       |

   |    Data       |  AF13   |   001110    |     applications         |

   |---------------+---------+-------------+--------------------------|

   |    Standard   | DF (CS0)|   000000    | Undifferentiated         |

   |               |         |             | applications             |

   |---------------+---------+-------------+--------------------------|

   | Low Priority  |  CS1    |   001000    | Any flow that has no BW  |

   |     Data      |         |             | assurance                |

    ------------------------------------------------------------------

Note: Default Forwarding (DF) and Class Selector 0 (CS0) provide equivalent behaviour and use the same DS codepoint '000000'.

Annex C:
QoS Mechanisms for each Service Class
The table below provides a summary of DiffServ QoS mechanisms that SHOULD be used for the defined service classes. Based on what applications/services that need to be differentiated, network administrators can choose the service class(es) that need to be supported in their network. the RECOMMENDED relationship between service classes and DS codepoint(s) assignment with application examples. The IETF draft [1] RECOMMENDS that this relationship be preserved end to end.

    ------------------------------------------------------------------

   |  Service      | DSCP | Conditioning at   |   PHB   | Queuing| AQM|

   |   Class       |      |    DS Edge        |  Used   |        |    |

   |===============+======+===================+=========+========+====|

   |Network Control| CS6  | See Section 3.1   | RFC2474 |  Rate  |Yes |

   |---------------+------+-------------------+---------+--------+----|

   |   Telephony   |  EF  |Police using sr+bs | RFC3246 |Priority| No |

   |---------------+------+-------------------+---------+--------+----|

   |   Signalling  | CS5  |Police using sr+bs | RFC2474 |  Rate  | No |

   |---------------+------+-------------------+---------+--------+----|

   |   Multimedia  | AF41 |  Using two rate   |         |        | Yes|

   | Conferencing  | AF42 |three color marker | RFC2597 |  Rate  | per|

   |               | AF43 | (such as RFC2698) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |   Real-time   | CS4  |Police using sr+bs | RFC2474 |  Rate  | No |

   |   Interactive |      |                   |         |        |    |

   |---------------+------+-------------------+---------|--------+----|

   |  Multimedia   | AF31 |  Using two rate   |         |        | Yes|

   |  Streaming    | AF32 |three color marker | RFC2597 |  Rate  | per|

   |               | AF33 | (such as RFC2698) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |Broadcast Video| CS3  |Police using sr+bs | RFC2474 |  Rate  | No |

   |---------------+------+-------------------+---------+--------+----|

   |    Low        | AF21 | Using single rate |         |        | Yes|

   |    Latency    | AF22 |three color marker | RFC2597 |  Rate  | per|

   |    Data       | AF23 | (such as RFC2697) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |     OAM       | CS2  |Police using sr+bs | RFC2474 |  Rate  | Yes|

   |---------------+------+-------------------+---------+--------+----|

   |    High       | AF11 |  Using two rate   |         |        | Yes|

   |  Throughput   | AF12 |three color marker | RFC2597 |  Rate  | per|

   |    Data       | AF13 | (such as RFC2698) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |   Standard    | DF   | Not applicable    | RFC2474 |  Rate  | Yes|

   |---------------+------+-------------------+---------+--------+----|

   | Low Priority  | CS1  | Not applicable    | RFC3662 |  Rate  | Yes|

   |     Data      |      |                   |         |        |    |

    ------------------------------------------------------------------

Notes:

· Conditioning at DS edge, means that traffic conditioning is performed at the edge of the DiffServ network where untrusted user devices are connected or between two DiffServ networks.

· "sr+bs" represents a policing mechanism that provides single rate with burst size control.

· The single rate three color marker (srTCM) behavior SHOULD be equivalent to RFC 2697 and the two rate three color marker (trTCM) behavior SHOULD be equivalent to RFC 2698.

· The PHB for Real-time Interactive service class SHOULD be configured to provide high bandwidth assurance.  It MAY be configured as a second EF PHB that uses relaxed performance parameters and a rate scheduler.

· The PHB for Broadcast Video service class SHOULD be configured to provide high bandwidth assurance.  It MAY be configured as a third EF PHB that uses relaxed performance parameters and a rate scheduler.

· In network segments that use IP precedence marking, only one of the two service classes can be supported, High Throughput Data or Low Priority Data.  [1] RECOMMENDS that the DSCP value(s) of the unsupported service class to be changed to 000xx1 on ingress and changed back to original value(s) on egress of the network segment that uses precedence marking.  For example, if Low Priority Data is mapped to Standard service class, then 000001 DSCP marking MAY be used to distinguish it from Standard marked packets on egress.
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