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1. Introduction
In current access networks NAT devices performing address/or port translation are widely deployed. When UDP is used, there is no single way to determine when a communication ends. In order to keep the NAT binding in the NAT devices between UE and P-CSCF, the keep-alive messages should be sent periodically. Sending or receiving keep-alive messages periodically would make it impossible for UE to benefit from power saving mode. 

Two reference modules for IMS access when NAT is used are depicted in TS23.228. The UE is in an access network, which contains one or more NAT devices. Therefore address and/or port translation is performed between UE and P-CSCF in the signalling path.

When all the NAT devices between UE and P-CSCF are under operator control, it is possible to keep the NAT binding temporarily in the NAT devices without requiring the keep-alive messages.
During the last meeting of SA2, one conclusion has been reached that the NAT integrated with the IMS Access Gateway is under operator control; usage of this NAT function in IMS shall not adversaly impact usage of power saving modes in the UEs; i.e. the reserved temporary addresses (binding) should be retained without requiring keep-alive messages from the UE. 
From UE’s view, it maybe knows whether NAT exists on signalling or media path, it may not know whether the NAT on Gm interface and media plane is under operator control. Then it may make a decision from the address type, i.e. private address or public address. It maybe still sends the periodic keep-live message to network although it is not required. It shall not get benefit from NAT device under operator control. The decision should be made whether the keep-alive messages is required from UE view.
This paper highlights some problems for NAT keep-alive message in the signalling path, and presents some possible ways to resolve the problem. The first problem is whether keep-alive message is required in the signalling path, and who should be responsible for the decision; the second question is how to send keep-alive message.
2. Problem description
There are several scenarios for IMS access when NAT is used:
1. There is no NAT device between UE and P-CSCF.
2. Only operator-controlled NAT devices located between UE and P-CSCF, the NAT device could be combined with IMS access gateway.

3. There are only one or more NAT devices which are not controlled by operator between UE and P-CSCF.

4. More than one NAT devices are located between UE and P-CSCF, but one NAT device which could be combined with IMS Access gateway is under operator control and there is at least one NAT device which is not controlled by operator.

For the scenario 1, there is no need for the keep-alive message.

For the scenario 2, the P-CSCF can notify the operator-controlled NAT devices to keep the NAT binding temporarily without requiring the periodic keep-alive message.

For the scenario 3 and 4, because there is at least one NAT device which is not controlled by operator, the periodic keep-alive message should be required. 
3. Scenario of NAT
UE can be aware of the NAT device between itself and P-CSCF. Because UE has no configuration of the NAT devices which are under operator control, it can not determine whether the NAT device is under operator control. That is to say, UE can not determine which scenario is used and whether periodic keep-alive message should be sent.

The P-CSCF can have the configurations of all the operator-controlled NAT devices, so it can determine which scenario for IMS access is used, that is to say, the P-CSCF can determine whether periodic keep-alive message is required. 

The P-CSCF can by comparing the address information in the top-most Via header of a SIP REGISTER request received from the UE, with the IP level address information from where the request was received, determine whether there are one or more NAT devices between UE and the P-CSCF.

After having detected the NAT devices between UE and itself, the P-CSCF can then determine whether the last NAT device via which the SIP REGISTER request packet went is under operator control by the IP level address information from where the SIP REGISTER request was received. After having acquired the address of this operator-controlled NAT device, the P-CSCF can required the NAT binding in this operator-controlled NAT device through Iq interface. 
By comparing the IP level address information before NAT translation in the NAT binding in this operator-controlled NAT device with the address information in the top-most Via header of a SIP REGISTER request received from the UE, the P-CSCF can determine whether other NAT devices are located between UE and P-CSCF except this operator-controlled NAT device. In this way, the P-CSCF can determine whether there is NAT device beyond the operator’s control between UE and itself. 
If there is no other NAT device except operator-controlled NAT device between UE and P-CSCF, the keep-alive message needn’t to be sent frequently and the P-CSCF can notify the operator-controlled NAT device to keep the NAT binding temporarily. Otherwise, the periodic keep-alive message should be sent or the UE could be recommended to use TCP protocol other than UDP in the signalling path. 
4. Sending keep-alive message

There are two ways of sending a keep-alive message:

· The P-CSCF detects that there is at least one NAT device beyond the operator’s control and sends the keep-alive message periodically and the UE is not allowed to send keep-alive message.

· After having found the periodic keep-alive message is required, The P-CSCF notifies the UE to send the periodic keep-alive message. The P-CSCF can notify UE to start or stop sending periodic keep-alive message.
The first method has the advantage that no additional header or parameter is added in SIP message. But it has a little disadvantage that the P-CSCF would still send the periodic keep-alive message for some time when the UE have already deregistered ungracefully. The second method requires adding new headers or parameters in SIP message by which the UE can know whether there is NAT device beyond the operator’s control and the keep-alive message should be sent. 

Other method can be used. For an instance, after having received an keep-alive message in the signalling path or being notified to start periodic keep-alive message, UE may use TCP protocol in the signalling path for Energy saving.

5. Proposal

The P-CSCF can determine whether there is at least one NAT device beyond operator control.

When there is only operator-controlled NAT devices located between UE and P-CSCF, the keep-alive message is not required and the P-CSCF shall notify the operator-controlled NAT device to keep the NAT binding temporarily.
When there is one or more NAT devices which could not controlled by the operator between UE and the P-CSCF, the NAT keep-alive message should be required to keep the NAT binding. Other method could be used to solve the problem is FFS.
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