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Introduction

The PCC work in Rel-7 has adopted an access agnostic approach with the purpose to allow any IP-CAN, especially 3GPP ones, to re-use the PCC framework. Further, it is concluded in the TR 23.836 on Quality of Service (QoS) and policy aspects of 3GPP - WLAN interworking   “that it is feasible to reliable QoS mechanisms for 3GPP-WLAN Interworking, which can inter-work with Policy and charging evolution capabilities as studied in TR 23.803”. This paper proposes to initiate the I-WLAN access specific annex in Annex A to cover the inter-working between I-WLAN and PCC.
Discussion

From the TR 23.836 it can be derived that the PCC architecture shall incorporate policy control for I-WLAN. This is stated e.g. as “Policy control for WLAN 3GPP IP Access is covered by the work done in TR 23.803, and will not be further studied within this TR” in TR 23.836. 

Several aspects of PCC for I-WLAN can be stated clearly. The PDG assumes the role of the GW, including the PCEF functionality. This is also supported in text from TR 23.836, “To allow for policy control (e.g. service based QoS control or gating) according to PCC, the PDG shall support the PCEF functionality specified in TS 23.203”. In I-WLAN, WLAN 3GPP IP Access is handled through IPsec tunnel establishment between the WLAN UE and the PDG. An established WLAN IPsec tunnel corresponds to an established IP-CAN session in PCC terminology. 
When considering QoS mechanisms the work in TR 23.836 has concluded that “It is recommended that DiffServ is used as QoS mechanism between WLAN UE and PDG.” This means that the mechanism for PCC to use to perform QoS authorization will have to control access of certain service data flows to specific DSCPs. Since the DSCP marking of packets is the means to accomplish QoS differentiation, the IP-CAN bearer for I-WLAN is the DSCP.
One further issue to consider is that the number of DSCPs in use and their associated QoS characteristics are assumed to be configured by the operator, and not managed by UE signalling (as PDP contexts in GPRS). This means that there can not be any PDG initiated signalling to the PCRF to trigger provisioning of dynamic PCC rules. Therefore the main mechanism to PCC rule provisioning for I-WLAN should be “IP-CAN Session Modification; PCRF initiated” described in section 7.4.2 of the draft PCC TS 23.203. The PCC rules would be provisioned due to AF interaction or other operator policy decision, followed by a mapping of the QoS Class Identifier in the PCC rule to the correct DSCP (IP-CAN bearer) by the PDG/PCEF.
Conclusion

It is proposed that an annex A.2 is created in the draft TS 23.203, reflecting the following;

· The PDG is the GW and includes the PCEF functionality

· The IP-CAN session corresponds to the IPsec tunnel between the WLAN UE and PDG
· The IP-CAN bearer corresponds to DSCP marking of IP packets in the WLAN UE-PDG IPsec tunnel

· PCC rule provisioning for I-WLAN is mainly handled through PCRF initiated IP-CAN session modification.

Proposed text follows below.

*********************************** first proposed change******************************
A.2
I-WLAN

The I-WLAN IP-CAN employs, for an IP-CAN session, the concept of an I-WLAN IPSec tunnel in order to provide an information transmission path between the WLAN UE and the PDG. For I-WLAN QoS differentiation is realized by marking IP packets with an appropriate DSCP. 
Editor’s note: The IP-CAN bearer for I-WLAN is FFS.
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Figure A.2.1:  The I-WLAN IP-CAN.
A.2.1
High level requirements

A.2.1.1
General

A.2.1.2
Charging related requirements

A.2.1.3
Policy control requirements 

A.2.2
Architecture model and reference points
A.2.2.1
Reference points
A.2.2.1.1
Rx reference point
A.2.2.1.2
Gx reference point
A.2.2.1.3
Sp reference point
A.2.3
Functional description
A.2.3.1
Overall description

A.2.3.1.1
Binding mechanism

A.2.3.2
Functional entities

A.2.3.2.1


Policy Control and Charging Rules Function (PCRF)

A.2.3.2.1.1
Input for PCC decisions

A.2.3.2.2


Policy and Charging Enforcement Function (PCEF)

This functional entity is located in the PDG. The PDG provides the I-WLAN-specific bearer QoS handling. 
A.2.3.2.3


Application Function (AF)

A.2.3.3
Policy and charging control rule 

A.2.3.3.1
General

A.2.3.3.2


Policy and charging control rule operations

The PCEF associates, at activation, a PCC rule with a DSCP at the PCEF.

Editor’s note: It is FFS how the PDG maps the QoS Class Identifier in the PCC rule to DSCP for the WLAN IPSec tunnel.

A.2.4 
PCC Procedures and flows

A.2.4.1 
Introduction
For I-WLAN, the GW is the PDG. The IP-CAN Session is established by the WLAN UE-Initiated Tunnel Establishment procedure. The IP-CAN Session is terminated when the WLAN IPSec Tunnel is disconnected. 
Editor’s note: The IP-CAN bearer for I-WLAN is FFS.

A.1.4.2 
IP-CAN Session Establishment
A.1.4.3 
IP-CAN Session Termination

A.1.4.3.1 
UE initiated IP-CAN Session termination
A.1.4.3.2 GW initiated IP-CAN Session termination
A.1.4.4 
IP-CAN Session Modification

A.1.4.4.1 
IP-CAN Session Modification; GW (PCEF) initiated

Editor’s note: It is FFS how GW initiated IP-CAN session modification is applicable to I-WLAN.
A.1.4.4.2 
IP-CAN Session Modification; PCRF initiated

The PCRF initiated IP-CAN Session modification procedure (described in clause 7.4.2) is triggered by AF interaction or separate operator action. 
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