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1.
Introduction and Discussion

During SA2#50 S2-060058, which proposed to move the access specific parts of the TS to the annexes, was approved.  In the same spirit, this contribution proposes to make section 7.8 “Retrieving Location information for Emergency Session” more general and move any access specific parts to the annex.

With the exception of the generalisation of the location handling flows, this move is intended to be completely editorial, and any technical change is unintentional.
 After discussion with documents (S2-060610, S2-060611, S2-060614, S2-060615, S2-060616 and S2-060617) during drafting sessions for location information handling for IMS emergency call in SA2#51, it was encouraged that the proposed solutions be merged into a single document.
3.
Proposal


4.3
Location information for Emergency Session

Editor's Note:
Using the requirements documented in TR 23.867, section 4.6 as a baseline.

4.3.1
General Location Information Principles

If the UE has some location information, then the UE shall include the location information in the request to establish an emergency session. The network may query the IP-CAN to obtain further location information or to validate the location information provided by the UE.

The E-CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to the current location of the UE. The access dependent variations of this approach are described below, for the cases where the UE is using GPRS, I‑WLAN or fixed broadband access for the emergency service.

The IMS forwards the SIP request containing the UE's location information to the PSAP/Emergency Centre






 



 




7.8
Retrieving Location information for Emergency Session



7.8. 1
Acquiring location information from UE or IMS core

When performing an emergency service, two possibilities for retrieving location information are considered. These are the "UE retrieves the location information" and "the IMS core retrieves the location information". The related high level procedures are described below. In both cases the access network needs to maintain and determine the location of the UE.

7.8. 2
The UE acquires the location information
The terminal may determine its own location or it may retrieve the location information from the IP-CAN.
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Figure 7.8-1: Terminal requests location information from the IP-CAN

1.
The user initiates an emergency call.

2.
The UE determines its own location if possible. If the UE is not able to determine its own location, the UE requests the location from the IP-CAN, if that is supported for the used IP-CAN. 

3.
The user equipment sends an INVITE with an emergency indication and location information to the IMS core.

4.
The IMS core selects an emergency centre or PSAP and sends the request including the location information to the emergency centre or PSAP.
4a. The INVITE is sent to an MGCF/MGW, 4b. The IAM is continued towards the emergency centre or PSAP Or 4c. The INVITE is sent directly to the emergency centre or PSAP.

5.
The emergency call establishment is completed.

7.8. 3
The IMS core retrieves the location information

The IMS-core may retrieve the location information either from the IP-CAN directly, or from a location retrieval function (LRF).

NOTE:
When the Retrieve Location request is sent directly to the IP-CAN, it is assumed that the location retrieval function is included within the IP-CAN.
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Figure 7.8-2: IMS core requests location information from the LRF

1.
The user initiates an emergency call.

2.
The user equipment sends an INVITE with an emergency indication to the IMS core. The INVITE may contain any location objects that the terminal has.  The location object is dependant upon the access network technology.
3.
If the location object provided in step 2 is insufficient to determine the correct PSAP or if the IMS core requires the assistance of an RDF, of if the IMS core is required to verify the location object, a retrieve location request is sent to the LRF performing the location retrieval functionality. The retrieve location request shall include information identifying the UE, the IP-CAN and may include means to access the UE (e.g. UE IP address). The retrieve location request may also include any location objects provided in the INVITE in step 2.
4.
The LRF may obtain an interim location estimate.  The means to obtain the interim location estimate is dependant upon the access technology the UE is using to access the IMS and may include using the PS-NI-LR or PS-MT-LR procedures defined in 3GPP 23.271 [5] or the SUPL procedures defined by OMA [15], [16], or other procedures. The LRF may invoke an RDF to convert the interim location or any location object received in step 3 into the address of a PSAP. The LRF may record the information received in step 3.
Note: The use of SUPL procedure is depended on the UE capabilities 

5.
The location information and/or the PSAP address obtained in step 4 is returned to the IMS core. The LRF may also return correlation information (e.g. ESQK) identifying itself and any record stored in step 4.

6.
The IMS core uses the PSAP address provided in step 5 or selects an emergency centre or PSAP based on location information provided in step 5 and sends the request including the location information and any correlation information to the emergency centre or PSAP.
6a. The INVITE is sent to an MGCF/MGW, 6b. The IAM is continued towards the emergency centre or PSAP Or 6c. The INVITE is sent directly to the emergency centre or PSAP.

7.
The emergency call establishment is completed.

8.
The PSAP may send a request for the initial or an updated location to the LRF. The PSAP may determine the LRF based on correlation information received in step 6. The PSAP may also include the correlation information in the request to the LRF.

9.
The LRF may perform location determination. The means to obtain the interim or updated location estimate is dependant upon the access technology the UE is using to access the IMS and may include using the PS-NI-LR or PS-MT-LR procedures defined in 3GPP 23.271 [5] or the SUPL procedures defined by OMA [15], [16], or other procedures. In doing so, it may use any correlation information received in step 8 to retrieve information about the UE recorded in step 4. 
Note: The use of SUPL procedure is depended on the UE capabilities
10.
The LRF returns the initial or updated location to the emergency centre or PSAP. As an option for initial location, the LRF may instigate the location step 9 before the request in step 8 is received and may send the initial location to the emergency centre or PSAP either after the request in step 8 is received or before it is received.

11.
The emergency call is released.

12.
The IMS core may indicate to the LRF that the call is released. The LRF releases any record stored in step 4  



Annex A (Informative):
IMS emergency services using  GPRS Network

Editors Note:  The content of this Annex is a place holder until such stage that they are moved to appropriate TS (i.e., TS 23.060).  After these contents are moved, this annex will be removed from this specification. . 

A.1
Requirements on the GPRS network as an IP-CAN

For an emergency call over the GPRS, the requirements on the IP-CAN, as described in clause 4.3, are covered by the following GPRS specific requirements:

· It shall be possible to access the PS domain without a UICC

· It shall be possible to reject requests from a UE without a UICC to establish bearer resources

· A globally dedicated emergency APN shall be used to support emergency services.  The globally dedicated APN may be configured in the SGSN and GGSN.  The GGSN may use filter rules applicable to the globally dedicated emergency APN to ensure that only certain IP addresses (e.g. IP addresses of the emergency P-CSCF) can be reached.

· The PS domain may support the download of emergency numbers to the UE via the procedures defined in TS 24.008 [13].

A.2 
UE specific behaviour for emergency calls over the GPRS

For the specific case of an emergency call over GPRS the UE shall follow the following procedures:

· If not already PS attached, the UE shall perform a PS attach with an indication that this is for emergency use.

· The PDP context activation is made to a globally dedicated emergency APN.

· The UE shall include the Cell Global Identification (CGI) in the INVITE request establishing the emergency call.

A.3
GPRS specific aspects of High Level Procedures for IMS emergency calls

For the high level procedures (as described in clause 7.1.1.) the following statements apply for emergency calls when GPRS access is used:

· the bearer resource request is the PDP context activation procedure, and the globally dedicated emergency APN is used to indicate the emergency request.

· the release of reserved bearer resources is the release of a PDP context.

· the bearer registration to the IP-CAN is the PS attach procedure

A.4 Location handling for PS domain
For access in the PS domain, the UE shall include the access type and cell identity as specified in [14], clause 7.2A in the SIP INVITE request, when it initiates an emergency session using GPRS bearer. It is noted that the UE normally is not aware of SAI and therefore SAI cannot be used as location information in SIP signalling.

For regions (e.g. North America) in which an interim location may be required to assist routing to the correct PSAP and/or where accurate initial and updated location information may be required, the PS-NI-LR and PS-MT-LR procedures defined in [5] are applicable as well as use of SUPL defined by OMA [15], [16].
Note: The use of SUPL procedure is depended on the UE capabilities
A.5
Open Issues on GPRS specific aspects 

Editor’s Note:  This section will be used to capture and develop open issues that need to be resolved for GPRS access in relation of Emergency calls before the contents are moved to TS 23.060.

A) How to convey emergency indication in RAU procedures (Intra and Inter)?
The MS may have done the emergency attach earlier and already included the Emergency Indication in that procedure. There are 2 alternative solutions how to carry on the emergency information in the following RAU procedures;

1. the MS includes the Emergency Indication also in RAU signalling or 

2. the SGSNs use the Emergency APN information.

Solution should avoid adding an extra parameter in the RAU request if it is not strictly necessary. For intra SGSN RAU the SGSN is already aware of the emergency APN and possibly also emergency indication in case the mobile performed emergency attach. In the inter SGSN case the emergency APN information and possibly also the emergency indication is delivered inside the MM/PDP context information.

Working assumption: The MS does not need to include the Emergency Indication in RAU signalling. Instead the SGSNs shall use the information about Emergency APN or possibly the Emergency Indication in the MM context.

B) In TR 23.867 for a few procedures e.g. RAU and Serving RNS relocation, there is an editor’s note stating that “It is FFS whether CAMEL procedures are performed if the MS is emergency attached or if the MS has active PDP context(s) for an emergency use”. 
The CAMEL TDPs seems to be applicable, but most probably there is no real need for any CAMEL functionality in those cases. 

Working Assumption: Keep the CAMEL TDPs as is and let operator configuration decide whether the TDPs are invoked or not.

C) What level Emergency calls will work with pre-REL-7 SGSNs?

In the Attach and other MM procedures, the error handling of L3 works such that any unknown information element is to be skipped, so in that sense an emergency attach on a pre-Rel7 network would look like a normal attach from the network point of view.

On the other hand, APN selection needs modification and probably you should not be able to establish a PDP context towards a non-supported APN. One purpose of the emergency APN is to establish the context in the visited network and a normal APN can very well be located in the home network instead. One related question is whether emergency sessions should be allowed over normal APNs as well. 

Answer: FFS

D) Are combined procedures applicable if IMS emergency services are in use (Attach and RA/LA Updating)?
This issue is related to the requirement that 
“a CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.”

23.167, ch. 6.1 states that “If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls.”

If it can be assumed that the UE shall use the CS domain for emergency calls in the network scenarios where the combined procedures apply. Then the combined Attach and RA/LA Updating procedures are not affected by IMS emergency call.

Answer: FFS

E) Procedures for UICC-less IMS emergency Attach and RAU
Principles to be followed during Attach are described in X.2 Emergency Calls in absence of UICC (see S2-060085),

Answer for RAU: FFS

F) Selection rules for Emergency APN
Are there any other impacts than to add the definition for a Globally Dedicated emergency APN. The IMS emergency service is established in the visited network and therefore the Emergency APN is located in the visited network, but does this need to be shown in APN selection rules?

Answer: FFS

G) Impacts on Intra and Inter System change in case not all access systems support IMS emergency services (A/Gb mode, Iu-mode)
For inter system handover to work for the IMS emergency session, the target radio NW needs to support PS handover and conversational traffic. In certain network configurations it may be possible that the target NW does not support IMS emergency or does not have the necessary network capabilities and in such cases the emergency call will evidently be dropped. However, there may be other cases where the target NW supports basic capabilities, but the target SGSN is not able to recognise e.g. the emergency indicator in the MM context data sent by the originating SGSN. In such cases the UE could still be "normally attached" in the target SGSN and the emergency service could possibly continue as a normal session with normal priority. 

Answer: FFS

H) In TR 23.867 the statement that the security functions are optional is repeated for a number of procedures, even though the function already is optional.
Answer: FFS

I) Treatment of  UE with a UICC that is not registered into network
Answer: FFS

A.5
Selection of method for UICC-less emergency calls

Editor’s note:The text below is expected to be moved to TS 23.221 in a new subsection 8.3 at the subsequent meeting. 

A.5.1
GPRS considerations for IMS Emergency sessions

In GPRS, before IMS emergency session establishment, the UE performs an emergency attach if the UE is not attached to the network. The UE indicates the emergency attach by including an emergency indication to the Attach Request message. The network applies special treatment in case of the emergency attach procedure. After a successful emergency attach, only PDP context requests for emergency use shall be accepted by the SGSN. It is assumed that an already GPRS attached UE does not detach and re-attach for emergency services. If the UE is not equipped with an UICC, the UE performs the Emergency Attach using the IMEI. In this case the SGSN checks whether such an anonymous Emergency Attach is allowed. If this is not allowed, the Emergency Attach is rejected.

At GPRS level the mechanisms for establishing a bearer for emergency use should not differ much from the normal GPRS bearer establishment currently specified by 3GPP. In fact there is only a need for the network to be able to detect the emergency use and to be able to give special treatment to these bearers.

As a minimum emergency sessions and bearers for them should not be dropped, so emergency bearers may require enhanced QoS, e.g. higher priority than subscription based priority.

The UE establishes a bearer for emergency use by including the globally dedicated emergency APN during PDP context activation. PDP context modification and PDP context deactivation procedures are not affected.

A.5.2
Emergency Calls in absence of UICC for GPRS Access

The UE shall follow the procedures described below using the IMEI as the identity to access GPRS in the absence of an UICC.

When the UICC is not present or the UICC is not valid, the ME shall identify itself in the Attach Request by the IMEI in the same way as in the CS domain (the CM Service Request), see TS 24.008 [13] for more details.

Editor’s Note: Detailed GPRS procedures shall be specified in TS 23.060 as well for this scenario. 

Note:
A UICC that is not valid is a UICC that in spite of being inserted is blocked for use, e.g. due to attempted access by a wrong pin-code or lack of roaming agreements.

Note: 
It is FFS how to use the EIR to blacklist certain IMEIs with frequent junk emergency calls.

As neither authentication nor ciphering functionality can be performed there is no need to communicate with any HSS. After successful attach, the mobile shall continue with emergency session establishment. The above ensures that the existing GPRS procedures can be used without any major system impacts both in the network and the UE. 

The UE shall not accept other numbers than the numbers stored in the ME as valid number for an emergency calls.

The emergency call application determines whether the CS emergency call or the IMS emergency call shall be used in the same way regardless whether the UICC is valid or not.



Annex XX (Normative):
IMS emergency services using  Fixed Broadband Access
XX.1
Location Retrieval for emergency services over fixed broadband access.

X.1.1
High Level Principles for Emergency location information for fixed broadband access

For fixed broadband access, the UE may know its own geographical location. If the UE knows its geographical location, it shall insert the geographical location information in the SIP INVITE request when establishing the emergency IMS session.

As an alternative, if the UE is not able to determine its own location, the UE should try to request its location from the access network. The access network may know the location of the access point where the UE is connected to. The UE should request the location information from the access network according to subclause 7.8.2. The UE shall insert the location information received as a response to the location query in the emergency SIP INVITE request. 

If the UE does not know its location and is unable to obtain its location from the access network, then the UE shall include an indication in the emergency SIP INVITE that its location is unknown.

X.1.2
Retrieval of location information for emergency services over fixed broadband access

In addition to clause 7.8, the following applies for a fixed broadband access:

· When the UE is requesting to retrieve the location information from IP-CAN, the UE may use the DHCP option for coordinate-based geographic location of the client as specified by IETF in RFC 3825 [9] and the DHCP option that allows hosts to learn their civic location via DHCP, as specified in the draft-ietf-geopriv-dhcp-civil-06 [10]. This DHCP option shall not be used by an UE on an IP-CAN using 3GPP RAT.

Editor's Note:
The implications when there is a NAT between the UE and the DHCP server is FFS.

· The LRF may be e.g. an AAA server in the core network



Annex B (informative):
IMS emergency sessions over 3GPP/WLAN Interworking (I-WLAN)

Editors Note:  The content of this Annex is a place holder until such stage that they are moved to appropriate TS (e.g., TS 23.234).  After the content is moved, this annex will be removed from this specification.

B.1
Location Retrieval for emergency services over I-WLAN.
For I-WLAN access, the UE may know its own geographical location. If the UE knows its geographical location, it shall insert the geographical location information in the SIP INVITE request when establishing the emergency IMS session.

As an alternative, if the UE is not able to determine its own location, the UE may request its location from the I-WLAN access network. The access network may know the location of the I-WLAN access point where the UE is connected to and provide this as an approximation for the UE location. The UE shall insert any location information received as a response to the location query in the emergency SIP INVITE request. 

If the UE does not know its location and is unable to obtain its location from the access network, then the UE shall include an indication in the emergency SIP INVITE that its location is unknown. 

For regions (e.g. North America) in which an interim location may be required to assist routing to the correct PSAP and/or where accurate initial and updated location information may be required, the IW-MT-LR procedures defined in [xx] are applicable.
B.2
Requirements on the I-WLAN network as an IP-CAN

1. It shall be possible for the WLAN UE to get IP connectivity over I-WLAN with and without a UICC to establish an IMS emergency session..

2. It shall be possible for the WLAN UE to access the 3GPP PS domain without a UICC to establish an IMS emergency session.

2a)  It shall be possible to get access authorization in the WLAN AN without UICC

2b)  It shall be possible to get access authorization for WLAN 3GPP IP access towards the IMS without UICC.

3. It shall be possible to reject requests from a WLAN UE without a UICC to establish bearer resources for IMS emergency sessions.

B.3
Open Issues on I-WLAN specific aspects 

1. How to perform access authentication for IMS emergency sessions without UICC?

2. How to get access authorization for WLAN 3GPP IP access towards the IMS without UICC?

3. How to select the VPLMN that can handle IMS emergency sessions (e.g., multiple VPLMNs can be visible during network discovery where it is not clear which of these networks is able to handle IMS emergency sessions)

4. How to discover a local P-CSCF that is able to handle IMS emergency sessions by the PDG or WLAN UE and related procedures.
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