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Introduction

Initial Filter Criteria (iFC) is used by IMS to invoke application server, by routing messages to appropriate application servers. iFCs contain service point triggers (SPT) that could be based on SIP headers that contain public user identity. Since technically GRUUs can exist in a SIP header anywhere where a SIP URI exists, for example Request URI and public user identity, it is important to consider the impact of GRUU on iFCs and specify how the S-CSCF should evaluate iFCs when SIP message headers contains GRUUs or vice-versa when iFCs contain GRUU and SIP message header contain SIP URIs.
Discussion

Objective-1: Existing iFCs should continue to function even when the UE uses a GRUU instead of SIP URI for public user identity.
The objective here is that iFCs that were defined based on SIP URIs should continue to work even when the UE and IMS network starts supporting GRUU. 
Objective-2: New iFCs should be able to be defined where the Service Point Trigger are based on logical expression on GRUUs and/or SIP URIs.
For example, it may be required to create an iFC that when a call is destined to a GRUU, it may be inappropriate to forward the call to voicemail or to another UE. 
From the requirements in the GRUU draft, the S-CSCF should be able to derive the public user identity (SIP URI) from a GRUU. Also, in order to evaluate an iFC correctly, the S-CSCF must be able to determine if a URI in the iFC is a GRUU. In evaluating an iFC, the S-CSCF should use this SIP URI if the identity in the iFC is a SIP URI or use the entire GRUU if the identity field in the iFC is a GRUU. 
GRUU, iFC and HSS: Since HSS stores iFCs as transparent user data that it downloads to the S-CSCF, the support for GRUUs in iFC will not impact the HSS.

Proposal
It is proposed to make the following two changes to the TR 23.808.
*** First Change ***

5.2 
Architecture Requirements

The solution for support of GRUU in the IMS should fulfil the following architectural requirements:

1. A GRUU shall be registered in the IMS network with a unique combination of specific Public User Identity and UE.

2. A UE shall be able to request a GRUU that is tied to a specific Public User Identity at a specific UE at the time of registration of the Public User Identity.

3. The IMS network shall be able to receive a request for generation of a GRUU for a specific Public User Identity at a specific UE and be able to generate such a GRUU and send it back to the UE that requested it.
4. The IMS network shall be able to reject a request to generate a GRUU either because 

a. the IMS network has no support for the ability to generate a GRUU.

b. the IMS network has support to generate a GRUU but rejects the request to generate a GRUU.

Editors note:  Item b needs to be expanded upon to state reasons why a request has been rejected.  

5. When the IMS network receives a request to generate a GRUU for a specific Public User Identity, the IMS network shall also generate GRUUs for all implicitely registered Public User Identities.  The IMS network shall communicate all these other GRUUs to the UE.

6. The IMS network always generates the same GRUU for a given Public User Identity and Instance Identifier combination.
7. The IMS network shall be able to derive the Public User Identity directly from the GRUU.
8. The IMS network shall be able to route requests destined to a GRUU to the UE registered with that GRUU.The IMS network does not fork SIP requests destined to a GRUU.

9. The IMS network will be able to generate a GRUU for any UE registered with a valid SIP or TEL URI.

10. A UE that is capable of supporting GRUUs shall be able to differentiate between a GRUU and a Public User ID.

11. A UE shall be able to establish a session or non-session related communication with another UE using a GRUU.

12. A UE supporting GRUUs shall be able to inter-work with an IMS network not supporting GRUUs.

13. A UE supporting GRUUs shall be able to inter-work with an  UE not supporting GRUUs. 

14. A UE or network that do not support GRUUs shall not be negatively affected when communicating with a network or UE supporting GRUUs.
15. It shall be possible to define iFCs that match the Public User Identity part of a GRUU. It shall also be possible to define iFCs that specifically match a GRUU.
16. It shall be possible for an S-CSCF to determine if a URI in an iFC is a GRUU.
17.  As all registrations pertaining to a particular Public User Identity are directed to the same S-CSCF, registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same S-CSCF.
*** End of First Change ***

*** Second Change ***

6.3.2
S-CSCF

Session control and management:

· For evaluating iFC, the S-CSCF should be able to exact the public user identify, for eg SIP URI from a GRUU in a SIP message. The S-CSCF should also be able to determine if a URI in an iFC is a GRUU. In evaluating an iFC, if the identity in the iFC is a SIP URI, the S-CSCF should use the extracted SIP URI from the SIP message to compare with the identity in the iFC. If the identity in the iFC is a GRUU, the S-CSCF should compare the entire GRUU in the SIP message with the identity field in the iFC.
*** End of Second Change ***
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