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1. Introduction
It has been established that support of CS supplementary services using a Distributed service model (documented in Sections 6.3.7.1 thru 6.3.7.3 of TR 23.806) is not a viable solution due to the following reasons:

1. Re-establishment of the service state machine in the transferring-in domain upon each Domain Transfer will provide poor support for mid call services and an undesirable (inconsistent) user experience
2. Nondeterministic service user behaviour which may vary with the network currently serving the user will result due to Service control being distributed among multiple networks: user’s home CS, visited CS and home IMS.
3. Dynamic data synchronization is more problematic as there is no knowledge of whether HSS or HLR data is the most recent. User profile distribution in the HLR and the HSS requires static and dynamic data synchronization between the HLR and HSS.
4. Seamless service user behaviour cannot be guaranteed upon VCC. Services not available in the transferring-in domain will be abandoned upon VCC.
5. Network Domain Selection requires complex functions and proper coordination of terminating service logic in CS domain and IMS because terminating home services may run twice as the call traverses through the home CS and home IMS.
6. Terminating services require routing of calls to the visited CS from the home IMS via the home CS which may result in circular loop due to the fact that the home CS is expected to redirect all calls to home IMS for anchoring of calls.
7. Requires complex configuration of services which are executed in visited CS but may also execute in home IMS due to anchoring of calls in IMS.
The Centralized Service Model is deemed a sustainable long term solution for support of services.  However, complete specification of a solution based on the Centralized Service Model, including analysis of alternatives (one requiring an MSC upgrade (documented in Sections 6.3a of the TR) and the other requiring UE enhancements (documented in Section 6.3.7.4 of the TR), may not be achievable in the needed market timeframe.
This paper presents an architecture that establishes technical feasibility for support of services with the Centralized Service Model in a timely manner by limiting CS domain impacts and  pushing complexity from the UE into the network. The UE requirements are limited to implementation of VCC application for execution of Domain Transfers and enablement of service control in home IMS post Domain Transfers.
A set of requirements deemed feasible with this architecture are provided in the conclusion.
2. Service Architecture
The Service Architecture for initial release of VCC is provided in Figure 2-1 VCC Service Architecture.
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Figure 2-1 VCC Service Architecture
Note: The protocol stack in the UE is an implementation option, shown here for illustration purpose only.
2.1. Call Control 
For sessions established in CS, 24.008 CS call control is used until the Domain Transfer to IMS. CS call control is released and SIP is used for call control upon Domain Transfer to IMS.

For sessions established in or transferred to IMS as a result of Domain Transfer from CS, SIP is used for call control with use of the following new functions in the UE and home IMS to enable call control in home IMS when using CS access network:
2.1.1. SIP Remote User Agent

The SIP Remote User Agent (SIP RUA) is a new application in the home IMS that performs the SIP User Agent functions on behalf of the UE for a user receiving IMS services via the CS domain. 
2.1.2. Remote Service Control Channel

When accessing IMS services via the CS domain, a Remote Service Control Channel (RSCC) is established over the CS domain network or over GPRS for transport of data exchange required between the UE and the network for enablement of the SIP RUA in the home IMS. 
Note:  Use of USSD as transport for RSCC is shown here for illustration only. Use of any other transport, such as SIP over GPRS should not affect the fundamental behaviour of RSCC and its use.
2.1.3. CS Access Adaptation Function (CAAF) 

A new function, CS Access Adaptation Function (CAAF) is introduced in the UE and in the home IMS. Upon Domain Transfer to CS, the CAAF is used by the VCC application in the UE to perform subsequent exchange of services specific data over RSCC for execution of the SIP RUA in the home IMS post Domain Transfer. For uplink service control communication, the CAAF in the home IMS extracts the call control content from the RSCC and communicates it to the SIP RUA; for downlink service control communication, it adapts the output of the SIP RUA to be sent over the RSCC to the UE. 
The CAAF and the SIP RUA reside in an Application Server which presents itself as a SIP user agent to IMS and as a gsmSCF or a USSD Server to the CS network. The CAAF and the SIP RUA may reside in any Application Server in the home IMS, but it’s recommended that they are collocated with the CCCF for optimized signalling behaviour.
2.1.4. Signalling and Bearer paths for CS calls

Figure 2.1.4-1 below provides a signalling and bearer trajectory for a call established using CS domain. CS Origination and Termination procedures described in Section 6 of TS 23.206 are used for establishing calls using the CS domain.
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Figure 2.1.4-1 Signalling and Bearer paths for CS calls
CS calls are anchored at the CCCF for enablement of Domain Transfers and for application of origination and termination services in IMS as discussed in Section 2.2 Service Control. 
2.1.5. Signalling and Bearer transport for sessions established in, transferred to IMS

IMS Origination and Termination procedures described in Section 6 of TS 23.206 are used to establish IMS sessions. 
Figure 2.1.5-1 below provides a signalling and bearer trajectory for a call established in or transferred to IMS.
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Figure 2.1.5-1 Signalling and Bearer paths for IMS session

The SIP RUA is enabled upon session anchoring at the CCCF via iFC execution and remains in the control signalling path for all IMS sessions to stay synchronized with the SIP UA in the UE for enablement of seamless service behaviour over Domain Transfer to CS.

2.2. Service Control

For calls being established in CS domain, control of supplementary services is either provided by the visited CS network or home IMS; more specifically, visited network supplementary services executed after delivering of CS terminations to visited CS network when reaching the terminating user via CS network are provided by the visited CS network; all visited network supplementary services executed post call setup are provided by the visited CS network; the rest of the services are provided by home IMS.  
For sessions established in or transferred to IMS, all services are provided in IMS. 
2.2.1. Service Control for Calls established in CS domain
2.2.1.1. Handling of Call Origination Services

Call origination services such as Call Barring, Prepaid services and called party number translation based services are provided by home IMS using standard IMS application execution procedures.

2.2.1.2. Handling of Call Termination Services

Home network call termination services such as Early Call Forwarding (CF-Unconditional), Call Barring and CAMEL services are provided by home IMS using standard IMS application execution procedures.

Visited network call termination services such as Late Call Forwarding (CFNRc, CFNRY, CF-Busy) are provided by visited CS network.

2.2.1.3. Handling of Line Identity Services

Line Identity services are provided by the visited CS network with CCCF manipulating the presentation of Line Identity information to the visited network to preserve end-to-end user behaviour.

2.2.1.4. Handling of Mid-Call Services

Mid call services such as Call Hold, Call Wait, Explicit Call Transfer and Conferencing are provided by the visited CS network.
2.2.2. Service Control for Calls established in or transferred to IMS

All services are provided in IMS using standard IMS service execution procedures.
2.3. Domain Transfers

Domain Transfers are executed by the CCCF in the home IMS according to procedures described in Section 6 of TS 23.206 with exceptions outlined below.
2.3.1. Domain Transfer: CS to IMS

Procedures described in Section 6 of TS 23.206 are used for Domain Transfers from CS to IMS. Domain Transfers to IMS are disabled when mid call services, such as Call Hold, Call Wait, MPTY and ECT are active in CS. The exception is when the RSCC has been established after a Domain Transfer from the IMS to CS domain (see section 2.3.2 below).  After the RSCC has been established, all mid call services are being controlled in the IMS domain and thus, the CS to IMS Domain Transfer is performed using the same procedures as described in Section 6 of TS23.206 for Domain Transfers from CS to IMS.
2.3.2. Domain Transfer: IMS to CS

Domain Transfer from IMS to CS is executed according to procedures described in Section 6 of TS 23.206. Additionally, an RSCC is established for communication of service control data between the UE and home IMS to retain IMS service control post Domain Transfer to CS.
Figure 2.3.2-1 below provides a signalling and bearer trajectory for a call controlled in IMS post Domain Transfer to a CS.
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Figure 2.3.2-1 Signalling and Bearer paths post Domain Transfer to CS
SIP is used for call control post Domain Transfer to CS, with the SIP UA in the UE relinquishing its control, and the SIP RUA in home IMS providing this function on behalf of the UE upon Domain Transfer to CS. The VCC application in the UE uses CAAF to communicate call control signalling to the SIP RUA over the RSCC. The CAAF in home IMS extracts service control data from RSCC for generation of SIP call control content. The SIP RUA presents user agent behaviour toward the user’s S-CSCF for control of the user session and mid call services activated prior to or post Domain Transfer to CS.

3. Conclusion
The study concludes that the following set of requirements is feasible for specification in the initial release of VCC:

· CS call setup uses standard CS procedures.

· IMS session set-up uses standard IMS procedures.

· CS Supplementary Services support as suggested by Section 2.2 Service Control of this paper.

· All IMS services provided by IMS.

· Domain Transfer to CS always enabled.

· Domain Transfer to IMS disabled when mid call services are active.
Please note that this set of requirements is documented as “Proposal #2, Partial IMS Service Control – VCC service will not be available in CS domain, when VCC subscriber is engaged in either the Call Waiting, Call Hold or Multiparty call” in a related paper, 060746 - VCC requirements on supporting supplementary services. 
4. Proposal

Agree to use architecture specified in Section 2 Service Architecture as baseline for further investigations into Rel-07 solution for support of services to VCC subscribers; and include Section 2 Service Architecture of this paper to an Informative Annex in TS 23.206.
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