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Introduction
At the last meeting, the PCC procedures and message flows were discussed and a description was agreed that is based on the IP-CAN session concept. This contribution analyzes the pros and cons of an alternative way to define the PCC procedures – the IP-CAN bearer.

Discussion

While the PCC functionality is intended to be access independent, the characteristics of the different IP-CANs need to be taken into account. At the moment, there are at least three relevant types of IP-CANs: a) GPRS, b) I-WLAN and c) the future SAE system. 
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All three IP-CANs have in common that some kind of bearer concept is used, i.e. a tunnel is built between the UE and the GW to transfer some or all of the UE traffic.

Bearer establishment

In all three cases it is the UE, that initiates the establishment of the first bearer. During the buildup, the GW interacts with the PCRF to receive policy and charging control information. By this, the PCRF also gets informed about the UE identity and its current IP address.
After the successful establishment of the first bearer, the three IP-CANs behave differently: 
· Within GPRS, additional bearer (i.e. PDP contexts) can be setup by the UE. Each of them is characterized by a specific QoS and a traffic mapping information that guides the GW in the downlink traffic mapping in case of having more than one bearer. During the establishment of the additional bearers, the GW interacts with the PCRF as well. By this, the PCRF is also informed about the existence of additional bearers, their QoS and traffic mapping information.

· I-WLAN does not have any further bearers for the same UE IP address. Once the first bearer is established no other bearer signaling can be expected apart from the bearer termination. 

· Within SAE, it is the current working assumption that an additional bearer for enhanced QoS can be established. However, the network shall trigger this establishment by means of PCC. The PCRF would identify the need for enhanced QoS and inform the GW accordingly. Based on the received policy and charging control information, the GW triggers the establishment of the enhanced QoS bearer.
QoS differentiation inside the bearer
The PCC functionality includes the possibility to enforce an authorized QoS per PCC rule. Thus inside a bearer, an individual service data flow may have a specific QoS in addition. This seems to be clear regarding the bitrate, e.g. the authorized bitrate of a service data flow may have to be enforced in addition to the authorized bitrate of the whole bearer. However, for the QoS class, the relation between authorized QoS class per bearer and per service data flow is not straight forward and may be different depending on the capabilities of the IP-CAN:
· For GPRS, a specific QoS is associated with each bearer, i.e. all IP packets transferred within the bearer receive the same QoS.

· I-WLAN allows for a prioritization within the same bearer. The IP packets are marked by the UE and the GW, respectively. 

· Within SAE, it is likely that both concepts will be combined. It is currently assumed that at least two bearers have to be supported (i.e. for default and for enhanced QoS). In addition, a prioritization capability within the same bearer seems also required to minimize the number of co-existing bearers. The IP packets are marked by the UE and the GW, respectively.
While for GPRS the QoS of an additional bearer is controlled during its establishment/modification (i.e. usually pulled from the PCRF), the other two IP-CANs require an unsolicited provisioning of control information by the PCRF to enable the prioritization within the bearer (especially for services that are going to be started after the establishment of the first bearer) due to the missing bearer signaling.
Bearer modification

This procedure is probably only relevant for GPRS and SAE. During the bearer modification, the GW interacts with the PCRF to receive policy and charging control information. By this, the PCRF also gets informed about the changing QoS or traffic mapping information.

Bearer termination

In all three cases either the UE or the GW may initiate the termination of the bearer. During the procedure, the GW informs the PCRF about the termination. In some scenarios (though not for I-WLAN), the PCRF may decide change policy or charging control information of another bearer for the same UE IP address.

Unsolicited provisioning of policy and charging control information

This procedure allows the PCRF to push changes in the policy and charging control information to the GW, e.g. due to changes in the AF session layer (new, terminated or modified AF sessions). The PCRF must clearly indicate to which bearer the changes in the policy and charging control information apply. Furthermore, certain changes may trigger the GW to initiate bearer signaling (i.e. bearer modification or termination).
Pros and cons of IP-CAN bearer based PCC procedures

As shown above, the IP-CAN bearer signaling (i.e. establishment, modification, termination) represents the trigger for the majority of the PCC procedures (3 out of 4). Having a direct relation between IP-CAN bearer signaling and PCC procedure simplifies the GW behavior. Thus the GW does not need to identify whether a bearer termination triggers the IP-CAN session modification or termination procedure. On the other hand, the PCRF remains as complex as the CRF for FBC in Release 6. It needs to correlate all the PCC procedures related to the same UE IP address.
A direct IP-CAN bearer relation is also beneficial for the provisioning of PCC rules. For GPRS as well as for SAE, the IP-CAN bearer for which the PCC rules are activated, needs to be identified.

The new capability of different QoS classes in the same bearer requires extensions for the Gx reference point. To consider the prioritization inside a tunnel as a separate bearer would make the PCC procedures much more complex. It seems to be the better solution to apply an IP-CAN bearer specific “authorized QoS” information element. For GPRS, it represents the QoS class and bitrate as specified for SBLP. For IP-CANs with prioritization inside a bearer, the “authorized QoS” information element could represent a set of allowed QoS classes and their related bitrates. 
Finally, backwards compatibility reasons (with Release 6 FBC) should also play a role. The current version of the TS contains some statements that the Release 6 Gx capabilities shall be allowed. 
Conclusion

Based on the discussion above, we would like to propose the following two clarifications for the TS:
- the definition of bearer is extended to include the dedicated signaling between the UE and the GW;
- the PCC procedures are modified to reflect the direct bearer relationship.
Proposed Changes

Start of modified section

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

authorised QoS: The maximum QoS that is authorised for a service data flow. In case of an aggregation of multiple service data flows within one IP-CAN bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual service data flows is the "Authorised QoS" for the IP-CAN bearer. It contains the QoS class and the data rate.

binding: The association between a service data flow and the IP-CAN bearer (for GPRS the PDP context) transporting that service data flow.

binding mechanism: The method for creating, modifying and deleting bindings.
charging key: information used by the online and offline charging system for rating purposes.
gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. 

IP-CAN bearer: An IP transmission path of defined capacity, delay and bit error rate, etc established by means of dedicated signalling between the UE and the GW. See TS 21.905 [8] for the definition of bearer.
IP-CAN session: The association between a UE and an IP network (for GPRS, APN). The association is identified by a  UE IP address together with a UE identity information, if available. An IP-CAN session incorporates one or more IP-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as long as the UE IP address is established and announced to the IP network. 

packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow. 

PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control. 

service data flow: An aggregate set of packet flows. 

service data flow filter: A set of IP header parameter values/ranges used to identify one or more of the packet flows constituting a service data flow. A service data flow filter of a PCC rule that is predefined in the GW may use parameters that extend the packet inspection beyond the IP 5 tuple.

service data flow template: The set of service data flow filters in a PCC rule, required for defining a service data flow.

service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow. A concrete instance of a service may be identified if additional AF information is available (further details to be found in clause 6.3.1).

session based service: An end user service requiring application level signalling, which is separated from service rendering.

PCC decision: A decision consists of PCC rules and IP-CAN bearer attributes, which is provided by the PCRF to the PCEF for policy and charging control.

policy control: The process whereby the PCRF indicates to the PCEF how to control the IP-CAN bearer. Policy control includes QoS control and/or gating control.

subscriber category: is a means to group the subscribers into different classes, e.g. gold user, the silver user and the bronze user.
End of modified section

Start of modified section

7 PCC Procedures and flows

7.1
Introduction

The specification of the PCC procedures and flows is valid for the general scenario. Access specific information is included in Annex A.

The description includes procedures for IP-CAN Bearer Establishment, Modification and Termination, as well as unsolicited PCC decisions.

7.2
IP-CAN Bearer Establishment

This sub-clause describes the signalling flow for IP-CAN Bearer establishment and IP address assignment to the UE. The AF is not involved. 
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Figure 7.1: IP-CAN Bearer Establishment

1.
The GW receives a request for IP-CAN Bearer establishment. The request indicates whether the GW shall assign an IP address for the user. 

2.
The GW determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information.

3.
If the PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information.

4.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

5.
The PCRF makes the authorization and policy decision.

6.
The PCRF sends the decision(s) to the GW. The GW enforces the decision.

7.
The GW acknowledges the IP-CAN Bearer Establishment Request. 

7.3
IP-CAN Bearer Termination

7.3.1

UE initiated IP-CAN Bearer termination
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Figure 7.2: IP-CAN Bearer Termination

1.
The GW receives a request to remove the IP-CAN bearer. 
2.
The GW indicates that the IP-CAN Bearer is being removed and provides relevant information to the PCRF.

3.
PCC Rules may need to be removed for the terminated IP-CAN Bearer. 

4.
The PCRF provides the PCC Rule information to the GW. This message is flagged as the response to the GW request.

5.
The GW removes the PCC Rules.

6.
The GW continues with the IP-CAN Bearer removal procedure.

Note:
The IP-CAN Bearer removal procedure may proceed in parallel with the indication of IP-CAN Bearer termination.

7.3.2
GW initiated IP-CAN Bearer termination.
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Figure 7.3: GW Initiated IP-CAN Session Termination

1.
The GW detects that IP-CAN Bearer termination is required.

2.
The GW sends a request to remove the IP-CAN bearer. 
3.
The GW receives the response for the IP-CAN bearer removal.

4.
The GW removes the PCC Rules.

5.
The GW indicates that the IP-CAN Bearer has been removed and provides relevant information to the PCRF.

6.
The PCRF removes the information related to the terminated IP-CAN Bearer. 

7.
The PCRF sends an acknowledgement to the IP-CAN Bearer termination indication.

7.4
IP-CAN Bearer Modification


This sub-clause describes the signalling flow for the IP-CAN Bearer modification, if the triggering conditions given to the GW in the IP-CAN Bearer establishment phase are fulfilled. The AF may be involved. An example of the scenario is authorization of a session-based service for which an IP-CAN Bearer is also modified. 
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Figure 7.4: IP-CAN Bearer Modification
1.
Optionally, the AF provides service information to the PCRF due to AF session signalling..

2.
If step 1 took place, the PCRF stores the service information and replies with the Acknowledgement to the AF.

3.
The GW receives a request for IP-CAN Bearer modification.

4.
The GW determines that the PCC interaction is required and sends the PCC Rules request to the PCRF.

5.
If step 1 took place, the PCRF correlates the application and IP-CAN Bearer with the binding information (e.g. user's IP address) provided from AF and PCEF. If available, the PCRF also retrieves the saved application service information in order to make the authorization and policy decision.

6.
The PCRF may fetch the subscription related information from the SPR, if the PCRF does not have it.

7.
If step 6 took place, then SPR replies with the subscription related information, and the PCRF stores the information.

Note:
At this point, if the AF requested it at initial authorisation or if the PCRF requires more information from the AF before authorising the network resources modification, the PCRF contacts AF. The AF also replies with the requested information. 

8.
The PCRF makes the authorization and policy decision.

9.
The PCRF sends the decision(s) to the GW. The GW enforces the decision.

10.
The GW acknowledges the IP-CAN bearer signalling. 

Note:
If PCRF contacted the AF after step 7, the decision is reported to the AF. 


7.5
Unsolicited provisioning of policy and charging control information

This sub-clause describes the signalling flow for the unsolicited provisioning of policy and charging control information. The AF may be involved. An example of the scenario is initiation and authorization of a session-based service for which an IP-CAN Bearer needs to be modified. IP-CAN Bearer handling and handling of PCC decisions for non-session based services, and also general handling of PCC decisions that are not subject to AF-interaction is also applicable here.
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Figure 7.5: Unsolicited provisioning of policy and charging control information
1.
Optionally, the AF provides service information to the PCRF due to AF session signalling.

2.
If step 1 took place, the PCRF stores the service information and replies with an Acknowledgement to the AF.

3.
The PCRF may fetch the subscription related information from the SPR, if the PCRF does not have it.

4.
If step 3 took place, then SPR replies with the subscription related information, and the PCRF stores the information.

Editor’s Note: The SPR may also notify the PCRF when the subscription information has been changed, if the PCRF has requested such notifications.

Editor’s Note: Optionally, without AF or SPR Interaction, a trigger event in the PCRF may cause the PCRF to determine that the PCC rules require updating at the GW, e.g. change to configured policy. 

5.
The PCRF makes an authorization and policy decision.

6.
The PCRF sends the decision(s) to the GW. 

7.
The GW sends ACK to the PCRF.

8.
The GW enforces the decision. 

9. The GW may send an IP-CAN Bearer modification or termination request.

End of modified section
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