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Change Number 2:  Add new section 4.3.3.2a

4.3.3.2
Public user identities

Every IM CN subsystem user shall have one or more Public User Identities (see TS 22.228 [8]). The Public User Identity/identities are used by any user for requesting communications to other users. For example, this might be included on a business card.

-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have.

-
The Public User Identity/identities shall take the form of a SIP URI (as defined in RFC 3261 [12] and RFC 2396 [13]) or the "tel:"-URI format RFC 3966 [15].

-
An ISIM application shall securely store at least one Public User Identity (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the ISIM application.

-
A Public User Identity shall be registered either explicitly or implicitly before the identity can be used to originate IMS sessions and IMS session unrelated procedures.

-
A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and terminating IMS session unrelated procedures can be delivered to the UE of the user that the Public User Identity belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as described in chapter 5.12.

-
It shall be possible to register globally (i.e. through one single UE request) a user that has more than one public identity via a mechanism within the IP multimedia CN subsystem (e.g. by using an Implicit Registration Set). This shall not preclude the user from registering individually some of his/her public identities if needed.

-
Public User Identities are not authenticated by the network during registration.

-
Public User Identities may be used to identify the user's information within the HSS (for example during mobile terminated session set-up).
4.3.3.2a
Globally Routable User Agent URIs (GRUUs)

Each Public User Identity may have one or more Globally Routable User Agent URIs (GRUUs). Each GRUU is associated with one Public User Identity and one UE. 

-
The assignment and use of GRUUs conforms to the specifications of draft-ietf-sip-gruu-06 [45].

-
For purposes of establishing the association, a UE is identified by an Instance ID. An Instance ID is only assigned to one UE at any given time.

-
The GRUU serves as a URI that may be used from any domain and will route only to the one UE possessing the associated Instance ID, and only if the UE is at that time registered to the associated Public User Identity.

-
GRUUs are assigned by the S-CSCF.

-
Requests addressed to a GRUU are routed for termination processing to the S-CSCF responsible for the Public User Identity to which the GRUU is associated.

-
When doing termination processing for a request addressed to a GRUU, an S-CSCF shall use the IMS service profile for the Public User Identity to which the GRUU is associated.

-
The services applied to a request addressed to a GRUU may differ from those applied to a request addressed to the associated Public User Identity. This shall be controlled by conditional specifications in the IMS service profile.
Change Number 3: Add new section 4.3.3.5
4.3.3.4
Relationship of Private and Public User Identities

The home network operator is responsible for the assignment of the Private User Identities, and public user identities; other identities that are not defined by the operator may also exist.
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Figure 4.5: Relationship of the Private User Identity and Public User Identities

The IMS Service Profile is a collection of service and user related data as defined in TS 29.228 [30]. The Service Profile is independent from the Implicit Registration Set, e.g. Public User Identities with different Service Profiles may belong to the same Implicit Registration Set. Initial filter criteria in the service profile provide a simple service logic comprising of user / operator preferences that are of static nature i.e. they do not get changed on a frequent basis.

Application servers will provide more complex and dynamic service logic that can potentially make use of additional information not available directly via SIP messages (e.g. location, time, day etc.).

The IMS service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. A Public User Identity shall be registered at a single S‑CSCF at one time. All Public User Identities of an IMS subscription shall be registered at the same S‑CSCF. The service profile is downloaded from the HSS to the S‑CSCF. Only one service profile shall be associated with a Public User Identity at the S‑CSCF at a given time. Multiple service profiles may be defined in the HSS for a subscription. Each Public User Identity is associated with one and only one service profile. Each service profile is associated with one or more Public User Identities.

An ISIM application shall securely store the home domain name of the subscriber. It shall not be possible for the UE to modify the information from which the home domain name is derived.

It is not a requirement for a user to be able to register on behalf of another user which is third party registration specified in RFC 3261 [12] or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.
Public user identities may be shared across multiple Private User Identities within the same IMS subscription. Hence, a particular Public User Identity may be simultaneously registered from multiple UEs that use different Private User Identities and different contact addresses. If a Public User Identity is shared among the Private User Identities of a subscription, then it is assumed that all Private User Identities in the IMS subscription share the Public User Identity.

The relationship for a shared Public User Identity with Private User Identities, and the resulting relationship with service profiles and IMS subscription, is depicted in Figure 4.6.
An IMS subscription may support multiple IMS users.

NOTE 1:
The Public User Identity sharing mechanism described above is not intended to support sharing of identities across large numbers of Private User Identities, since this would result in all these users being forced to be associated with the same IMS subscription and hence the same S‑CSCF.

NOTE 2:
Subscription data is assumed to indicate which Public User Identities within a subscription are shared and which are not.
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Figure 4.6: The relation of a shared Public User Identity (Public-ID-2) and Private User Identities
All Service Profiles of a user shall be stored in the same HSS, even if the user has one or more shared Public User Identities.
4.3.3.5
Relationship of Public User Identities, GRUUs, and UEs

Each GRUU is associated with one Public User Identity and one UE. This relationship is depicted in Figure 4.6a. If a UE registers (explicitly or implicitly) with multiple Public User Identities, a separate GRUU is associated with each. If different UEs register with the same Public User Identity, a separate GRUU is associated with each.

[image: image3.wmf] 

Private User 

 

Identity

 

-

 

1

 

 

 

Private User 

 

Identity

 

-

 

2

 

 

 

Public User 

 

Identity

 

-

 

1

 

 

 

Public User 

 

Identity

 

-

 

2

 

 

 

Public User 

 

Identity

 

-

 

3

 

 

 

GRUU

-

1

 

GRUU

-

2

 

GRUU

-

3

 

GRUU

-

4

 

UE

-

1

 

UE

-

2

 


Figure 4.6a: The relationship of Public User Identities, GRUUs, and UEs

Change Number 4: Add text to Clause 4.6.3

4.6.3
Serving‑CSCF

The Serving‑CSCF (S‑CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator's network, different S‑CSCFs may have different functionalities. The functions performed by the S‑CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (e.g. HSS).

-
When a registration request includes an instance id with the contact being registered, the S-CSCF assigns a unique GRUU to the combination of Public User Identity and Instance ID.

-
If a registration request indicates support for GRUU, the S-CSCF will return the GRUU assigned to each currently registered Instance ID.

-
Notify subscribers about registration changes, including the GRUUs assigned to registered instances.
Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User Identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the I‑CSCF for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward the SIP request or response to that I‑CSCF.

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I‑CSCF within the operator's network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
In case the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc…);

-
Process and proceed with the request even if the user on whose behalf the AS had generated the request is unregistered.

-
Process and proceed with other requests to and from the user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P‑CSCF for a MT procedure to a home user within the home network, or for a user roaming within a visited network where the home network operator has chosen not to have an I‑CSCF in the path

-
Forward the SIP request or response to an I‑CSCF for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an I‑CSCF in the path.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in RFC 3312 [41].
Charging and resource utilisation:

-
Generation of CDRs
Change Number 5: Add text to Annex F
Annex F (informative):
Routing subsequent requests through the S‑CSCF

This annex provides some background information related to subclause 5.4.5.3.

The S‑CSCF is the focal point of home control. It guarantees operator control over sessions. Therefore IMS has been designed to guarantee that all initial session signalling requests goes through the Home S‑CSCF on both terminating and originating side. A number of tasks performed by the S‑CSCF are performed either at registration time or immediately during session set-up, e.g. evaluation of initial filter criteria. However, there are tasks of the S‑CSCF, which require the presence of the S‑CSCF in the signalling path afterwards:

-
Media parameter control: If the S‑CSCF finds media parameters that local policy or the user's subscriber profile does not allow to be used within an IMS session, it informs the originator. This requires record-routing in the S‑CSCF. For example, change of media parameters using UPDATE would by-pass a S‑CSCF, which does not record-route.

-
CDR generation: The S‑CSCF generates CDRs, which are used for offline charging and for statistical purposes. A S‑CSCF, which does not record-route, would not even be aware of session termination. If the CDRs at the S‑CSCF are needed, then the S‑CSCF must record-route.

-
Network initiated session release: The S‑CSCF may generate a network-initiated session release, e.g. for administrative reasons. For that purpose a S‑CSCF needs to be aware of ongoing sessions. In particular it must be aware of hard state dialogs that are required to be terminated by an explicit SIP request.
- 
If  a UE registered to the S-CSCF uses a Globally Routable User Agent URI (gruu) assigned by the S-CSCF as a contact address when establishing a dialog, then the S-CSCF must remain in the signaling path in order to translate mid-dialog requests addressed to that contact address.
The above criteria are particularly important for "multimedia telephony" type peer-to-peer communication.

-
Media parameter control guarantees that the user does not use services he or she did not pay for.

-
For telephony type services the session charging component is the most important one.

-
If a subscriber is administratively blocked, the network shall have the possibility to terminate ongoing communication.

More generally, all these tasks are needed; thus they need to be provided elsewhere if the S‑CSCF does not record-route.

On the other hand there are client-server based services, which may be offered by the home operator. An example of such service available today where the no record route principle is applied, is Presence, where notifications need not go through the S‑CSCF. Another example could be where the UE initiates a session to an Application Server (AS) in the home operator's domain, e.g. video download. In such cases:

-
The server implementation (or the server's knowledge of user subscription data) may limit the allowed media parameters.

-
Charging will be mostly event-based charging (content charging) and depends on the information provided from the AS.

-
The AS can terminate sessions. And the dialogs may be soft state dialogs, which are not required to be terminated by an explicit SIP request (e.g. SUBSCRIBE dialogs).
However not in all cases the AS would receive the necessary information, which usually triggers session release (e.g. for administrative reasons).

Thus, for some client-server based services, it might not be necessary to keep the S‑CSCF in the path. It may be desirable for an operator to avoid the load in the S‑CSCF and control the service from the AS. For such services "no record-routing in S‑CSCF" may be configured together with the initial filter criteria, as defined in subclause 5.4.5.3.
A user profile initial filter criteria may potentially apply several Application Servers to a single request. Some of these may obviate the need for the S-CSCF to remain in the path, while others do not. The nature of the mid-dialog tasks is such that they need only be provided in one place - the S-CSCF or one of the Application Servers.  Furthermore, the S-CSCF should not record-route multiple times because this adds overhead and delays requests without adding any benefit.

In addition to the above tasks, if a UE registered to the S-CSCF uses a Globally Routable User Agent URI (gruu) assigned by the S-CSCF as a contact address (in request or response) when establishing a dialog, then the S-CSCF must remain in the signaling path in order to translate mid-dialog requests addressed to that contact address. The need is established as part of dialog establishment. When required, this task cannot be provided elsewhere - the S-CSCF must record-route. 

The S-CSCF is challenged to determine when it must record-route and when it need not. It cannot determine this a priori because it doesn't know which Application Servers will be involved in the request until it receives a response to the dialog establishing request. For instance, there may be two application servers that may be applied to a request - the first being untrusted, while the second is trusted. If the request is routed to both of them before a response is received (i.e., both AS's proxy the request back to the S-CSCF) then the S-CSCF need not record-route, since it trusts the second AS to control the call. However, if the first AS acts as a UAS and responds to the request then the trusted AS will not be in the path. Therefore, it is essential that the S-CSCF record-route before routing the request to the untrusted AS.

In general, the S-CSCF must always record-route before routing to an untrusted AS. Then, if the request is routed back to the S-CSCF by the AS, the S-CSCF may remove the record-route entry it had added, and reconsider the need to record-route based on what happens next.

If the S-CSCF is required to record-route both to support gruu translations and because there is no trusted AS to handle the other tasks, then a single record-route along the path, present in both the request and the response, will serve that purpose.

However the task of translating a gruu is only required for requests addressed to the gruu, so, the record-route need only be present in the route-set of an element that originates a request towards a gruu-contact. When the S-CSCF is able to eliminate other reasons to record-route, it may minimize overhead by record-routing in only one direction. (The originating S-CSCF record-routes in the dialog establishing request and removes the entry from the responses. The terminating S-CSCF does not record-route in the request but instead remembers the position where its entry should be, then inserts an entry for itself in the response.)
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