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Introduction

It was discovered during the SA2#50 meeting in Budapest that there are still different interpretations of how the evolved packet core functions are allocated to the logical entities MME, UPE and Inter-AS Anchor. This contribution proposes clarifications of the issue.

Discussion

Some of the proposed function allocations to MME, UPE and Inter-AS Anchor are currently marked “FFS”. This does not describe why it is so, and does not allow the resolution of the remaining ambiguity. Therefore, it is suggested that for each of such functions, either the functions should be clarified or split in such a way that they can be unambiguously allocated to MME, UPE or Inter-AS Anchor without a preceding “FFS”, or clarifying conditions or reasons that relate to the allocation of a function are appended to the allocation. The “FFS” can be removed if such a condition exists, as it explains the reason for the “FFS” more clearly.
Proposal
The following changes are proposed to the text in section 7.11:
**** Start of changes ****

7.11
Key Issue – Functions in the evolved packet core
7.11.1
Description of Key Issue – Functions in the evolved packet core

The functions in the evolved packet core (as defined by Figure 4.2-1) are listed below. Depending on the deployment scenario, some of these functions might be optional. Note that this is not the exhaustive list of the all functions required in the evolved packet core and other functions identified later can be added.

· IP access service enabling functions such as IP address allocation.
· Packet routing and forwarding, including management and storage of user plane UE context describing IP bearer service and internal routing information.
· Policy and Charging Enforcement Function (PCEF) based on TS 23.203, including termination of Gx+ interface according to the PCC architecture and termination of the Gy = Ro interface with the on-line charging server.
· Collection of Charging Information for online or offline charging systems, including support for bearer and flow based charging for IP services, and for session based services.
· Mobility Anchor for mobility within SAE/LTE access.

· Mobility Anchor for mobility between different 3GPP based accesses (SAE/LTE and pre-SAE/LTE).

· Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses.

· Management and storage of UE control plane context, including generation of a temporary identity and mapping it to a permanent identity (e.g. IMSI).

· Mobility management, including determination of tracking areas and allowed PLMNs for handovers, and registration and tracking of LTE_IDLE state UEs.
· Authentication, authorization and key management, including HSS/AAA interaction.
· Lawful interception of user plane traffic.
· Lawful interception of signaling traffic.
· IP Gateway functionality to Internet (local breakout)
· IP Gateway functionality to external networks, including HPLMN and corporate access
· Interworking functionality to external networks, including support for Network Address Translation (NAT), Firewall and 
· Content control
· Multicasting traffic to multiple UEs.
The following functions are above eNodeB, and therefore in the evolved packet core if the RAN has no other entities than eNodeB. If there are other RAN entities than eNodeB, their inclusion is FFS:

· Ciphering termination for user plane traffic.

· Ciphering/integrity termination for NAS signaling.

· IP Header compression.
Inclusion of the following functions is FFS:
· Termination of LTE_IDLE state UE traffic on the downlink data path and paging requests.
To have a concrete architecture of the evolved packet core, the grouping of the functions into functional entities in the evolved packet core needs to be studied.
7.11.2
Solution for Key Issue - grouping of the functions

7.11.2.1
Allocation of evolved packet core functions to UPE, MME and Inter-AS Anchor
The below non-exhaustive lists present the allocation of evolved packet core functions to logical entities, for the purposes of comparing the grouping alternatives. This does not preclude solution alternatives that co-locate one or more of the logical entities. Depending on the deployment and roaming scenarios, some of these functions might be optional.

The UPE consists of the following functions:

· Packet routing and forwarding
· IP access service enabling functions

· Policy and Charging Enforcement Function (PCEF) based on TS 23.203, if it is decided that user plane traffic does not pass through the Inter-AS Anchor in VPLMN when roaming, or if it is decided in key issue 7.1 to place the function in the UPE
· Collection of Charging Information for online or offline charging systems, if it is decided that user plane traffic does not pass through the Inter-AS Anchor in VPLMN when roaming, or if it is decided in key issue 7.1 to place the function in the UPE
· Ciphering termination for user plane traffic, if there are no other user plane RAN entities than eNodeB

· IP Header compression, if there are no other user plane RAN entities than eNodeB
· Lawful interception of user plane traffic
· IP Gateway functionality to Internet, if it is decided that the UPE contains a mobility anchor function

· IP Gateway functionality to external networks, if it is decided that the UPE contains a mobility anchor function
· Mobility Anchor for mobility within SAE/LTE access
· Mobility Anchor for mobility between different 3GPP based accesses (pre SAE/LTE and SAE/LTE system), if it is decided in key issue 7.8.2 to co-locate the tunnel endpoint of pre-SAE/LTE 3GPP access systems with the UPE
The MME consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

· Management and storage of UE control plane context
· Mobility management
· Authentication, authorization and key management
· Lawful interception of signaling traffic

· Ciphering/integrity termination for NAS signaling, if it is decided to provide this function separately from the function Ciphering termination for user plane traffic
The Inter-AS Anchor consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

· Packet routing and forwarding
· IP access service enabling functions
· Authentication, authorization and key management, if it is decided in key issue 7.8.3 to provide this function independently of the MME for non-3GPP accesses
· Policy and Charging Enforcement Function (PCEF) based on TS 23.203
· Collection of Charging Information for online or offline charging systems
· Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses
· IP Gateway functionality to Internet
· IP Gateway functionality to external networks
· Mobility Anchor for mobility between different 3GPP based accesses (pre SAE/LTE and SAE/LTE system), if it is decided in key issue 7.8.2 not to co-locate the tunnel endpoint of pre-SAE/LTE 3GPP access systems with the UPE
· Lawful interception of user plane traffic, if it is decided that user plane traffic does not pass through the UPE in HPLMN when roaming
**** End of changes ****
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