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1 Introduction
A few SA2 meetings ago, a converged architecture was approved. This architecture contains an entity, the Inter AS Anchor, which terminates the Gi interface and is the user plane anchor for mobility between different access systems. It was left for further study whether the Inter AS Anchor will be one anchor for all accesses, or one anchor for 3GPP access systems and one anchor for non-3GPP access systems. 

This contribution focuses on mobility aspects and discusses an architecture where the Inter AS Anchor is one logical entity, containing one anchor for 3GPP access systems and one anchor for non-3GPP access systems.
2 Example scenario
The example scenario that is used in this contribution is that mobility within and between 3GPP accesses and mobility between 3GPP and non-3GPP access systems are handled by different mechanisms. Mobility within and between 3GPP accesses is handled by 3GPP specific mechanisms, e.g. based on (en evolution of) current 3GPP mobility procedures. Mobility between 3GPP and non-3GPP accesses is handled by Mobile IP. The 3GPP mobility mechanisms is a network based mobility mechanism while Mobile IP is a host (or terminal) based mobility scheme. The two mobility mechanisms operate independently of each other, making them pluggable and reducing complexity. The discussions in this contribution are independent of Mobile IP version (v4/v6).
3 Description

3.1 Architecture overview

In discussions about mobility solutions which use both network based (3GPP mobility procedures) and host based (Mobile IP) mobility schemes, the two mobility schemes will in general have separate anchor points. An anchor point is a logical point in the architecture where user plane traffic is anchored. Note that there is not necessarily a one-to-one mapping between anchor point and IP Point of Presence (PoP). An anchor point may be associated with an IP PoP, or several anchor points may be associated with the same IP PoP. For 3GPP mobility and inter-access system mobility, we distinguish between the following anchor points:
· 3GPP home anchor (corresponding to GGSN in pre-SAE/LTE GPRS): The anchor point for handovers between 3GPP access. 

· Non-3GPP anchor: The anchor point for handovers between 3GPP and non-3GPP access technologies and also (if applicable) for handovers between different non-3GPP technologies. 

These two anchor points should be located in one central CN node, in this paper called Access and Core network Gateway (ACGW) and be associated with the same IP PoP. The benefits with such an architecture are discussed in a separate section below. In addition, the ACGW will contain other functionality as presented in some detail in ‎[1], including the LTE UPE/MME functions. For the purpose of this contribution, the functional content of the ACGW can be illustrated as in the figure below.
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Figure 1. High-level functional content of a CN node in the Evolved Packet Core. The interface names refer to the SAE high level architecture (TR 23.882 v0.10.0).
The subscriber’s IP session is anchored in the ACGW that corresponds to the UE’s IP point of presence. This anchor ACGW enforces policies of all traffic that is passing through the anchor. As long as the anchor ACGW also supports the interface to the access network, there is no need for the user plane to traverse more than one ACGW. In a situation where e.g. an inter-access handover occurs, more than one CN node may be involved. In such a situation another CN node may take the role of a serving node (i.e. serving the new access), while the role of the anchor is preserved. It is a product/solution issue whether one or several ACGWs are involved in multi-access mobility. See figure below for two use case examples. 

[image: image2.emf]Evolved Packet Core

Anchor 

ACGW

3GPP 

access

Serving 

non-3GPP 

GW

Non-3GPP

Access 

Evolved Packet Core

(Home)

Anchor 

ACGW

Serving 

non-3GPP 

GW

Non-3GPP

Access

Visited Network

3GPP 

Access

Serving 

ACGW

Non-roaming Roaming


Figure 2. Examples of handover scenarios (non-roaming and roaming). 
In the followings sections, a CN architecture where 3GPP anchor and multi-access anchor are integrated in the same logical entity will be described in some detail. 

3.2 Mobile IP prerequisites

In order to better explain the proposal, a basic knowledge of a few Mobile IP principles is necessary. For a reader familiar with MIP, this section can be skipped. 
In Mobile IP, the UE is assigned a long term stable IP address, called “Home Address”, that is preserved as the UE changes access. The UE can reached at this Home Address, regardless of its current point of attachment to the Internet. If the UE is attached to its “home network”, traffic will be routed to the UE using the regular Internet routing. It is important to note that “home network” in Mobile IP terminology refers to the Internet subnetwork that corresponds to the UE’s Home Address. It thus refers to Internet topology and routing and has nothing to do with usage of  “home” and “visited” networks in roaming scenarios. If the UE is attached to a “foreign network”, i.e. to a network with a different Internet subnet prefix than the home network, traffic destined to the UE’s Home Address must be forwarded from the Home Network to the Foreign Network. The UE will be associated with a local IP address in the foreign network (Care-of Address in MIP terminology). It is the Home Agent (located in the Home Network) that in this case intercepts all traffic destined to the UE and tunnels this traffic to the UE’s current point of attachment (local IP address).
One property of MIP is thus that MIP signalling and user plane tunnelling is not needed if the UE is attached to the Home Network. The traffic will arrive at the UE anyway. It is only when the UE is attached to a foreign network that MIP registration in the Home Agent and corresponding user plane tunnelling between UE and Home Agent is needed. This property will be utilized below.
3.3 Properties of integrated architecture

For a 3GPP scenario, if the UE is assigned a PDP address that is equal to the MIP Home Address, the UE is considered to be “at home” (in MIP sense) when using 3GPP accesses. This means that MIP tunnelling is not needed when using 3GPP accesses. Only when the UE hands over to a non-3GPP access, it is necessary to register with the Home Agent to be able to continue use the Home Address. 
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Figure 3 Handover between 2G/3G, LTE and non-3GPP access. The dashed lines indicate the user plane when using 3GPP accesses. The solid line indicates the user plane path when in non-3GPP access.
This architecture has several advantages:

· No need to use the generic non-3GPP multi-access mobility solution when in 3GPP access. The 3GPP mobility solution can therefore be optimized for the 3GPP radio accesses.

· 3GPP-only capable terminals (including LTE) will not need to support Mobile IP which will reduce terminal complexity.

· No user plane overhead caused by Mobile IP when using 3GPP accesses. 

· No Mobile IP signalling needed when in 3GPP access, e.g. no need to periodically refresh binding with Home Agent. This reduces signalling overhead and removes MIP impact on the UE idle state. 

· Single IP Point of Presence for 3GPP accesses and non-3GPP accesses. Re-use of and integration with policy and charging control is simplified.

· True two-node architecture (Node B and ACGW) for LTE.  No need to transit more than one CN node in most cases when in 3GPP access. 
· A single logical CN entity (ACGW) simplifies standardization and reduces complexity.

3.4 Preserving anchor ACGW 
As described above, the anchor ACGW executes both 3GPP anchor and multi-access anchor functionalities for the given terminal. The anchor ACGW is thus preserved when handing over to a new access. It is therefore required that the IP session “finds back” to the anchor ACGW after handing over to a new access. This is an issue that needs consideration, since different mechanisms are used to select ACGW depending on if the terminal accesses over 3GPP or non-3GPP systems. 
The mechanisms for preserving anchor ACGW in SAE/LTE is FFS, but one possibility is to use the concepts described in ‎[2]. A solution described in ‎[2] is that the UE is assigned an ACGW identifier at the first registration. This identifier is then used to find the anchor ACGW when the UE hands over between different cells in the 3GPP access. For a non-3GPP access, the assumption is that the terminal uses Mobile IP to communicate with the ACGW and addresses the ACGW using the IP address that corresponds to the Home Agent in the ACGW. 
If the UE first registers in 3GPP access, the ACGW is assigned using 3GPP specific means. The ACGW can then deliver an identifier, e.g. FQDN or IP address, that corresponds to the HA in the ACGW. When the UE hands over from 3GPP access to non-3GPP access, the UE registers with the anchor ACGW using Mobile IP.
If the UE first registers in non-3GPP access, the ACGW can be assigned e.g. by the AAA infrastructure during access setup. In this case the UE can be provided a 3GPP ACGW identifier over the non-3GPP access for later use when the UE hands over to 3GPP access. 

4 Conclusion

This contribution has discussed a scenario where Mobile IP is used for mobility between 3GPP and non-3GPP access systems and a separate network based mobility scheme is used for mobility within and between 3GPP accesses. A Core Network architecture where the 3GPP mobility anchor and the non-3GPP mobility anchor are co-located in the same logical entity has several benefits, as has been shown in this contribution. In particular, an architecture where the terminal is not using Mobile IP tunnelling when in 3GPP accesses has benefits and can be realised by co-locating the mobility anchors. The proposal is also compatible with, and benefits from, ACGW pooling as proposed in ‎[2]. 

With an architecture as described in this contribution, the interface S5 of the converged architecture is not needed.  
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5 Proposal
It is proposed that a new Annex in TR 23.882 is created, with the title “On the need for interface S5”.

The content of the appendix shall be Section 3 of this contribution, with the addition of the following sentence at the end:  

“With an architecture as described in this appendix, the interface S5 of the converged architecture is not needed.”  
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