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1
Introduction

This contribution intends to describe possible solution for the IP address and Policy and Charging Enforcement Function (PCEF) allocation issues for SAE Roaming Architecture involving Evolved VPLMN, Evolved HPLMN, as well as the envisaged mobility management concept. Both cases where user traffic is handled in home network and visited network, described in [1] and [2], respectively, are covered.  
2 Discussion

2.1
Roaming user traffic handled in the home domain
With respect to the roaming architecture for Evolved VPLMN, Evolved HPLMN, where the user traffic is handled in the HPLMN, it has been proposed in [1] to have the roaming interface between the Inter-AS Anchor in HPLMN and the Inter-AS Anchor in VPLMN.
With this architecture, the mobility solution applied is based on the hierarchical mobility management concept. When the UE moves from its HPLMN to a new PLMN (VPLMN), its mobility between the PLMNs will be managed by the global mobility management protocol. Within the VPLMN, the UE mobility between each Access System (irrespective of Inter-3GPP or between 3GPP and non-3GPP) will be managed internally, with no mobility related signalling back to the home network. The mobility between these Access Systems within the VPLMN will be governed by the local mobility management protocol, which is network-based.
Two IP addresses will be associated with the UE for hierarchical mobility management concept – a global address (which is advertised to external communication nodes) assigned by the HPLMN, which is fixed throughout the registration or subscription lifetime of the UE with its HPLMN, depending on the IP address allocation mode; and a local address assigned by the UPE in each Access System, which is known internally only within the VPLMN. In order to hide the network topology of the VPLMN from the HPLMN, the Inter-AS Anchor in the VPLMN will act as the intermediary, i.e. only the address of the VPLMN Inter-AS Anchor is revealed to the HPLMN. In other words, the address binding of the UE in the HPLMN is between the UE’s home address with the address of the visited Inter-AS Anchor. Another address binding will be performed in the visited Inter-AS Anchor, which shall have the binding between the UE’s home address and UE’s local address in its binding cache. It has to be noted the current assumption is that the visited Inter-AS Anchor is able to route the packets to the correct UPE, either based on the UE’s local address prefix (assuming such relationship between the UPE with the Inter-AS Anchor can be identified based on the network prefix), or the existing binding between the UPE and the Inter-AS Anchor established during the network attachment procedure (section 7.1.3 in [3]). 
Since the user traffic is handled in the home network, it only makes sense if the PCEF is implemented in the Inter-AS Anchor in HPLMN, given that the home Inter-AS Anchor is at the other end of the roaming interface. It has to be pointed out that although mobility within the VPLMN is handled locally, the QoS policy and charging rules for the user traffic is actually enforced at home for this roaming scenario. 
[Editors Note: The enforcement of local policy, if required, in VPLMN is FFS. If required, it is currently foreseen that it is better to have the PCEF handling the local policy to be located in the visited Inter-AS Anchor, so as to avoid any extra signalling effort, for e.g. for synchronization, during UE Inter-AS handover within VPLMN]

With the proposed roaming architecture (shown in [1]), and the IP address and PCEF allocation and mobility management principle discussed above, the foreseen advantages obtained are as follows:
· Mobility management in VPLMN is handled locally, which enables the possibility of a faster inter-AS handover

· With no signalling back to the HPLMN, signalling across PLMNs is reduced
· Geographical location of user is not exposed, guaranteeing location privacy
· Topology of the VPLMN architecture remains internal and hidden from external network, ensuring better security

· Since network-based mobility management is applied, unmodified UE (i.e. UE with no MIP protocol stack) can be used and signalling over the air interface is minimised

· With PCEF in Inter-AS Anchor in HPLMN, there is no need for synchronization associated with charging and policy information provision in case of UE mobility between Access System in VPLMN
Other indirect advantages obtained are also foreseen, but are not detailed here.
2.2
Roaming user traffic handled in the visited domain
With respect to the roaming architecture between Evolved VPLMN, Evolved HPLMN, where the user traffic is handled in the VPLMN [2], similar concept based on the same reasons described in section 2.1 can be applied, with the exception that user traffic is now handled locally to enable optimised user traffic routing and local breakout. 

Initially, when the UE moves from its HPLMN to a new PLMN (VPLMN), a global mobility management protocol will be used for the user plane route update. This may be part of the signalling exchange between the visited network and home network to negotiate if route optimization/local breakout, where user traffic is handled in the visited network, is allowed. If allowed, then all mobility associated with the UE within the VPLMN (irrespective of Inter-3GPP or between 3GPP and non-3GPP Access Systems) will be handled locally, using a local mobility management protocol, which is network-based. No mobility related signalling is required back to the home network, until the UE moves to another service area of different PLMN.
Three IP addresses will be associated with the UE – a home address assigned by its HPLMN, and two addresses allocated by the VPLMN. The home address, which is always associated with the UE irrespective of where the UE is roaming into, is not used for routing in the user plane traffic route optimization; only the addresses assigned by the VPLMN are used for this. The first is the global IP address assigned by the visited Inter-AS Anchor, which is known to and used by external communication nodes, while the second address is the local address assigned by the UPE in each Access System, which is known internally only within the VPLMN. The visited Inter-AS Anchor will have an entry in its binding cache for the UE’s global address (assigned by the visited Inter-AS Anchor) and the UE’s local address. Similar to the discussion provided in section 2.1, it is assumed that the visited Inter-AS Anchor is able to route the packets to the correct UPE, either based on the UE’s local address prefix (assuming such relationship between the UPE with the Inter-AS Anchor can be identified based on the network prefix), or the existing binding between the UPE and the Inter-AS Anchor established during the network attachment procedure (section 7.1.3 in [3]). 
With the user traffic handled in the visited network, the PCEF will be implemented in the VPLMN. To avoid extra signalling effort in case of UE mobility between Access Systems, for e.g. for synchronization associated with charging and policy information provision, it is envisaged that this functionality will be better located in the visited Inter-AS Anchor. This will allow the avoidance of any complexity associated with PEP relocation, should this be performed in the UPE in each Access System instead. 

3
Proposal

It is proposed to agree on the solution provided for the IP address and PCEF allocation issues as well as the envisaged mobility management concept for SAE Roaming Architecture involving Evolved VPLMN, Evolved HPLMN for both cases where user traffic is handled in HPLMN and VPLMN. 
It is also proposed to capture these in the TR 23.882 [1]. If agreed, the mobility management signalling for UE roaming based on the hierarchical mobility management concept will be provided in future contributions.
4.3
Architecture for the evolved system – roaming case
4.3.x
Evolved VPLMN, Evolved HPLMN
4.3.x.1 Roaming user traffic handled in the home domain
With respect to the roaming architecture for Evolved VPLMN, Evolved HPLMN, where the user traffic is handled in the HPLMN, the roaming interface is between the Inter-AS Anchor in HPLMN and the Inter-AS Anchor in VPLMN. This would enable any inter-AS mobility events occurring in the VPLMN to be hidden from the HPLMN, hence relieving the home network from any mobility management and allowing a faster inter-AS handover; allow the network architecture topology of the VPLMN to remain internal, and hidden from the HPLMN; and provide the possibility for VPLMN to direct traffic onto the appropriate access system to assist in the management of network capacity and loading.

With this architecture, the mobility solution applied is based on the hierarchical mobility management concept. When the UE moves from its HPLMN to a new PLMN (VPLMN), its mobility between the PLMNs will be managed by the global mobility management protocol. Within the VPLMN, the UE mobility between each Access System (irrespective of Inter-3GPP or between 3GPP and non-3GPP) will be managed internally, with no mobility related signalling back to the home network. The mobility between these Access Systems within the VPLMN will be governed by the local mobility management protocol, which is network-based.

Two IP addresses will be associated with the UE for hierarchical mobility management concept – a global address (which is advertised to external communication nodes) assigned by the HPLMN, which is fixed throughout the registration or subscription lifetime of the UE with its HPLMN, depending on the IP address allocation mode; and a local address assigned by the UPE in each Access System, which is known internally only within the VPLMN. In order to hide the network topology of the VPLMN from the HPLMN, the Inter-AS Anchor in the VPLMN will act as the intermediary, i.e. only the address of the VPLMN Inter-AS Anchor is revealed to the HPLMN. In other words, the address binding of the UE in the HPLMN is between the UE’s home address with the address of the visited Inter-AS Anchor. Another address binding will be performed in the visited Inter-AS Anchor, which shall have the binding between the UE’s home address and UE’s local address in its binding cache. It has to be noted the current assumption is that the visited Inter-AS Anchor is able to route the packets to the correct UPE, either based on the UE’s local address prefix (assuming such relationship between the UPE with the Inter-AS Anchor can be identified based on the network prefix), or the existing binding between the UPE and the Inter-AS Anchor established during the network attachment procedure. 

Since the user traffic is handled in the home network, it only makes sense if the PCEF is implemented in the Inter-AS Anchor in HPLMN, given that the home Inter-AS Anchor is at the other end of the roaming interface. With this, the S7 interface will be between the PCRF and the home Inter-AS Anchor as shown in Figure-xx. It has to be pointed out that although mobility within the VPLMN is handled locally, the QoS policy and charging rules for the user traffic is actually enforced at home for this roaming scenario. 

[Editors Note: The enforcement of local policy, if required, in VPLMN is FFS. If required, it is currently foreseen that it is better to have the PCEF handling the local policy to be located in the visited Inter-AS Anchor, so as to avoid any extra signalling effort, for e.g. for synchronization, during UE Inter-AS handover within VPLMN]
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4.3.x.2 Roaming user traffic handled in the visited domain

Initially, when the UE moves from its HPLMN to a new PLMN (VPLMN), a global mobility management protocol will be used for the user plane route update. This may be part of the signalling exchange between the visited network and home network to negotiate if route optimization/local breakout, where user traffic is handled in the visited network, is allowed. If allowed, then all mobility associated with the UE within the VPLMN (irrespective of Inter-3GPP or between 3GPP and non-3GPP Access Systems) will be handled locally, using a local mobility management protocol, which is network-based. No mobility related signalling is required back to the home network, until the UE moves to another service area of different PLMN.
Three IP addresses will be associated with the UE – a home address assigned by its HPLMN, and two addresses allocated by the VPLMN. The home address, which is always associated with the UE irrespective of where the UE is roaming into, is not used for routing in the user plane traffic route optimization; only the addresses assigned by the VPLMN are used for this. The first is the global IP address assigned by the visited Inter-AS Anchor, which is known to and used by external communication nodes, while the second address is the local address assigned by the UPE in each Access System, which is known internally only within the VPLMN. The visited Inter-AS Anchor will have an entry in its binding cache for the UE’s global address (assigned by the visited Inter-AS Anchor) and the UE’s local address. Similar to the discussion provided in section 4.3.x.1, it is assumed that the visited Inter-AS Anchor is able to route the packets to the correct UPE, either based on the UE’s local address prefix (assuming such relationship between the UPE with the Inter-AS Anchor can be identified based on the network prefix), or the existing binding between the UPE and the Inter-AS Anchor established during the network attachment procedure. 
With the user traffic handled in the visited network, the PCEF will be implemented in the VPLMN. To avoid extra signalling effort in case of UE mobility between Access Systems, for e.g. for synchronization associated with charging and policy information provision, it is envisaged that this functionality will be better located in the visited Inter-AS Anchor. This will allow the avoidance of any complexity associated with PEP relocation, should this be performed in the UPE in each Access System instead. With this, the S7 interface will be between the proxy PCRF and the visited Inter-AS Anchor as shown in Figure-yy and Figure-yz, for the case of AF in HPLMN and VPLMN, respectively.
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[image: image3.emf]Figure-yz – roaming case
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Figure-xx – roaming case
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Figure-yy – roaming case
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Figure-yz – roaming case
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