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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [11] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [11].
Emergency-CSCF: The Emergency-CSCF handles certain aspects of emergency sessions, e.g. routing of emergency requests to the correct emergency centre or PSAP.
IP-Connectivity Access Network (IP-CAN): The collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.

Location Retrieval Function (LRF): this functional entity handles the retrieval of location information for the UE including, where required, interim location information, initial location information and updated location information. The LRF may interact with a separate RDF or contain an integrated RDF in order to obtain routing information. The LRF may interact with a separate GMLC or contain an integrated GMLC in order to obtain location information. The LRF may interact with or contain other types of location server functions in order to obtain location information. 
Routing Determination Function (RDF): The functional entity, which may be integrated in a VoIP Positioning Centre (VPC, e.g. Location Server or GMLC) or in an LRF, provides the proper PSAP destination address to the E-CSCF for routing the emergency request. It can interact with a location functional entity (e.g. GMLC) to manage ESQK allocation and management, and deliver location information to the PSAP.
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

E-CSCF
Emergency-CSCF

RDF
Routing Determination Function
LRF
Location Retrieval Function
4
High level Principles

4.1
Architectural Principles

The solution for emergency sessions in the IMS fulfils the following architectural requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access, I-WLAN access and a nomadic access.

3.
Any kind of emergency numbers, and emergency SIP and TEL URIs as specified in TS 22.101 [8], and special indications for emergency sessions within the SIP signalling shall be supported.

4.
Emergency sessions should be prioritized over non-emergency sessions by the system.

5.
The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. The cases where the UE can't detect an emergency session shall also be supported.

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS. The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported where regulations allow. In the case that a UE is already IMS registered, it shall, in addition, perform a registration for the support of emergency services (emergency registration). The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI that is used to call back the user from the PSTN. 
Editor's note: The usage of a special emergency Public User Identifier is FFS.

Editor's note: The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.

     If the UE does not have sufficient credentials to authenticate with the IMS it shall be possible to perform session establishment without an existing security association between UE and P-CSCF, and the UE shall include an equipment identifier (the specific details of the equipment identifier to use may depend upon the IPCAN) in the request to establish an emergency session.

8.
It shall be possible to reject emergency service requests from an UE, without sufficient credentials to authenticate with the IMS in networks where emergency services from UEs with sufficient credentials to authenticate with the IMS are required.

9.
Emergency Service is not a subscription service and therefore will mainly be supported in the roamed to network. In the case that a UE has sufficient credentials, it shall initiate a registration with the network (requiring the involvement of the home network). The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services. In the case that the registration fails, the UE may attempt an anonymous emergency call.

10.
If an emergency session establishment request is routed to a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).
11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user for an emergency session from a UE that has registered (i.e. containing valid credentials).

13.
The IMS core network shall be able to transport information on the location of the subscriber.

14.
The support of emergency calls on media other than voice shall be possible.

15.
The network shall be able to retrieve the caller’s location;

16.
As a regional option, the network shall be capable of assigning a routable location key (i.e. Emergency Services Query Key, a.k.a. ESQK, which has the same properties as the existing ESRK in wireless 911 services) to an IMS emergency session, and releasing the ESQK when the emergency session is terminated.

17.
The network shall provide the caller’s location information to the PSAP upon query from the PSAP.

18.
The network shall provide the possibility to route to a default answering point given the scenario where the local PSAP can not be determined.

In addition to the architectural requirements, the following architectural principles apply to IMS emergency sessions:

-
The IMS network shall be able to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

-
If a visited network can support PS emergency service, the emergency session shall be established in the visited network whether or not UE is registered in IMS in the home network.
-
The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. 

-
The P-CSCF in the visited network should route the corresponding request to an E-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should, when it can recognise the emergency number or emergency indication, respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). The P-CSCF checks whether an anonymous emergency session request, e.g. in case where the UE does not have sufficient credentials to authenticate with the IMS network, is allowed. If such a request is allowed, no security association between UE and P-CSCF is established and the request is forwarded to an appropriate E-CSCF.

-
The E-CSCF shall route the emergency request directly to an emergency centre/PSAP or BGCF based on location information and additionally other information such as type of emergency service in the request. If the request is destined for a BGCF, the E-CSCF or RDF shall translate the received SIP-URI or Tel-URI based on location information and additionally other information such as type of emergency service into a number, which is routable in the PSTN or CS domain. This routable number is forwarded to the BGCF and should have the same format as used for CS emergency calls. If required by regulations, determination of the emergency centre or PSAP may also be based on location information provided by the network (e.g., Location Services).
4.2
Naming and Addressing

Editor's Note:
Using the requirements documented in TR 23.867, section 4.2 as a baseline.

The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI.

Editor's note: The usage of a special emergency Public User Identifier is FFS.

4.3
Location information for Emergency Session

Editor's Note:
Using the requirements documented in TR 23.867, section 4.6 as a baseline.

4.3.1
General Location Information Principles
If the UE has some location information, then the UE shall include the location information in the request to establish an emergency session. The network may query the IP-CAN and/or UE to obtain further location information or to validate the location information provided initially by the UE.

The E-CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to the current location of the UE. The access dependent variations of this approach are described below, for the cases where the UE is using GPRS, I‑WLAN or fixed broadband access for the emergency service.

The IMS forwards the SIP request containing the UE's location information to the PSAP/Emergency Centre
4.3.2
Location handling for PS domain
Editor's Note:
For Further Study
4.3.3
Emergency location information for fixed broadband access
For fixed broadband access, the UE may know its own geographical location. If the UE knows its geographical location, it shall insert the geographical location information in the SIP INVITE request when establishing the emergency IMS session.

As an alternative, if the UE is not able to determine its own location, the UE should try to request its location from the access network. The access network may know the location of the access point where the UE is connected to. The UE should request the location information from the access network according to subclause 7.8.2.2. The UE shall insert the location information received as a response to the location query in the emergency SIP INVITE request. 

If the UE does not know its location and is unable to obtain its location from the access network, then the UE shall include an indication in the emergency SIP INVITE that its location is unknown. 

If the UE does not provide location information, the IMS network may request location information from the access network according to the subclause 7.8.2.3 and insert the location information in the received INVITE request. The IMS network may also request location information from the access network in the case that verification of the location information provided by the UE is required. After such verification, the IMS network may override the location information received from the UE before routing the request to the PSAP. 

Editor's note:
How the IMS network routes the emergency session based on location information is FFS.

Editor's note:
Emergency location information for I-WLAN will be placed in a separate subchapter.

4.4
IP-CAN

The following are the expectations on the IP-CAN for IMS emergency services:

-
It shall be possible to access the IP-CAN without sufficient security credentials.

-
It shall be possible to reject requests from UE without sufficient security credentials to establish bearer resources

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, it shall be possible for the IP-CAN to prioritise emergency services traffic.

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN shall ensure that the IP flows using the requested resources are only for communication with the network entities involved in the support of the emergency services. 

-
The IP-CAN may provide emergency numbers to the UE in order to ensure that local emergency numbers are known to the UE (see TS 22.101 [8]).

In case the IP-CAN is a GPRS network, the detailed procedures are described in the TS 23.060 [2].
5
Architecture model and reference points

5.1
Reference architecture

This specification introduces an additional CSCF role to those defined in the IMS architecture TS 23.002 [12], called Emergency CSCF (E-CSCF), see figure 5.1.
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Figure 5.1: E-CSCF in reference architecture

NOTE 1:
P-CSCF and E-CSCF are always located in the same network; this is the visited network when the UE is roaming.
NOTE 2:
For simplicity, not all functional components, e.g. I-CSCF, MGCF and BGCF, are shown in this figure.

NOTE 3:  It shall be possible, for example in the North America regions, to support configurations where the Location Retrieval Function (LRF) may consist of a Routing Determination Function (RDF) and a VoIP Positioning Centre (VPC, e.g. Location Server or GMLC), the interface between Location Server and RDF is out of scope of this specification. The RDF may be integrated in the Location Server (e.g. in the LRF).
5.2
Reference points

Editor's Note:
Description of the reference points.

The E-CSCF uses Mw, Mr, Mg, Mi, Ml, and Mm reference points to connect to other IMS entities.

6
Functional description

Editor's Note:
The text below contains some GPRS specific terminology. This terminology will be generalised to represent the IP-CAN terminology and the GPRS specific aspects will be separated.

6.1
UE

1.
If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the request.

2.
If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

Editor's note: how the UE gets the policy related to domain selection is FFS.

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as indicated in steps 2, 3, and 4, with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

6.
Other general requirements of UE shall be referred to the general requirements of emergency calls in TS 22.101 [8].
7.
If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P-CSCF with both the indications of "anonymous user" and “emergency service”, and the UE shall include an equipment identifier in the request to establish an emergency session.

Note: “anonymous user” in this context is the person who does not have sufficient credential for IMS registration. No Stage 3 work is expected as the anonymous user detection already existed today. 
8.
The UE shall use a special emergency Public User Identifier in the emergency registration request if emergency registration is performed. The format of this public user identity has to be defined by stage 3.

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.

-
Emergency session indication. 
-
Optionally, type of emergency service. It could be implied in the above emergency session indication.

-
UE's location information if available.
-
The Tel URI associated to the emergency Public User Identifier, if available.

6.2
IMS Functional entities

6.2.1
Proxy-CSCF

-
Handle registration requests with an emergency indication like any other registration requests and forward the request to the IBCF or I-CSCF in the user’s home network.

-
Detect an emergency session establishment request and perform one of the following:

-
On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether unmarked emergency requests are allowed based upon local policy (e.g., checking access type). If such requests are not allowed, the P-CSCF shall send a response with a 380 (Alternative Service) with the type set to "emergency". If such requests are allowed, the P-CSCF shall mark the session establishment request as an emergency session, select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document.
-
On receipt of a marked emergency service session establishment request, the P-CSCF shall prioritize the emergency session and shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

-
On receipt of a session establishment request with an "anonymous user" indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response.

-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether the UE provided a Tel URI as its identity in the request. If a Tel URI is present in the request, the P-CSCF shall check the validity of this Tel URI. If no Tel URI is present in the request and the P-CSCF is aware about the Tel URI associated with the emergency Public User Identifier, it shall provide the Tel URI in the session establishment request.

6.2.2
Emergency-CSCF

-
Receive an emergency session establishment request from a P-CSCF.

-
Based on local policy, the E-CSCF may require the LRF to retrieve location information and determine the proper PSAP destination.

-
Route emergency session establishment requests to an appropriate destination (e.g. PSAP/emergency centre or BGCF) based on location information and additionally other information such as type of emergency service in the request, or based on the response (e.g. Request URI) from the LRF.

-
If needed, retrieve the UE's location information as described in Section 7.8 Retrieving Location information for Emergency Session

-
Route anonymous session establishment requests when the UE is not registered in the IMS.

-
If the emergency request has to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), translate the received SIP-URI or Tel-URI based on location information and additionally other information such as type of emergency service in a number that is routable in the GSTN. Forward the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.

Based on operator policy (e.g. depending on access type used and other information) the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
6.2.3     Location Retrieval Function

The Location Retrieval Function (LRF) is responsible for retrieving the location information of the UE that has initiated an IMS emergency session. It shall be possible, for example in the North America regions, to support configurations where the Location Retrieval Function (LRF) may consist of a Routing Determination Function (RDF) and a VoIP Positioning Centre (VPC) (e.g. Location Server or GMLC), the interface between Location Server and RDF is out of scope of this specification.

The RDF, which may be integrated in a VoIP Positioning Centre (VPC), provides the proper PSAP destination address to the E-CSCF for routing the emergency request. It can interact with a location functional entity (e.g., GMLC) to manage ESQK allocation and management, and deliver location information to the PSAP. These interactions are outside the scope of this specification.

Information provided by the LRF to the E-CSCF includes the routing information and other parameters necessary for emergency services, which are subject to local regulation. For example, this information may include the ESQK, ESRN, and LRO in North America.
In order to provide the correct PSAP destination address to the E-CSCF, the LRF may require interim location information for the UE. This information may be obtained by the LRF through direct interaction with entities such as the IP-CAN or UE or by requesting the service of some other location server (e.g. a GMLC or an OMA SLP). The information may also be provided to the LRF by some other entity (e.g. a GMLC or the IP-CAN) without a direct request. Details of these interactions are outside the scope of this specification.
In some regions, for example in the North American region, it may be a requirement to provide the PSAP with an accurate initial location estimate for the UE and possibly to provide an accurate updated location estimate for the UE if requested by the PSAP. When this requirement exists, the LRF may store a record of the emergency session including all information provided by the E-CSCF and shall only release this record when informed by the E-CSCF that the emergency session has terminated. The information provided by the LRF to the E-CSCF (e.g. ESQK) shall then include correlation information identifying both the LRF and the emergency session record in the LRF. This correlation information shall be transferred to the PSAP during session establishment (e.g. in a SIP INVITE or via SS7 ISUP signalling from the MGCF). The PSAP may use this information to request an initial location estimate from the LRF and/or to request an updated location estimate. If such a request is received, the LRF may obtain an accurate location estimate through direct interaction with entities such as the IP-CAN or UE or by requesting the service of some other location server (e.g. a GMLC or an OMA SLP). The location information may also be provided to the LRF by some other entity (e.g. a GMLC) without a direct request. Details of these interactions are outside the scope of this specification.
7
Procedures related to establishment of IMS emergency session

7.1
High Level Procedures for IMS Emergency Services

7.1.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 7.1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN. If the UE is already bearer registered, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.
The exact means for the P-CSCF discovery is dependant upon the IP-CAN. 

6.
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4. The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure and to inform the home network that roaming restrictions may not be applied. The UE shall use a special emergency Public User Identifier in the emergency registration request. Using a special emergency public user identity may enable not disturbing established services that use other public user identifiers

NOTE:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.


When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.


The P-CSCF forwards the registration request to an appropriate E-CSCF in the serving network. This E-CSCF forwards the registration request further on to the user's home network. Emergency registration requests are processed like any other registration requests. After successful registration the UE establishes a security association with the P-CSCF to provide for integrity protection between UE and P-CSCF.


If the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7. 
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
If the UE has sufficient credentials to authenticate with the IMS network, it shall send an IMS session establishment request to the P-CSCF containing an indication that this is for an emergency session establishment. The UE shall provide the Tel URI associated to the emergency Public User Identifier in the session establishment request, if available. The P-CSCF shall check the validity of the Tel URI, if it was present in the request coming from the UE. If it was not present, the P-CSCF shall provide the Tel URI in the session establishment request.
Editor's note: The usage of a special emergency Public User Identifier is FFS.

Editor's note: The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.
-
If the UE does not have sufficient credentials to authenticate with the IMS network, it shall send an emergency session establishment request to the P-CSCF without prior registration. In this request the UE shall indicate that this request is coming from an anonymous user and the UE shall include an equipment identifier in the request to establish an emergency session. When the P-CSCF receives an emergency session establishment request with an "anonymous user" indication it shall check whether anonymous emergency sessions are allowed. In the case that anonymous emergency sessions are not allowed, and the "anonymous user" indication is present, the P-CSCF shall reject the session establishment request with sufficient information to inform the UE that the application level registration will not succeed. Otherwise the request is forwarded to an appropriate E-CSCF although no security association between UE and P-CSCF is established.

-
Upon reception of the emergency session initiation request, the P-CSCF shall recognize that the session requested is an "emergency" and shall prioritise the emergency session.

-

Upon the reception of the emergency session initiation request, the E-CSCF shall route the signalling towards the emergency centre or the PSAP. The E-CSCF shall also route anonymous session establishment requests when the UE is not registered in the IMS.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE's configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.
7.1.2
Non UE detectable Emergency Session
As the UE could not detect the emergency session, the session establishment request will be sent to the P-CSCF as per a normal session establishment procedure. Prior to sending the session establishment request the UE must be registered in the IMS.

In the case that the P-CSCF can detect that this is a request to establish an emergency session, then the following shall apply based upon local policy (e.g., checking access type):

-
when the P-CSCF receives the session initiation request and detects that this is an emergency request, the P-CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the "UE Detectable Emergency Session" described in subclause 7.1.1 above.
-
when the P-CSCF receives the session initiation request and detects that this is an emergency request, the P-CSCF may allow the session initiation request to continue by inserting the explicit emergency indication in the session request and forward that request to an Emergency CSCF in the same network. 
In the case that the P-CSCF does not detect that that this is a request to establish an emergency session, and the S-CSCF does detect that this is a request to establish an emergency session, then the following shall apply:

In the case that the subscriber is roaming:

-
Upon the reception of the session initiation request without an emergency service indication, the S-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the "UE Detectable Emergency Session" described in subclause 7.1.1 above.

In the case that the subscriber is at home:

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or PSAP.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling.
7.1.3
Emergency Session Establishment  using LRF/RDF

Figure 7.2 illustrates a high level call flow for the IMS emergency session establishment procedure in North America.
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Figure 7.2: Emergency Session Establishment procedure with using LRF/DRF

1. UE initiates an emergency session request by sending a SIP INVITE message with including emergency URI. 

2. If required, the IMS network may access the LRF to retrieve the UE’s location. 

3. If required, LRF invokes the RDF to determine the proper PSAP destination.  LRF returns the necessary routing information (e.g., ESQK for North America) to the IMS network.

4. The IMS network uses the routing information returned by the LRF to route the emergency session request towards the appropriate PSAP.

NOTE: if the LRF provides an ESQK to the IMS network in step 3 or assigns any other dedicated resource to the emergency session, the IMS network shall inform the LRF when the session is released in order to allow the LRF to release this resource.
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