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1. Introduction

In 3GPP release 7, the PCC architecture for charging and policy control is applicable to a multi access scenario. SA2 agreed to specify the PCC architecture in TS 23.203, comprising an access agnostic main body and multiple annexes, each annex defining additional specific access technology information.

Description of access agnostic features of PCC needs definition of generic, access independent concepts. In particular IP CAN bearers and IP CAN sessions are currently defined with GPRS in mind. These concepts are discussed here.

2. Discussion

For a generic description, it is needed to have generic IP CAN independent descriptions of bearers and sessions in the traffic plane on which rules operate and which trigger events.

The generic IP CAN bearers and IP CAN sessions shall be applicable to different IP CANs such as GPRS, I-WLAN, Fixed access, etc.

IP CAN Bearers can be looked upon from multiple view points, e.g.:

-connection oriented/connection less


-shared or dedicated to users


-static or dynamically allocated

These aspects are meaningful depending on which functions we want to describe. We need a definition that is useful for the application of PCC functionality. An IP CAN bearer is used to transport user payload or signalling. The transport shall be possible to describe in QoS characteristics. The IP CAN bearer may be used for a definite time, and shall be distinguishable from another IP CAN bearer that is used. There will be a need for applying PCC rules to the IP CAN bearer. The bearer may be allocated and removed, in which cases the PCC rules may be installed and removed. These bearers may be further specified by characteristics that are IP CAN specific, but they need at least be of distinguishable QoS in the generic case.
There is a need for an association between the user and an IP network. We call this association the IP CAN session. The IP CAN session provides a means to transport data through the IP CAN between the user and the IP network. The IP CAN session is identified by an IP address. The IP-CAN session can incorporate one or more bearers.
Examples of IP CAN bearers and IP CAN sessions for different access systems are shown in the table:

	
	GPRS
	I-WLAN
	Fixed access

	IP CAN Session
	Existence of one or more PDP Contexts for one UE, APN and IP address.
	IP Sec Tunnel
	DHCP

	IP CAN Bearer
	Associated PDP Context (same IP Address)
	DSCP within the IP Sec tunnel
	DSCP/VLAN


3. Proposal 

It is proposed to make the following amendments to the TS 23.203 v0.2.1:
************
1st change
************

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

authorised QoS: The maximum QoS that is authorised for a service data flow. In case of an aggregation of multiple service data flows within one IP-CAN bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual service data flows is the "Authorised QoS" for the IP-CAN bearer. It contains the QoS class and the data rate.

binding: The association between a service data flow and the IP-CAN bearer (for GPRS the PDP context) transporting that service data flow.

binding mechanism: The method for creating, modifying and deleting bindings.
charging key: information used by the online and offline charging system for rating purposes.
gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. 

IP-CAN bearer: An IP transmission path of defined capacity, delay and bit error rate, etc. See TS 21.905 [x] for definition of bearer.
IP-CAN session: The association between (a) a UE and (b) an IP network (for GPRS, APN). The association is identified by a UE IP address together with a UE identity information if available. An IP-CAN session incorporates one or more IP-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as long as the UE IP address is established and announced to the IP network.. 
packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow. 

PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control. 

service data flow: An aggregate set of packet flows. 

service data flow filter: A set of IP header parameter values/ranges used to identify one or more of the packet flows constituting a service data flow. A service data flow filter of a PCC rule that is predefined in the PCEF may use parameters that extend the packet inspection beyond the IP 5 tuple.

service data flow template: The set of service data flow filters in a PCC rule, required for defining a service data flow.

service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow.

session based service: An end user service requiring application level signalling, which is separated from service rendering.

PCC decision: A decision consists of PCC rules and IP-CAN bearer attributes, which is provided by the PCRF to the PCEF for policy and charging control.
3GPP


