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Introduction

The current description of PCC does not allow for a differentiation between different instances of the same service. Consequently, it is currently not possible to generate separate accounting reports for e.g. the media components of two IMS multimedia sessions comprising the same services (media types).
Without a separate accounting and reporting for PCC rules with different AF record information, charging correlation cannot be provided if the same charging key/service identifier combination is used by different PCC rules (as both service data flows would be accounted and reported together). This however, would either strongly limit the applicability of PCC or extremely complicate the configuration of charging keys and service identifiers.
It is therefore proposed to clarify that for PCC rules with AF record information the PCEF shall account and report charging information for each charging key/service identifier/AF record information.
Proposed Changes

Start of modified section

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

authorised QoS: The maximum QoS that is authorised for a service data flow. In case of an aggregation of multiple service data flows within one IP-CAN bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual service data flows is the "Authorised QoS" for the IP-CAN bearer. It contains the QoS class and the data rate.

binding: The association between a service data flow and the IP-CAN bearer (for GPRS the PDP context) transporting that service data flow.

binding mechanism: The method for creating, modifying and deleting bindings.
charging key: information used by the online and offline charging system for rating purposes.
gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. 

IP-CAN bearer: An IP transmission path of defined capacity, delay and bit error rate, etc. See TS 21.905 [8] for the definition of bearer.
IP-CAN session: The association between a UE and an IP network (for GPRS, APN) and the allocated UE IP address. An IP-CAN session incorporates one or more IP-CAN bearers. An IP-CAN session is established when the first IP-CAN bearer for a UE IP address is established. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific, see Annex A. The IP-CAN session is terminated when the last IP-CAN bearer for the associated UE IP address is terminated.

packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow. 

PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control. 

service data flow: An aggregate set of packet flows. 

service data flow filter: A set of IP header parameter values/ranges used to identify one or more of the packet flows constituting a service data flow. A service data flow filter of a PCC rule that is predefined in the GW may use parameters that extend the packet inspection beyond the IP 5 tuple.

service data flow template: The set of service data flow filters in a PCC rule, required for defining a service data flow.

service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow. A concrete instance of a service may only be identified if additional AF information is available (further details to be found in 6.1.2).
session based service: An end user service requiring application level signalling, which is separated from service rendering.

PCC decision: A decision consists of PCC rules and IP-CAN bearer attributes, which is provided by the PCRF to the PCEF for policy and charging control.
End of modified section
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6.1.2
Reporting

Reporting refers to the differentiated  IP-CAN bearer usage information (measured at the PCEF) being reported to the online or offline charging functions. 

NOTE 1: Reporting usage information to the online charging function is distinct from credit management. Hence multiple charging rules may share the same charging key for which one credit is assigned whereas reporting may be at higher granularity if serviced identifier level reporting is used.

The PCEF shall report usage information for online and offline charging.

The PCEF shall report usage information for each charging key value.

The PCEF shall report usage information for each charging key/service identifier combination.

NOTE 2: For reporting purposes a) the charging key value identifies a service data flow if the charging key value is unique for that particular service data flow and b) if the service identifier level reporting is present then the service identifier value of the charging rule together with the charging key identify the service data flow.

The PCEF shall report charging information for each combination of charging key/service identifier/AF record information for PCC rules with AF record information.

Charging information shall be reported based on the result from the service data flow detection and measurement on a per IP-CAN bearer basis.

A report may contain multiple containers, each container associated with a charging key or charging key/service identifier/AF record information.
End of modified section
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6.3.1
General
Editor's note-i: To be filled with relevant information from section 5.2 of TS 23.125.

Editors’ note-ii: The following list defines additions needed for Rel-6 Gx reference point to support Rel-5/Rel-6 Go functionality:

-
New parameter for the "Authorised QoS" information from PCRF to PCEF, so the PCEF can enforce the Authorised QoS at any time.

-
Service data flow description needs to be completed with enable/disable information for proper gating;

The purpose of the Policy and charging control rule (PCC rule) is to enable the user plane detection of, the policy control and proper charging for a service data flow.

< unmodified text skipped >

The PCC Reporting level indicates whether the PCEF shall generate reports per Service Identifier. The PCEF shall accumulate the measurements from all PCC rules with the same combination of Charging key/Service identifier values in a single report. 

The PCC Application function record information identifies an instance of service usage. A subsequently generated usage report, generated as a result of the rule, may include the Application function record information, if available. The report is however restricted to include only usage related to the Application function record information reported, i.e. the report shall not accumulate the usage of other PCC rules with the same combination of Charging key/Service identifier values. The Application Function Record Information may contain the AF Charging Identifier and/or the Flow identifiers.
The PCC Gate indicates whether the PCEF shall let a packet matching the PCC Service data flow template, pass through (gate is open) the PCEF or the PCEF shall discard (gate is closed) the packet.

Note:
A packet, matching a PCC Rule with an open gate, may be discarded due to credit management reasons.
End of modified section
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