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Abstract of the contribution: Different IP versions will introduce interoperability problems and one solution is proposed.
INTRODUCTION

There are some reasons that. Following is not a complete list of reasons.

1) The number of terminals will increase greatly since Machine to Machine (M2M) communications and Multiple UEs Belong to a Single user (MUBS) will be quite popular.

2) The requirements for an IP address will increase, too. In the AIPN, all the services are based on IP, which means that you cannot enjoy any service without an IP address.

3) The duration of retaining IP address will also increase. ‘Always on line’ will come into realities along with services like PUSH, IM, and Presence.

4) NAT traverse is difficult for applications and network functions, e.g. mobility management. Even it is possible to traverse NAT, the NAT device will probably be performance bottleneck or failure point.

For some operators, there are already huge gaps between requirements and possessions of IP addresses. The IP addresses may be less than 1/150 of their subscribers today. The whole world will be running out of IP addresses if 2G to 3G migrations success or M2M communications grow.

However, it is reasonable to assume that some operators, especially traditional Internet network providers having plenty of IPv4 addresses, will retain IPv4 networks for a long time. Hence it is possible that different operators would choose different IP versions without strong recommendation in the standards. Interoperability problem will arise especially in the case of roaming or terminal mobility.
PROPOSAL

It is proposed following texts to be added to TR 23.882.
*******************************************************Start of Changes*************************************************

7.x
Key Issue- IP Versions
7.x.1
Description of Key Issue – IP Versions
If operators choose different IP versions based on their own policies or considerations, some access systems and terminals will support IPv4, andbut the other access systems and terminals will support IPv6. Interoperability between different IP versions (e.g. between IPv6 terminal and IPv4 terminal, between IPv6 terminal and IPv4 access system, between IPv4 terminal and IPv6 access system) is important to support roaming and terminal mobility.
7.x.2
Solution for key issue – IP Versions
One possible solution is that the UE is IPv6/IPv4 dual stack and mobility management protocol is DSMIPv6 (Dual-Stack Mobile IPv6). IETF is working on the DSMIPv6 solution for MIPv6 to run over IPv4 networks, which is not a complex solution.

it is expected to have a single mobility mechanism for v4 and v6 not two mechanisms. Besides the large IP address space, MIPv6 offers a number of improvements over MIPv4.

1) There is no need to deploy Foreign Agent (FA) and the Care-of Address can be configured automatically as usually.

2) Route optimization, which is essential for user-to-user traffic and will benefit user-to-server traffic too.

3) Enhanced security and authentication. Route optimisation can operate securely.

4) Home Agent can also be discovered automatically. This makes it possible to provide HA redundancy and load-sharing.

5) It is possible to provide mobility to users in multicast sessions.

6) DSMIPv6 can run over IPv4 networks.

Based on the above improvements, it is reasonable to prefer MIPv6 over MIPv4. DSMIPv6 is a simple extension to MIPv6 that supports running over IPv4 networks. In the DSMIPv6 solution, the UE is IPv6/IPv4 dual stack and hence can obtain an IPv4 address from visited IPv4-only network. The binding update, an IPv6 packet, will be encapsulated in an IPv4 header contains the IPv4 care-of address. The source address of the IPv6 packet is the IPv4-mapped address format of the IPv4 care-of address. Details can be found in draft-ietf-mip6-nemo-v4traversal-00.txt. Detailed description of DSMIPv6 can be found in 7.8.3.3.

Other possible solutions are FFS.
7.x.3
Impact on the baseline CN Architecture

FFS.
7.x.4
Impact on the baseline RAN Architecture

No impact currently foreseen.
7.x.5
Impact on terminals used in the existing architecture
No impact currently foreseenFFS.
********************************************************End of Changes*************************************************
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