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1
Introduction
At the previous SA2 meeting there was a long discussion on allowing the P-CSCF to convert an unmarked emergency session to a marked emergency session. It was agreed to include the possibility as that was requested by TISPAN. A TISPAN UE is perhaps not able to distinguish an emergency session from a normal session and is anyway not able to request the appropriate priorities and QoS to be applied for the emergency media.
This paper discusses the requirement and proposes to clarify the added requirement.

2
Discussion
As stated above TISPAN requires the P-CSCF to be able to convert a normal session into an emergency session. For Rel-5 and 6, the P-CSCF is required to reply with a 380 indicating that the request is related to emergency and that the UE should try appropriate means to finalize the emergency call e.g. try CS domain.
If the P-CSCF would convert a normal IMS session into an emergency session without ensuring that appropriate priority is applied for the signalling and the media, then the same IP-CAN bearer priorities are applied for the signalling and the subsequent media as for normal sessions. As currently written, the requirement is vague as it might imply different policies applied by different operators and for some accesses there may be a risk of loosing the session. If the network would be able to ensure that appropriate QoS is applied for the bearers used for signalling and for the media, then there is no additional need to inform the UE that the session is really an emergency session.

3
Proposal
The following changes are proposed to the TS 23.167


6.2 IMS Functional entities

6.2.1 Proxy-CSCF

· Handle registration requests with an emergency indication like any other registration requests and forward the request to the Emergency CSCF in the same network.

· Detect an emergency session establishment request and perform one of the following:

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether unmarked emergency requests are allowed based upon local policy (e.g., checking access type). 
· -
If such requests are not allowed, the P-CSCF shall send a response with a 380 (Alternative Service) with the type set to “emergency”. 
· -
If such requests are allowed, the P-CSCF shall mark the session establishment request as an emergency session, select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. Further, the P-CSCF shall trigger the appropriate QoS (at the IP-CAN) to be applied for the emergency session signalling and the QoS for the emergency media component, i.e. the IP-CAN shall support network controlled QoS procedures.
· On receipt of a marked emergency service session establishment request, the P-CSCF shall prioritize the emergency session and shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

· On receipt of a session establishment request with an “anonymous user” indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response.
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