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1. Introduction
This paper shows how the mobility architecture proposed in S2-060051 can be extended to also support the SAE and other wireless access technologies, e.g. WiMAX.  The concept of S2-060051 is to use the existing node to anchor the traffic and manage the IP address for service continuity, rather than to introduce a new node or protocol.  The PDG is used as an anchor point for pre-SAE/LTE 3GPP and other wireless AN interworking, and the same concept can be used at the Inter AS Anchor, which can be used as an anchor point for SAE and non-3GPP access network interworking.
2. Other wireless AN support

The architecture proposed in S2-060051 (to support service continuity between pre-SAE/LTE and the WLAN AN) can support other wireless access network as well as the WLAN, e.g. WiMAX.  In WiMAX forum, the discussion to interwork the WiMAX and the 3GPP system is on-going, and it has been stated that the interworking with WiMAX networks (and 3GPP network) shall be based on the same model as the 3GPP-WLAN interworking model.  

*Start excerpt from draft Stage 2 document of WiMAX Forum (12/06/2005)*
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Figure A‑2—Loose Coupling Approach to WiMAX Interworking with 3GPP core
(skip)

A.2.3 Detailed Architecture of the WiMAX Access Network
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Figure A-4 - WiMAX-3GPP Interworking (Non-Roaming Case)
Figure A-4 represents the WiMAX-3GPP Interworking architecture and the appropriate Reference Points.

What is referred to as WiMAX Access Network by analogy to WLAN Access Network is thus composed of WiMAX ASNs, connected to the 3GPP Network through a WiMAX CSN providing IP Connectivity.

This slight difference is due to the fact that unlike the WLAN AN, which provides Internet connectivity in TS 23.234, the WiMAX ASN does not provide direct Internet connectivity nor IP address management.
Therefore, a new logical WiMAX CSN is introduced to provide local IP address (DHCP, DNS) management as well as provide Internet connectivity to the MS. It may also provide NAT functionality in case of private IP usage in WiMAX Access Network.

The WiMAX CSN may also serve as an additional AAA proxy or intermediary or act as pass-through for the Wa interface to the 3GPP core network.
* End excerpt*

Therefore, the proposed architecture can support the mobility between WiMAX and 3GPP since the WiMAX ASN and CSN is considered as WLAN AN in a 3GPP-WLAN interworking model described in TS 23.234.  Note that the WiMAX CSN is present to provide the Internet connectivity to the WiMAX MS (as opposed to WLAN where the internet connectivity is provided by the access points).  The HA is used “inside” the WiMAX Access Network to provide the inter ASN mobility of the WiMAX MS.  The Wu interface is used between the MS and the PDG as same as it is used in 3GPP-WLAN Interworking.  The IPsec SA is established between the WiMAX MS and the PDG to protect the data. (However, note that the discussion is on-going in WiMAX forum if the UE-initiated tunnel toward PDG is needed and/or appropriate in WiMAX environment.  Other alternatives are being discussed, e.g. to have simple IP-IP tunnel between the UE and the PDG.  In either case, the PDG is considered being used as an interworking node.)
Figure 1 conceptually shows how the architecture proposed in S2-060051 can support the WiMAX.  As a result, all the traffic, whether it’s from GERAN/UTRAN, WLAN, or WiMAX, is anchored at the PDG and the seamless service continuity can be provided across all the different bearers.  
Note that the mobility between WLAN and WiMAX can be supported using MOBIKE just to update the outer IPsec SA address if the IPsec is also used for WiMAX.  The handover performance will become much faster in this case, improving the user experience. 
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Figure 1 Support of WiMAX
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Figure 2 Call flow for service continuity among 3GPP, WLAN, and WiMAX

Figure 2 shows the example call flow to support WiMAX.  Since the PDG remains as the anchor point, the overall call flow is the same as WLAN interworking case.  At step 9, if the MS has detected the WiMAX, it will get the IP address and authentication through the CSN.  The authentication may happen up to AAA server and the 3GPP home network.  When the MS acquires the connectivity, then it can start the process to establish the IPsec SA with the PDG, as shown in steps 10 and 11.  After this, a new SA is established between the MS and the PDG.  Since the PDG is the anchor point, the Wi interface has not been changed.

Note that the MIP tunnel may be present between the MS and the HA in WiMAX CSN.  However, this is transparent to the 3GPP network and the PDG.

Figure 3 shows the example of the call flow to support service continuity to the WiMAX with MOBIKE.  Since the WiMAX provides the same interworking architecture as the WLAN, all the procedures are the same and the IPsec SA will be established after the procedure.  Therefore, the mechanism could be even simpler and easier by using MOBIKE in this case.  

When the MS is connected through WiMAX in step 9, the MS will update its SA address using MOBIKE.  Through this procedure, the MS and the PDG can maintain the IPsec SA even after the outer IP address, i.e. the local IP address has been changed.  The same IPsec SA is used, therefore providing even better handover experience.  
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Figure 3 Service continuity of WiMAX with MOBIKE
3. SAE/LTE 3GPP support
The mechanism proposed in S2-060051 has the PDG as the anchor point for mobility.  The PDG is chosen as the anchor point since it is the termination point of the IPsec for WLAN access and also the point of IP connectivity. In other words, the PDG provides the secure IP access through open and insecure wireless medium.  The pre-SAE/LTE 3GPP interface (e.g. GTP) is introduced to make the handover between I-WLAN (i.e. IP-based broadband access network) and the pre-SAE/LTE 3GPP system more efficient and seamless.  Once the SAE/LTE 3GPP system is deployed and if the operators do not need the interfaces to pre-SAE/LTE 3GPP system, these interfaces can be cut without any impact to the operator’s network.
Once the SAE/LTE 3GPP system is deployed, the Inter AS anchor will replace the role as an anchor point, which terminates the access side connection and provides the IP connectivity to the PDN.  
Therefore, the proposed architecture will provide the flexible and future-proof handover mechanism, allowing the smooth migration from the pre-SAE/LTE 3GPP generation to the all-IP generation.  The Inter AS anchor (of which functionalities are realized in PDG in the architecture proposed in S2-060051) will act as an IP gateway towards the IP-based access networks.  It provides the security and mobility to the IP-based user session.  For the I-WLAN, it provides PDG functionalities and terminates the IPSec connection.  The Wu interface is provided toward the client for this purpose.  Since the Inter AS anchor is the anchor point for all the control traffic, it can decide which route is to be used for user traffic.  

Figure 4 shows the conceptual architecture to support the SAE.  As the figure shows, the Inter AS Anchor will literally ‘anchor’ the traffic across the access networks and provide the seamless service continuity.  
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Figure 4 SAE support
Figure 5 shows the example brief call flow from the SAE system to WLAN using the extension of the proposed mechanism.  The Inter AS Anchor plays the role of PDG and terminates the SAE access traffic and the I-WLAN IPsec tunnel and provides the Gi interface to the PDN.   The Inter AS Anchor works as the anchor point and the IP point of connectivity.  Since the Inter AS Anchor “anchors” the traffic, the IP address management and the traffic switching occurs very seamlessly.  
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Figure 5 Handover from SAE to WLAN
4. Conclusions and Proposal

This paper showed that the architecture proposed in S2-060051 can support the other wireless access networks such as WiMAX and SAE as well as WLAN for service continuity without any new node or protocols.
As a conclusion, it is proposed to take this extendibility into consideration so that the operators can benefit from the architecture proposed in S2-060051. 
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