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1. Overall Description:

3GPP SA3 thanks SA2 for the opportunity to review the early work on private NW access from 3GPP I-WLAN access. SA3 agrees that, since many private AAA deployments do not currently support EAP, both solutions are necessary and require standardisation, but that the solution based on EAP and IKE would be preferred. SA3 noted the similarity between GPRS deployments where access to corporate APN’s is controlled via user name and password using Radius at the GGSN and also considers important to maintain compatibility with these deployments. SA3 assume that connectivity to the PDG from the PDN will be secured in the same way as would have been the case for the PDN to GGSN, and so no further protection needs to be standardised.

One issue that needs to be resolved, is where architecture and detailed message flows should be documented since, as this is a security mechanism, perhaps this should be in the SA3 TS33.234. 

SA3 looks forward to further cooperation on this new work item.   

2. Actions:

None

3. Date of Next 3GPP SA3 Meetings:




SA3#42
7 – 10 February 2006
Asia TBD

SA3#43
4 - 7 April 2006
Athens
