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Introduction

The purpose of this paper is to argument in favour of doing the header compression and the ciphering in the visited AS GW.

Description

Header Compression Function
The advantage of doing header compression in the CN (AS GW) is that it acts as an anchor during the mobility of the user plane.

Therefore, keeping the ROHC compressors in this node avoids transferring from AN (e-nodeBs) to AN the ROHC contexts when the UE moves.

On the other hand, two drawbacks can be thought of associated with this location:

· the round trip time is not optimized when operating ROHC (ROHC needs exchange of ack with the UE) and this rather advocates in favor of doing the compression as close as possible: in the e-NodeB. However, it is believed that considering an architecture where there is a UP direct tunnel between the AS GW and the e-nodeB, this point is less relevant and less important compared to the gain mentioned in the mobility of contexts,

· AS GW capacity concern (compression is usually considered as processing demanding) but this is again much mitigated by the flex architecture which allows a flexible scalability of the nodes including the AS HW nodes.

It is therefore proposed to have the header compression function located with the AS GW function.

In addition, other advantages can be brought by this decision:  

· to have the compression in the AS GW is the place where the flows are classified and thus the tupples are already analyzed for this classification for functions such as flow based charging or packet inspection. This could lead to some processing gain,

· having the compression at the top level node allows to take advantage of small packets in the transport network (bandwidth argument),

· header compression directly in the AS GW paves the way for architectures based on 2 nodes only for the user plane (and thus optimized user plane latency argument).

Ciphering Function
Two types of ciphering are done by the RNC in the UTRAN: the ciphering of the user plane and the ciphering of the signaling.
It is proposed to do the User Plane ciphering in the same place as the header compression i.e. in the AS GW. This applies to the user plane ciphering and not to the ciphering of the radio signaling which should be located in the eNodeB because the signaling is only between the UE and the e-NodeB.

From that perspective, it can be quite well understood that the removal of the RNC user plane has lead to moving again the user plane ciphering in the CN where it was done in 2G.

In addition, the following advantages are brought by the location the ciphering of the user plane flows in the AS GW:

· it takes advantage of the anchor position which again prevents from transferring the ciphering contexts during the handovers,

· -savings can be expected with regards to MIPS and memory.  RNCs today have to be engineered for the geographic busy hour – the maximum possible traffic based on the number of radio channels served by the RNC.  This means that the ciphering function could be over engineered relative to the network's ciphering demands at any point in time.  The EAS GW’s, on the other hand, could be engineered for the network busy hour because the MIPS & memory for ciphering in the EAS GW can be applied to any user plane flow regardless of the user’s geographic location.

Home- or Visited- AS GW

In regards to the roaming scenario which employs a Home AS GW and a visited AS GW, it is technically possible that ciphering and compression of the user plane flows can be performed in the Home network AS GW. However, Nortel expects that Lawful Interception requirements will mandate that ciphering be performed in the visited network. It is thus most efficient to co-locate the functions here discussed in the visited AS GW.

Conclusion and Proposal 

We suggest updating the SAE architecture to clarify that:

- the header compression and the ciphering of the user plane flows are performed in the visited AS GW,

- the ciphering of the signalling is performed in the e-NodeB
If 3GPP SA2 agrees on these proposals, to update the table of SRJ-050126 as following:
	Location:

High-level Function:
	RAN
	CN
	Comments

	Radio resource management
	X
	
	

	Policy Decision
	
	X
	

	QoS Negotiation
	X
	X
	

	QoS policing, packet classification
	X
	X
	Break down

	Attach, Subscriber & Key Management, Authentication and Authorisation
	
	X
	

	Location management, Paging, Intra-radio access mobility in Idle mode
	FFS
	FFS
	

	Handling of terminals in power saving mode, 
	X
	FFS
	Further definition needed

	Radio channel coding
	X
	
	

	Integrity protection 
	X
	FFS
	

	Ciphering
	X
	X
	The ciphering of the signalling is performed in the e-NodeB.
The ciphering of the user plane flows is performed in the visited AS GW.

	Header compression
	
	X
	The header compression of the user plane flows is performed in the visited AS GW

	Intra-radio access mobility, connected mode
	X
	FFS
	

	Radio protocols (ARQ, scheduling etc.)
	X
	
	

	Charging
	
	X
	

	Volume reporting of unsent data
	FFS
	
	

	IP bearer Management 
	FFS
	X
	

	Roaming 
	
	X
	

	Local breakout
	
	X
	

	Inter-Radio Access mobility, Connected mode
	X
	X
	

	Inter-Radio Access mobility, Idle mode
	X
	X
	

	Access system selection
	FFS
	X
	

	Load sharing among RATs
	X
	
	

	Lawful intercept
	
	X
	

	Positioning
	X
	X
	

	Frame selection (if MDC is needed)
	FFS
	FFS
	If needed

	Downlink Duplication for HO support
	FFS
	FFS
	If needed

	Flow Control and buffering
	FFS
	FFS
	If Needed

	MBMS
	X
	X
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