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Introduction

The handling of Roaming in architecture B2 needs to be clarified. This contribution provides some input towards the clarification of roaming aspects of architecture option B2 in views of a possible drafting session on this matter. The implication of roaming on the PCC architecture are defined in another document

Discussion

The mobility in architecture Option B2 is handled at 2 levels: at an intra-system level and at an inter-access system level.

A roaming user data session may be handled entirely by the visited network or by a gateway in the home network, depending on the service required and the conditions of the roaming agreement existing between the visited network operator and the Home network operator. 

If the session is entirely handled by a the Visited network, the roaming interface needs to be exclusively in the control plane to allow or user authentication for network access, service profile download, security functions, charging and, if required, PCC. This may be performed via proxying of AAA (and, if required, PCC interfaces) between the visited and the home network. 

When the data session is handled by a Gateway in the home network, then the roaming interface need to include also the user plane component.

When a UE is roaming in a visited network, there are three possibilities: 

1. An intra-access system mobility anchor in the visited network is connected to an intra-access system mobility anchor in the home network (and in turn this is connected to an Inter-access system mobility anchor in the home network)

2. An intra-access system mobility anchor in the visited network is connected to an inter-access system mobility anchor in the home network

3. An inter-access system mobility anchor in the visited network is connected to an inter-access system mobility anchor in the home network

We consider option 1 as not necessary as it offer no apparent value. It also may entail performing functions such as header compression and ciphering in the home network. As such, Lucent would propose to rule option 1 out.

Option 2 and option 3 seem both to be viable.

Option 3 implies that the visited network inter-access anchor acts as an intermediate inter-access mobility anchor point, thus reducing inter-access-mobility-related events that are happening in the visited network from the home network. Option 3 offers the possible advantage to also allow the concentration of all PCC related functions in the inter-access system anchor, even in the case when both the visited network and the home network were, in the evolved system, enabled to control the sessions using PCC functions. It may also help in reducing the numbers of nodes involved in peering between operators.

Conclusion

Lucent Technologies proposes that AAA (and, if required, PCC) protocols between a proxy function in the visited network and a server in the home network support the roaming interfaces on the control plane.

For architecture option B2, the roaming interface in the user plane may be, depending on the roaming agreement and the service required, nil or based on the inter-access system mobility protocol.  It is FFS whether this protocol would connect an intra-access system mobility anchor in the visited network to an inter-access system mobility anchor in the home network or whether it would connect an inter-access system mobility anchor in the visited network to an inter-access system mobility anchor in the home network, albeit there could be some small potential benefits for the latter option.
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