Page 1



3GPP TSG-SA2 Meeting #47
Tdoc S2-051640
Montreal, Canada, 27th June – 1st July 2005
	CR-Form-v7.1

	CHANGE REQUEST

	

	(

	23.141
	CR
	0078
	(

rev
	-
	(

Current version:
	6.8.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Harmonisation of terminology to allow reuse in NGNs

	
	

	Source:
(

	Lucent Technologies 

	
	

	Work item code:
(

	FBI
	
	Date: (

	10/06/2005

	
	
	
	
	

	Category:
(

	D
	
	Release: (

	Rel-7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Ph2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)



	
	

	Reason for change:
(

	Certain terms and requirements in 3GPP TS 23.141 are specific to 3GPP, and can be constrained by the scope of usage. This CR attempts to identify and clearly mark those requirements specific to 3GPP, and generalise the terminology elsewhere, so that it is not specific to the access technology. 

Additionally, certain interfaces (Peu, Pw, Pep) specify the use of Ipv6. As all these interfaces inherit the restrictions of the underlying IMS reference point, and the underlying IMS reference point is already explicitly linked in other specifications to the specification of IPv6 in 3GPP TS 23.221, the sentence specifying this is redundant. As specification here makes this less usable for endorsing specifications that use both IPv4 and IPv6 in their underlying IMS, it is proposed to delete the sentence. Note that other interfaces where this could be specified (Pet) do not contain this requirement and therefore it already has to be restricted by the underlying IMS specifications.

An alternative would be to replace it with a sentence such as: 

"In 3GPP systems, all functionalities required from a Presence User Agent that supports the Peu reference point shall support and use IP versions as defined for access to IM services in 3GPP TS 23.221 [xx]." 

but this is less convenient from an endorsing specification. 

In this CR, it is proposed to change clause 6 with minimal modification, but we note that the entire text is a little outdated from the 3GPP stage 3 viewpoint. At stage 3, 3GPP CT1 have adopted the concepts in draft-ietf-simple-presence-data-model (as have OMA in their presence specifications) which involved other presence status other than subscriber. Furthermore there are no 3GPP specific extensions to this model. Much of clause 6 could potentially be replaced by reference to draft-ietf-simple-presence-data-model or at least rewritten round its provisions.

	
	

	Summary of change:
(

	Terms like "3GPP UE" are replaced by "UE". 

One specific references to 3GPP TS 23.002 is changed to a less specific references to "IMS" as in the context used, it is more correct.

Use of terms like "VLR" "MSC" in the definition of network provided presence information are replaced by more generic terms. 

Use of specific references to Ipv6 being supported are deleted. 

	
	

	Consequences if 
(

not approved:
	ETSI TISPAN will have unnecessary complexities in their endorsement documents, thus making it more difficult to see the commonality between the two bodies.

	
	

	Clauses affected:
(

	4.2, 4.3.1, 4.3.4, 4.3.5, 4.3.14, 6.1, 6.1.1, 7

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.

PROPOSED CHANGE

4.2
Reference Architecture Model

The generic reference architectural model for providing presence service is depicted in Figure 4.2-1 below. The details of the elements in the figure (eg agents, proxies) are provided in clause 5.

The mapping of the Presence Service functional elements and reference points to the functional elements and reference points in the IMS is defined in clauses 4.3 and clause 5.
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Figure 4.2-1: Reference architecture to support a presence service

PROPOSED CHANGE

4.3.1
Reference point Presence User Agent – Presence Server (Peu)

This reference point shall allow the Presence User Agent to manage subscription authorization policies.

This reference point uses capabilities defined for the Ut reference point as defined in TS 23.002 [18].
PROPOSED CHANGE

4.3.4
Reference point Watcher applications – Presentity Presence Proxy (Pw)

This reference point shall allow a Watcher application to request and obtain presence information. This interface shall support the transport of presence information under the PIDF format as specified in IETF RFC 3863 [3].
The transport shall not impose any limitations to the size of the presence information.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.

This reference point shall support both presence monitoring and fetching modes. In the fetching mode, it shall be possible for the watcher to once request all or only a subset of a presentity's presence information (e.g. one or more tuples). The subset of the presence information is defined by the filter that is carried in the presence information subscription.

In the monitoring mode, it shall be possible for the watcher to request monitoring of all or a subset of a presentity's presence information (i.e. one or more tuples) . Watcher shall be able to explicitly indicate the capability to process partial updates. The subset of the presence information is defined by the filter that is carried in the presence information subscription. It shall be possible for the watcher to request the presence server to filter out information when the watcher is equal to the publishing Presence User Agent.

It shall be possible for the notifications containing the presentity's presence information to contain only information as defined by filters. It shall be possible for the notifications containing the presentity's presence information to contain only the modified tuples, i.e. only those tuples which have changed since the last notification.

This reference point may allow a Watcher application to use presence lists in presence information subscriptions, and the Watcher Presence Proxy to interface to a server that provides the functionality of Presence List Server.


PROPOSED CHANGE

4.3.5
Reference point HSS/HLR – Presence Network Agent (Ph)

This reference point shall allow the Presence Network Agent to query HSS/HLR about the state and status of a subscriber (associated with a presentity) from theserving network and IMS perspective.

This reference point permits the Presence Network Agent to activate and deactivate the reporting of mobility management events from the serving network and/or the IMS-specific reports from the S-CSCF.

This reference point uses capabilities defined for the Sh reference point as defined in TS 23.002 [14] as well as the MAP interface.

PROPOSED CHANGE

4.3.14
Reference point Presence User Agent – Presentity Presence Proxy  (Pep)

This reference point shall allow a presentity's presence information to be supplied to the Presence Server. The transport on this reference point shall not impose any limitations on the size of the presence information. This interface shall support the transport of presence information under the PIDF format as specified in IETF RFC 3863 [3].

Pep shall provide mechanisms for the Presence User Agent to obtain information on watcher subscriptions to the presentity's presence information.

Pep shall provide mechanisms for the Presence User Agent to supply or update only a certain subset of the presentity's presence information to the Presence Server. It shall also be possible for the Presence User Agent to supply the complete presence document over Pep.

Pep shall support SIP-based communications for publishing presence information.


PROPOSED CHANGE

6.1
Presence Attributes

Presence attributes describe the presentity. As the type of the presentity can vary significantly the definition of generic attributes is practically impossible. Attributes can be defined by the service providers and manufacturers as part of the other presence markup as specified in IETF (e.g. RFC 2778 [16], RFC 2779 [17]). The values (and process of generating them) and value ranges for all attributes shall be kept relatively simple. It is necessary for the 3GPP subscriber to understand how the values are set/modified as it may have direct impact to whom the access to presence data is given (as defined by the subscription authorisation policies).

PROPOSED CHANGE

6.1.1
Subscriber Presence Attributes and Values

A subscriber is described by attributes: subscriber's status, communication means status, one or more communication address(es) (containing communication means and contact address), location (subscriber provided location and/or network provided location), priority, text. The attributes can be categorised as communication means and contact address specific information or generic information. Generic information attributes shall be: subscriber's status, location and text. Communication means and contact address specific information attributes shall be: communication means status, communication means, contact address, priority and text.

-
Generic information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability:

-
Subscriber's status (willing, willing with limitations, not willing, not disclosed),

NOTE 1:
Attribute name subscriber's status has been defined in stage 1 and it does not imply any mapping to the IETF defined presence model e.g. IETF RFC 2778 [16], IETF RFC 2779 [17].


The subscriber's status attribute is not intended to be used when interworking with IM clients. Subscribers are able to provide more detailed willingness information as well as other information through the generic Text attribute, and the communication means and contact address specific Text attribute.

-
Location (Last known CGI/SAI and/or geographic co-ordinates and/or free format text and timestamp),

-
Text (free format text).

-
Communication means and contact address specific information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability:

-
communication means status (online, offline),

-
communication means (Service type (e.g. telephony, SMS, email, multimedia messaging service, instant messaging service)),

-
contact address (E.164 (e.g. MSISDN), SIP URL, Email, Instant message address e.g. IM:name@domain name),

-
Priority (Priority order for each of the defined communication means and contact address),

-
Text (free format text).

NOTE 2:
The mapping of these attributes and values to the IETF defined presence model IETF RFC 2778[16], IETF RFC 2779 [17] may result one or several of the following:

-
using existing IETF defined attributes and values (or subset of them)

-
using existing IETF defined attributes but extending the value set

-
Creating new attributes to the tuples.

The mapping of these values for tuples and different fields of the tuple is defined in stage 3. Furthermore, mechanisms to allow extensibility of the presence information in order to ensure interoperability are defined in stage 3.

All these attributes shall be able to contain value NULL to enable polite blocking.

PROPOSED CHANGE

7

Subscription authorisation policies

Subscription authorisation policies shall define the watchers who can access the presence information of the presentity. In addition to the watcher identities, the subscription authorisation policies shall contain the presence information or reference to the presence information that is allowed to be accessed by the listed watchers. The subscription authorisation  lists can be logically arranged to be part of the presence server or a separate entity in the network.

In case of presence information fetch or subscription from a watcher that has not been authorised by the subscription authorisation policies, the presence server shall put the fetch or subscription on hold until the watcher has been authorised, added to the subscription authorisation lists or until a preconfigured timer has expired.

Subscription authorisation lists can be divided into three different categories: personal subscription authorisation  lists, public subscription authorisation  lists and blocking subscription authorisation lists.

Personal and general subscription authorisation  lists shall define which watchers can access which information. Personal subscription authorisation  lists shall explicitly identify watchers, while general subscription authorisation  lists relate to groups of watchers whose exact identities are not necessarily known by the presentity e.g. "all watchers".

Blocking subscription authorisation lists shall define watchers that are not allowed to access any presence information related to the presentity.

A presentity shall be able to manage several personal and general subscription authorisation  lists as well as blocking subscription authorisation lists.

The three subscription authorisation  list categories shall be evaluated in the following order: blocking subscription authorisation lists, personal subscription authorisation  lists and general subscription authorisation lists.

The following shows an example where the presentity has defined a single subscription authorisation list for each category.

In this particular example, once the hit is found the evaluation is halted and presence information according to access is delivered.

1.
Is the watcher on the blocking subscription authorisation list?

2.
Is the watcher on the personal subscription authorisation list?

3.
Is the watcher on the general subscription authorisation list (created e.g. by service provider containing all watchers)?

4.
Send a notification to the presentity of pending subscription authorisation request.
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Figure 7-1: Example of subscription authorisation list evaluation order for presence service
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