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Introduction and Proposal

In GPRS access the QoS is negotiated between the UE and network on a PDP context level, thus in Rel-5 Go interface there was no strong need for IP flow level QoS control. Because the PCC architecture is intended for generic IP connectivity access network (not only for GPRS access) and because Gx+ interface is based on Rel-6 Gx interface that controls charging rules on a service flow level, the consequence is that also QoS should be controlled on service flow level in some extend.

Gx interface can be used either to activate pre-defined charging rules within the TPF or to provide the charging rules dynamically by the CRF. A corresponding functionality has to be supported also for the QoS control when combining the Go interface with the Gx interface. 

Thus the current text in TR 23.803 requires some clarifications and it is therefore proposed to apply the following additions to the TR:
****************  First modified section  ****************

4.1.2
Policy related functional requirements

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.

Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

QoS authorisation: The "Authorised QoS" specifies the maximum QoS that is authorised for IP flow(s). In case of an aggregation of multiple IP flows within one bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual IP flows is provided as the "Authorised QoS" for the bearer. It shall be possible to grant, deny or change the "Authorised QoS" of a bearer by using criteria such as the QoS subscription information.

Editor's note:
Minimum QoS authorization is FFS.

The QoS policies can be service-based, subscription-based, or default policies. The PCRF communicates with Application Functions to determine the proper authorized resources for the session-based services.

QoS policies may be dynamically provisioned by the PCRF or predefined as a default policy in the GW. In case the PCRF provides charging rules dynamically over Gx+ interface, "Authorised QoS" information for the bearer (combined QoS) and QoS class for service flows may be provided together with charging rules. When the PCRF activates predefined charging rules within the TPF it can be assumed also that corresponding QoS policies are predefined in the GW and activated at same time with charging rules.
QoS enforcement: QoS enforcement shall be supported in line with PEP capabilities defined for SBLP. QoS enforcement can include downgrading of the requested bearer QoS by the Gateway.as part of bearer establishment. The Gateway shall also enforce unsolicited changes in the "Authorised QoS" that arrives through the Gx+ interface.

Editor's note:
the ability to upgrade the requested bearer QoS by the Gateway as part of bearer establishment is FFS.

The presence of complete Rel-6 style binding information (Token and Flow Identifier(s)), in the GW request to the PCRF indicates that bearer authorization from an AF is required for the specific bearer

The alternatives to the Token based binding do not inherently convey any information to the PCRF whether a bearer authorization from an AF is required for the specific bearer. If the AF provides the authorization to the PCRF prior to signalling that service is granted to the terminal the PCRF already has the authorization when the GW makes the request. However, if a terminal requests a bearer, corresponding to a service requiring authorization, prior to the AF providing the authorization to the PCRF or where no AF interaction is expected, the PCRF must make a decision based on other information, available locally at the PCRF.

Editor's note:
The details on how the PCRF shall behave when a request for a bearer, lacking from the corresponding authorization, is received is FFS. The PCRF procedures shall be specified in such a way that PDP contexts, without any active charging rule, are not allowed.

****************  Next modified section  ****************

4.2.2.2
Gx+ reference point
The Rel-6 Gx reference point enables the use of service data flow based charging rules such as counting number of packets belonging to a rate category in the IP-Connectivity Network. This functionality is required for both offline and online charging. The Rel-5/6 Go reference point enables service-based local policy and QoS inter-working information to be transferred from the PDF to the PEP. In the PCC architecture the Go reference point can be realized together with Gx reference point with single protocol, using single message sequence to communicate both SBLP decisions and charging rules. Adding some new information elements to the existing Rel-6 Gx protocol to fulfil also SBLP requirements described in the chapter 4.1.2 can do this.

One of the enhancements to be made to R6 Gx is to include the "Authorised QoS" information from PCRF to Gateway, so the Gateway can enforce the Authorised QoS at any time.

Gx+ shall evolve the charging rules defined in TS 23.125 [3] to support gating functionality (uplink and downlink).

The following list defines additions needed for Rel-6 Gx interface to support Rel-5/Rel-6 Go functionality:

-
New parameters for authorization token and flow Id are needed;

-
New parameters for “Authorized QoS” information (QoS class and bitrate) are needed;

-
Flow description needs to be completed with enable/disable information for proper gating;

· Support of abort Gx+ session messages must be added to enable PCRF to revoke authorization, e.g. when application session is deactivated.
"Authorised QoS" information contains a combined maximum QoS class and bitrate. In addition service flow level QoS class may be provided within the charging rule definition. This QoS class may be used e.g for DiffServ Code Point marking in the GW. In GPRS access the DSCP marking on downlink direction is based on the negotiated UMTS QoS profile and thus controlled by the combined maximum QoS class, but the uplink DSCP marking could be based on the flow level QoS class. In other type of access networks it is up to IP-CAN specific QoS mechanisms and GW capabilities how it will use “Authorized QoS” and service flow level QoS class information.
Editor's note-ii:
"Gx+" shall be considered as a temporary working name only, and will be changed to a proper reference point name once the work enters normative specification stage.

