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1. Introduction

Since section 5.5.2 now includes a description of RSVP procedures, we propose here corresponding message flows for inclusion in section 7.
2. Proposed Text 

/****************** New Section ****************************/
7.2
Message flows for the on-path IP QoS model
7.2.1
Authorize QoS resources, AF session establishment
Same as 6.3.1 in 3GPP TS 23.207 [4].
7.2.2
Authorize QoS resources, bearer establishment

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and external network inter-working.
The following figure is applicable to the case where the GGSN supports RSVP proxy.
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Figure 7.2.2.1: Authorize of QoS Resources, bearer establishment
1) A request to establish a PDP context is indicated by sending the Create PDP Context Request to the GGSN.

2) The GGSN sends a COPS REQ message with the Binding Information to the PDF in order to obtain relevant policy information.

3) The PDF may send an authorization request to the Application Function. This may be the case if this was requested from the AF at initial authorization, and if the PDF requires more information from the AF before authorising the modification of network resources.

4) The AF shall send back service information for authorization of the bearer modification.
The PDF shall authorize the required QoS resources for the AF session if the session description is consistent with the operator policy rules defined in the PDF, and install the IP bearer level policy in its internal database. This is based on information from the Application Function.

5) The PDF sends a COPS DEC message back to the GGSN.

6) If the Packet Classifier includes a mobile up-link flow, the GGSN sends an RSVP PATH message towards the flow receiver. 
The GGSN uses authorized QoS and Packet Classifier information received DEC message to populate the QoS parameters in the generated RSVP PATH message .When multiple flows are multiplexed over the same PDP context, one RSVP reservation per flow is maintained by the GGSN. This message travels hop-by-hop (through every RSVP-enabled network element) towards the flow originator.
7) The flow receiver, or an RSVP receiver proxy acting on behalf of the receiver, responds with an RSVP RESV message reserving resources for the mobile up-link flow.
Note: the RSVP RESV CONF message sent by the GGSN has been omitted for simplicity.
8) If a mobile down-link flow needs to be reserved, the down-link flow originator, (or an RSVP receiver proxy acting on behalf of the originator, such as the GGSN on the remote side), sends an RSVP PATH message for the mobile down-link.
9) The GGSN, acting as RSVP receiver proxy on behalf of the UE, responds with an RSVP RESV message reserving resources for the mobile down-link flow and requesting a confirmation.
10) The down-link flow originator, (or an RSVP receiver proxy acting on behalf of the originator, such as the GGSN on the remote side), sends an RSVP RESV_CONF message confirming resources have been reserved for the mobile down-link.
Note: Steps 6 and 8 may be initiated in parallel.
The GGSN, BG or IP Backbone Edge Router may be configured to perform aggregation of RSVP reservations (RFC 3175 or draft-lefaucheur-rsvp-dste). In the case RFC 3175, the RSVP aggregator shall change the IP Protocol number in RSVP messages to be aggregated to RSVP-E2E-IGNORE. The RSVP Aggregator may then use Automatic De-aggregation Node Determination and perform aggregation of RSVP reservation for each micro-flow over an aggregate reservation towards that de-aggregation point in accordance with [RFC3175]. 
When the aggregate reservation is not yet established or when the aggregate reservation needs resizing to reflect the cumulative resource requirements of all the micro-flows aggregated over it, RSVP messages associated with the aggregate reservation are exchanged between the RSVP aggregation point and the de-aggregation point. 
11) The GGSN sends a RPT message back to the PDF

12) In case the PDF had contacted the AF in step3), then the successful installation of the decision is reported to the AF

13) The GGSN responds with a PDP Context Accept message to the SGSN.
7.2.3
Enable media procedure
Same as 6.3.3 in 3GPP TS 23.207 [4].
7.2.4
Disable media procedure
Same as 6.3.4 in 3GPP TS 23.207 [4].
7.2.5 Revoke authorization for GPRS and IP resources

The section provides the flows for revoking the authorization of GPRS and IP Resources with external network inter-working.

The following figure is applicable to the case where the GGSN supports RSVP proxy.
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Figure 7.2.5.1: Revoke authorization for GPRS and IP resources
1)
AF session signaling message exchanges for e.g. AF session release or internal action at the AF triggers the need to revoke the authorization.

2)
The Application Function sends a message to the PDF to indicate the revocation.

3)
The PDF shall send a DEC (Decision) message containing revoke command to the GGSN.

4) The GGSN shall disable the use of authorized QoS resources
5) If resources were reserved in the mobile uplink direction, the GGSN sends an RSVP PATHTEAR message towards the flow originator to release the resources..

6) If resources were reserved in the mobile downlink direction, the GGSN, acting as RSVP receiver proxy on behalf of the UE, sends an RSVP RESVTEAR message releasing resources for the downlink flow.

The GGSN, BG or IP Backbone Edge Router may be configured to perform aggregation of RSVP reservations (RFC 3175 or draft-lefaucheur-rsvp-dste). In the case RFC 3175, the RSVP aggregator shall change the IP Protocol number in RSVP messages to be aggregated to RSVP-E2E-IGNORE. The RSVP Aggregator may then use Automatic De-aggregation Node Determination and perform aggregation of RSVP reservation for each micro-flow over an aggregate reservation towards that de-aggregation point in accordance with [RFC3175]. 

When the releasing of resources triggers a re-sizing of the aggregate reservation, RSVP messages associated with the aggregate reservation are exchanged between the RSVP aggregation point and the de-aggregation point. 

7) The GGSN initiates deactivation of the PDP context used for the AF session, in case the UE has not done it before.

Note: Steps 5, 6 and 7 may be initiated in parallel.
8) Upon deactivation of the PDP Context, the GGSN sends a DRQ (Delete Request State) message back to the PDF.

9)  The PDF indicates the successful execution of the revoke indication. 
7.2.6
Indication of PDP context release 
The "Indication of PDP Context Release" procedure is used upon the release of a PDP Context that was established based on authorisation from the PDF.
The following figure presents the "Indication of PDP Context Release" procedure for the case where the GGSN supports RSVP proxy.
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Figure 7.2.6.1: Indication of PDP context release

1)
The GGSN receives a Delete PDP Context request for the PDP context related to the media flow.
2)
The GGSN sends a DRQ message to the PDF.

3) 
The PDF indicates the bearer removal to the AF

4) If mobile uplink resources were reserved, the GGSN sends an RSVP PATHTEAR message to the flow receiver to release the resources of the external network.
5) If mobile downlink resources were been reserved, the GGSN sends an RSVP RESVTEAR message to the flow receiver to release the resources of the external network.
6)
The GGSN sends the Delete PDP Context Response message to the SGSN to acknowledge the PDP context deletion.

Note: Steps 2, 4, 5 and 6 may be initiated in parallel.
7.2.7
Authorization of PDP context modification

The "Authorization of PDP Context Modification" procedure is used when a PDP Context is modified such that the requested QoS falls outside of the limits that were authorized at PDP context activation (or last modification) or such that new binding information is received. In this case, the GGSN communicates with the PDF as described below. The following figures present the "Authorization of PDP Context Modification" procedure with a GGSN acting as RSVP proxy.
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Figure 7.2.7.1: Authorization of PDP context modification
1) A request to modify a PDP context related to the media flow is indicated by sending the Update PDP Context Request to the GGSN.

2) The GGSN sends a REQ message to the PDF. If the GGGSN has sufficient information to authorize this PDP context modification request, then the GGSN does not send a REQ message to the PDF.

3) The PDF may send an authorization request to the Application Function. This may be the case if this was requested from the AF at initial authorization, and if the PDF requires more information from the AF before authorising the modification of network resources.

4) The AF shall send back service information for authorization of the bearer modification.

5) The PDF receiving the REQ message, notes the requested modification and informs the GGSN of the authorization decision.

6) If the modified media flow includes a component for the mobile up-link direction, the GGSN sends an RSVP PATH message towards the flow receiver. 

The GGSN uses authorized QoS and Packet Classifier information received DEC message to populate the QoS parameters in the generated RSVP PATH message .When multiple flows are multiplexed over the same PDP context, one RSVP reservation per flow is maintained by the GGSN. This message travels hop-by-hop (through every RSVP-enabled network element) towards the flow originator.

7) On receiving the PATH message, the flow receiver, or an RSVP proxy acting on behalf of the receiver, responds with an RSVP RESV message reserving resources for the mobile uplink flow.
Note: the RSVP RESV CONF message sent by the GGSN has been omitted for simplicity.
8) If the modified media flow includes a component in the mobile-downlink, the flow originator, (or an RSVP proxy acting on behalf of the originator, such as the GGSN on the remote side), sends an RSVP PATH message for the mobile downlink flows. 

9) The GGSN, acting as RSVP receiver proxy on behalf of the UE, responds with an RSVP RESV message reserving resources for the mobile down-link flow and requesting a confirmation.

10) The down-link flow originator, (or an RSVP receiver proxy acting on behalf of the originator, such as the GGSN on the remote side), sends an RSVP RESV_CONF message confirming resources have been reserved for the mobile down-link.

Note: Steps 6 and 8 may be initiated in parallel.
The GGSN, BG or IP Backbone Edge Router may be configured to perform aggregation of RSVP reservations (RFC 3175 or draft-lefaucheur-rsvp-dste). In the case RFC 3175, the RSVP aggregator shall change the IP Protocol number in RSVP messages to be aggregated to RSVP-E2E-IGNORE. The RSVP Aggregator may then use Automatic De-aggregation Node Determination and perform aggregation of RSVP reservation for each micro-flow over an aggregate reservation towards that de-aggregation point in accordance with [RFC3175]. 

When the aggregate reservation is not yet established or when the aggregate reservation needs resizing to reflect the cumulative resource requirements of all the micro-flows aggregated over it, RSVP messages associated with the aggregate reservation are exchanged between the RSVP aggregation point and the de-aggregation point. 

11) The GGSN sends a RPT message back to the PDF

12) In case the PDF had contacted the AF in step3), then the successful installation of the decision is reported to the AF

13) The GGSN responds with an Update PDP Context Response message to the SGSN.

Note: Steps 11 and 13 may be initiated in parallel.
7.2.8
Indication of PDP context modification
Same as 6.3.7 in 3GPP TS 23.207 [4].
7.2.9
Update authorization procedure
When a session is modified, an update for a previous authorization of the session may be given to the PDF and possibly to the GGSN. The figure below presents the "Update Authorization" procedure upgrading the resources for a GGSN acting as RSVP Proxy.
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Figure 7.2.9.1: Update authorization procedure
1)
The AF is triggered to give updated service information to the PDF (e.g. as a result of the modification of the session at session control level).
2)
The AF gives the updated service information to the PDF.
3)
The PDF updates the authorization for the session if the session description is consistent with the operator policy rules defined in the PDF. In case the session modification requires enhancing the reserved resources, the PDF may decide not to send an updated decision authorizing the enhanced QoS to the GGSN, but would rather wait for a new authorization request from the GGSN.

4)
In case the session modification affects the authorized resources, the PDF sends a DEC message to the GGSN to enforce authorization according to the session modification. 
5) If the modified session affects a component in the mobile uplink direction, the GGSN sends an RSVP PATH message towards the flow receiver with the updated description.

6) On receiving the PATH message, the flow receiver, or an RSVP proxy acting on behalf of the receiver, responds with an RSVP RESV message reserving resources for the mobile up-link.

Note: the RSVP RESV CONF message sent by the GGSN has been omitted for simplicity.
7) If the modified media flow includes a component in the mobile down-link, the flow originator, (or an RSVP proxy acting on behalf of the originator, such as the GGSN on the remote side), sends an RSVP PATH message for the mobile downlink flows. 

8) The GGSN, acting as RSVP proxy on behalf of the UE, responds with an RSVP RESV message reserving resources for the mobile downlink flow.
9) The down-link flow originator, (or an RSVP receiver proxy acting on behalf of the originator, such as the GGSN on the remote side), sends an RSVP RESV_CONF message confirming resources have been reserved for the mobile down-link.

Note: Steps 5 and 7 may be initiated in parallel.
10) 
The GGSN sends a RPT message back to the PDF

11)
   The PDF sends an acknowledgement to the AF.
/****************** End of New Section ****************************/
3. Recommendation

It is proposed to include the text in section 7 within the TR.
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