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1. Discussion

The Technical Report on IMS Emergency sessions 23.867, being part of Rel-7, should describe how emergency calls are handled when the user terminal is using WLAN or fixed broadband access. This contribution proposes methods for indicating the location of the emergency caller to be used for routing emergency sessions over GPRS, WLAN or fixed broadband access. With this approach, the PSAP/emergency centre will be informed about the location of the emergency already in the session establishment phase.

2. Proposed changes
The changes and additions to TR 23.867 proposed in this contribution are shortly the following:

· Adding a general principle that the terminal shall include location information when requesting an emergency session.

· Clarifying the location information to be used in GPRS access for emergency sessions

· Adding location information to be used for emergency sessions using public WLAN access and privately owned WLAN Access Points.

· Describing the ongoing work in TISPAN regarding location information for fixed broadband access and how that information could be used for emergency sessions.

Proposed text changes and additions are shown below using revisions marks against the current text of TR 23.867.
***************************** BEGIN 1st CHANGE in TR 23.867 ******
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***************************** END 1st CHANGE ******

***************************** BEGIN 2nd  CHANGE  ******
4.6
Emergency location information and LCS functions
The UE should be able to detect an emergency service request from the user and be aware of its own location at that time, as described elsewhere in this document. When the UE initiates an IMS emergency session the general approach is that the UE shall include the information about its own location in the SIP INVITE request that the UE sends to the P-CSCF. The S-CSCF shall route the emergency request to the PSAP/ emergency centre based on the location information provided by the terminal. This means that the S-CSCF shall use the location information received from the UE to determine the routing address of the corresponding PSAP/emergency centre. There are access dependent implications with this general approach, which are described below, for the cases where the UE is using GPRS, WLAN, or fixed broadband access for emergency service.

In IMS, the terminal's location information in the SIP INVITE is forwarded to the PSAP/emergency centre. The location information that IMS forwarded to the PASP/emergency centre is either the network based location information originally sent by the terminal itself or the geographical coordinates (e.g., civil address) of the terminal provided by the terminal together with the access network. In this way, the PSAP/emergency centre gets either the network based location information or the corresponding geographical location directly and there is no need for the PSAP/ emergency centre to request further information about the location of the emergency. The emergency centre, however, may need to request updated location information for terminals moving around using GPRS access, as described below.

4.6.1 Handling of emergency location information in GPRS

In GPRS, the location information to be used by the UE when initiating an emergency session shall be the cell identity as specified in [6], Annex B.3.  It is noted that the UE normally is not aware of SAI and therefore SAI cannot be used as location information in SIP signalling.

In order to provide LCS information of a UE to an emergency centre, the following procedure related to location services (LCS) may be used for emergency service.

At any time after detecting an emergency situation (i.e., after emergency Attach, Service Request for emergency, PDP context activation towards emergency APN or SRNS relocation or RAU towards a new SGSN), SGSN may initiate Packet Switched Network Induced Location Request (PS-NI-LR) procedure.

As an alternative, Packet Switched Mobile Terminated Location Request (PS-MT-LR) procedure may be used for emergency service. No change is requested to the procedure itself, except PS-MT-LR location request will be initiated by emergency services LCS client through GMLC to the SGSN. The overall LCS procedure is described in the LCS stage-2 specification, see 3GPP TS 23.271.
4.6.2 WLAN emergency location information

Some identity of the WLAN Access Point (AP) could be used for location mapping in the same way as the cell identity is used in cellular networks. For example, the MAC address of the AP, which is typically available in the terminal, could be used as AP’s identity.
The terminal can therefore use the MAC address of the WLAN AP as location information in the IMS emergency sessions. This solution is applicable at least for the APs under operator control (e.g., HotSpot access), but not applicable for privately owned WLAN APs (e.g., home users).

With this solution, there is a need to maintain the location information of the operator controlled WLAN APs that may be used for IMS emergency services in order to route the emergency session to the correct PSAP/Emergency centre.


It is realised that the handling of privately owned WLAN APs is more demanding, since the AP owner or user could, for example, connect the AP to any xDSL connection and the owner/user of the AP can even change the MAC address on some WLAN equipment. However, the terminal should behave in the same way when it initiates an emergency session using any WLAN AP; therefore, it also includes the MAC address of the privately owned WLAN AP in SIP Invite, even though the network may not use this information for privately owned APs.
ETSI-TISPAN is investigating and developing solutions to offer IMS services using fixed broadband access, see next subchapter. It is seen that emergency sessions using privately owned WLAN AP’s should be handled in the same way as emergency sessions using fixed broadband access, because the privately owned WLAN AP is typically connected with fixed broadband access. 
The Tispan based solution may be applicable also for the operator controlled APs in addition to the privately owned WLAN APs, but this is for further study. 
4.6.3 Emergency location information for fixed broadband access
For fixed broadband access ETSI TISPAN is specifying a Network Attachment SubSystem (NASS) [reference to be added]. According to the Tispan description, the so-called Connectivity Session Location and Repository Function (CLF) registers the association between the IP address allocated to the Customer Premises Euipment (CPE) and related network location information provided by the Network Access Configuration Function (NACF), i.e. the access transport equipment characteristics, line identifier (Line ID), IP Edge identity and so on. The CLF registers the association between network location information received from the NACF and geographical location information.
TISPAN defines that the actual information delivered by the CLF may take various forms (e.g. network location, geographical coordinates, post mail address, etc), depending on agreements with the requestor and on user preferences regarding the privacy of the location information.
In case of emergency sessions in a broadband access network, the (xDSL) line identifier could be used as the “(dsl) location parameter” to identify the location of the terminal / customer network gateway (CNG). TISPAN is investigating several possibilities to utilize the location information of the terminal. The first alternative is that the terminal gets the location information from CLF, the second alternative is that the IMS core obtains the location information directly from the CLF and the third alternative is that the emergency centre itself requests location information from the Gateway Mobile Location Centre (3GPP-GMLC). The terminal based solution is not applicable for legacy terminals, the network based solution is against the general principle that the terminal shall provide the location and it also requires changes in the IMS network. The third solution is not applicable for routing purposes. 

In order to follow the general principle described in the beginning of this chapter, the terminal should use the (xDSL) line identifier as location information, when using fixed broadband access to establish the emergency session. The terminal shall obtain this information from the CLF.

Also with this solution, there is a need to maintain the location information of the (xDSL) line identifiers that may be used for IMS emergency services in order to route the emergency session to the correct PSAP/Emergency centre. 
***************************** END 2nd CHANGE ******
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