SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#46
Tdoc S2-051133
9 - 13 May 2005

Athens, Greece

Source:
Lucent, Nortel

Title:
Inter-Domain Routing Policy for VCC

Document for:
Discussion/Approval 

Agenda Item:
8.4

Work Item / Release:
VCC/Rel 7

Introduction

This paper presents a concept of how inter-domain routing control for voice call continuity may be achieved via deployment of proper policy management procedures within the networks in order to terminate an incoming call to the UE via the preferred network (IMS or CS), regardless of it’s current registration state within the network(s).

Inter-Domain Routing Policy Definition

The Inter-domain routing policy is that set of service logic functions available to the MSC, GMSC, and IMS CSCF servers which examine the current state of registration within the domains, and, based on that knowledge and operator and subscriber preferences, route the call for completion in the appropriate domain. 

Scenarios

The scenarios to be supported by this architecture are:

· Registered in the Home CS Network

· Registered in a visited CS Network

· Registered on a non-3GPP Access Network capable of supporting IMS VoIP

The UE may or may not be simultaneously registered in the CS and IMS networks.

Logical Architecture

The following diagram depicts the architecture for implementing the routing policy.
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In the architecture above, the service logic is executed as follows:

1.
An IAM or call setup arrives at an MSC ar a GMSC from an external network or via a originating subscriber in the GSM network.

2. 
Service Logic is invoked via a termination trigger

3 and 4.  The service logic causes queries to both the HLR and the HSS to obtain the current registration states for both CS and IMS domains.

5 or 6. 
Depending upon the registration states and the operator policy, the MSC routes the call either towards the IMS system, or towards the UE in the CS domain. 

Similarly, in steps 7 through 12, an IAM or an invite entering the IMS system receives similar treatment.

Routing Policy Execution in CS Domain

In the CS domain, an SCP serves as the Policy Decision Point.  The Policy Enforcement Point is the GMSC function, which envokes CAMEL triggers to the Policy Decision Point using existing standardized CS triggers to query the Policy Decicion Point.  A CS termination will cause the gsmSSF acting as the Policy Decision Point to execute the queries and determine the routing based on operator policy.  The response to the CAMEL trigger returns the routing information to the GMSC, which as the Policy Enforcement Point routes the call.

The change to the existing CS network is the addition of a gsmSSF that can query both the HLR and HSS and determines policu based upon the query responses, operator preferences, and subscriber preferences.

Routing Policy Execution in IMS Domain

In the IMS domain, the Serving CSCF (S-CSCF) queries the AS PDP to determine routing.  The Policy Decision Point executes the queries to the HSS and HLR and determines the routing based upon the query responses and operator policy.  The interface between the S-CSCF and the Policy Decision Point is the ISC interface.

Based upon the response from the Policy Decision Point, the S-CSCF routes either to the CS network via the BGCF or through the IMS network to the subscriber’s current Proxy CSCF.

Conclusion

Sufficient flexibility exists within already standardized capabilities such that it is not necessary to define an architecture that attempts to combine or synchronize possibly separate HLRs and HSSs with new protocol for the purposes of flexible routing control.  Note that this architecture makes no special distinctions about either HLR/HSS  “ownership”.  All that is required is that cooperating networks allow access.  Likewise, the architecture would support the PDP for both networks residing on a single platform.
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