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1 Introduction

This paper addresses some of the issues and questions addressed by CT1 in their LS S2-051048 and also discuss some issues related to capability exchange.

2 Discussion

2.1
CN1 LS

CT1 states in their LS S2-051048 that:

“CT1 sees problems in the usage of the OPTIONS request, especially when it comes to forking of the OPTIONS requests.”

COMMENT: CT1 doesn’t provide much information regarding what the problem is.

For correct functioning of CSI capability exchange, it is required that the OPTIONS requests are routed to the correct terminal.  However, from the TS requirements:
“Protocols connecting the IMS to the CS domain, to the PSTN and to other SIP networks, including other IMS networks should remain unchanged.”

In the diagram below, End User A registers three devices towards the IMS network with differing capabilities.  UE B-1 is the UE that supports the necessary capabilities for CSI session establishment, but it has no means to indicate this to the S-CSCF, since the CSI capabilities cannot register within the SIP registrar. UE B-2 and UE B-3 are UEs without CSI capabilities.

In the next step, End-User A has established a CS call to End-User B and they wish to exchange capability information between the involved UEs in order to discover what type of CSI session they can establish towards End-User A.  However, the S-CSCF fork any OPTIONS requests according to RFC3261:

“While a forked INVITE can result in multiple 200 (OK) responses being returned, a forked OPTIONS will only result in a single 200 (OK) response, since it is treated by proxies using the non-INVITE handling.”

I.e. the S-CSCF will send the SIP OPTIONS to the contact address(es) with the highest q-value first, unless additional information is available.

In this example, a non-3GPP device (e.g. PC) could respond and indicates no supporting for CSI capabilities. 
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In the figure above, UE B-1 is CSI-capable, UE B-2 is a text-based IMS UE and UE B-3 is a non-3GPP UE.

Figure 1
Terminal Capability Exchange – wrong UE-B device responds first

Issue:

The terminal capability exchange is performed between incorrect UEs due to the fact that the IMS, in this case, forward only the SIP OPTIONS response from UE-2.  In the current CSI specifications, the addressing of the correct UE is not guaranteed for CSI.

OPTIONS requests therefore need to be marked for routing purposes in order to increase the chances for the successful establishment of a session.  The functionality required to achieve this requirement is already specified within 3GPP Rel. 6; the use of a feature tag as specified in RFC 3840.

According to RFC 3840, a registration of a terminal’s capabilities can be useful when 

“… in some cases, a UA can exhibit one characteristic or another, but the characteristic is not known in advance.”


In RFC 3840, it is stated that a feature tag can be used for the indication of capabilities in the OPTIONS exchange.  Therefore the use of a feature tag at registration is compliant with release 6 and does not require any extensions to SIP or changes to the protocol.  

Also, according to 23.228, the IMS Core with respect to the support of SIP Forking, should exhibit the following behaviour:

“1.
If the UE has indicated capability information upon IMS registration in terms of SIP User Agent capabilities and characteristics described in RFC 3840 [38], then the S‑CSCF shall use it to generate a target contact set using the matching mechanism described in RFC 3841 [42].

…

2. … ]. If the UE has not indicated any preference for the matching contact addresses upon registration, or if the preferences for the matching contact addresses have equal value, then it is up to the configuration of the S‑CSCF if parallel or sequential forking is to be performed across the contact addresses that have matching callee capabilities.”

RFC 3841 further states “When only "explicit" is present, it means that all contacts provided by the callee will be used.  However, if the contact isn't an explicit match, it is tried last amongst all other contacts with the same q-value.”

Meaning that if a UE provided a specific indication in a request and the terminating UE registered that indication, the SIP request would be routed to the contact with the associated indication before any other contact address with equal q-value.

That is, if UE Bs devices are registered with an indication of support for CSI, then the terminal capabilities will be exchanged with the correct UE; the UE that is CSI-enabled.

CT1 further states, “Also it was indicated by IETF that the OPTIONS request shall not be used to transfer capabilities of a UE, only the OPTIONS 200 (OK) response is used for capability transfer. It was also discussed whether the OPTIONS request in IMS will only be used for the CSI capabilities exchange or also for other capabilities/services. Therefore CT1 requests SA2 to give more guidance on the functional requirements for the capability exchange for CSI, so that CT1 can discuss and work on a technical solution.”
COMMENT: The SA2 intention of the optimized capability exchange using OPTIONS have not been to do any protocol changes, i.e. that should be clarified and the proper stage 2 requirements of the UE capability exchange should be added.

Finally CT1 states, “CT1 discussed a possible problem if the Tel-URI that a user has in their IMS subscription is different from the MSISDN for the user’s CS subscription. If such a case exists, then the SIP routing of an OPTIONS request with an MSISDN from one UE to the other cannot be guaranteed.”
COMMENT: TS 23.279 states at a couple of places that 

“The UE-B invokes the correct application, which associates the SIP session with the ongoing call by matching the identities used in the CS call and the SIP session”. 

Also, the TR states, 

“For the initial phase, it is recommended to use the same E.164 number in CS domain and IMS to facilitate the deployment of combinational services. If the same E.164 number is used in IMS and CS domain, it shall be possible to deliver both the IMS session and the call destined to the E.164 number of the UE.” 

It is proposed to add such clarification to the TS as well.

2.2
Capability exchange

The documents S2-051298 and S2-051168 proposes to add a device identifier to the IMS procedures (and S2-051298 proposes it to the CS procedures as well) to require the UE to store UE capability information related to each device of the remote user. Most of the concerns seem to be that there is a lack of procedure to solve the case when a UICC is swapped in the UE, i.e. in most cases causing a new subscription to be related to the UE. Another solution to that problem without requiring protocol changes is to clear the cache in the UE if a new UICC is inserted. The UE capability exchange procedures would then ensure that the UE capability information is updated at the remote UE when there is a direct communication between them. 

Another solution could be that the UE initiates the UE capability exchange in case it has updated its own capabilities compared to the date of the cached data of the remote user. The two different options are highlighted in yellow in the proposal.

S2-051168 believe a device identifier would solve the forking issue of OPTIONS, but that is not possible without major protocol impacts and would probably be of no use as the real requirement should be that the originating user gives a preference to route the SIP request to specific features to be supported by the remote users terminal.

In general there are likely a lot of additional work that can be done with the capability exchange procedures, but such work, that would imply a number of protocol additions, bring enough of merits to be handled in a WI of its own.

3 Proposal

It is proposed to add and change the following in the TS 23.279.

*** FIRST CHANGE ***

5
Architectural Requirements

5.1
Architectural Requirements

The following general requirements are to be applied to the combinational services:

· The solution is applicable to GERAN and UTRAN.

· A CSI capable UE requires DTM capability (in case of GERAN access) and MultiRAB capability (in case of UTRAN access);

· IMS networks and IMS UEs without CSI support should not to be impacted;

· CS core, PS core, xRAN are not to be impacted. Conclusively, changes should be restricted to the IMS elements and the UEs that support CSI for IMS.

· Protocols connecting the IMS to the CS domain, to the PSTN and to other SIP networks, including other IMS networks should remain unchanged.

· CS only UEs and PS only UEs are not to be impacted;

· CSI capable UE provides capabilities to bind the corresponding CS and IMS sessions for the user. 
· The quality of the CS call (e.g. voice quality, setup delay, handover, etc…) shall not be impacted from a user perception point of view regardless of whether the CS call is combined with an IMS session or not.

· The use of CS services in association with an IMS session for a UE requires that the UE is CS attached and IMS registered.

· The solution shall be transparent for the end-user

· Existing security mechanisms for CS and IMS shall be re-used.

· To allow the UEs to match the identities used in the CS call and the SIP session, the TEL URI that the users have in their IMS subscription should be the same as they have in their CS subscription.

*** SECOND CHANGE ***

8.2
Exchange of UE Capability Information 

The following sequence diagram outlines the exchange of UE related capability and user preference information, which e.g. allows an up-to-date indication to the user which capabilities he could add to the ongoing call. When the exchange occurs at any time other than at IMS session initiation, the UE capability exchange should not require any states to be kept within the IMS Core and the amount of network signalling, resource usage as well as the number of failed SIP INVITE requests should be minimized as far as possible.. UE capability information exchange at IMS session initiation is specified in subclause 8.4.

It shall be possible for a UE to request the OPTIONS request to be sent to any other registered UE. In case there is an ongoing CS call between UE-A and UE-B, it should be possible to provide a higher probability that the UE capability exchange is routed to the UE-B. 
Editor’s Note: The feasibility from a stage 3 perspective of the requirement above paragraph needs to be evaluated by 3GPP CT1

It shall be possible for a UE originating a UE capability exchange to request the exchange to be preferably routed to a UE with specific capabilities and features, i.e. the ones listed in subclause 7.2.2.
As the SIP OPTIONS request include both the IMS Public User Identity in the form of an SIP URI and the MSISDN the procedure enables both UE-A and UE-B to correlate the IMS session with the CS call and within one context inform the user what capabilities the user is able to use.

Note:
If the UICC is not provisioned with the MSISDN the UE may get it during the IMS registration as an associated identity.

The execution of this SIP OPTIONS request procedure is recommended when UE-A’s cache does not contain up-to-date information for UE‑B or if the UE has updated its own capabilities after the date the UE cached data for the remote user.
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Figure 8-2:
Exchange of UE capability information
1)
UE-A sends an SIP OPTIONS request towards UE-B preferably using a SIP URI of UE-B, or a TEL URI, if no valid SIP URI is available. Subject to privacy controls, in UE-A the SIP OPTIONS request shall contain MSISDN of UE-A, if available, and contains the information outlined in subclause 7.2.2.

2) The IMS Core (A) performs the normal security procedures and forwards the SIP OPTIONS request towards IMS Core (B). If the destination address is in the format of a TEL URI, IMS Core (A) performs MSISDN to SIP URI translation as per subclause 4.3.5 in TS 23.228 [2], before forwarding the OPTIONS request to IMS Core (B).


The IMS Core (A) should add the MSISDN of UE-A to the OPTIONS request, if not included by UE-A. 

3)
The IMS Core (B) forwards the SIP OPTIONS request to UE-B. If privacy is requested, IMS Core (B) shall remove the MSISDN of UE-A.

4)
The UE-B caches the UE-A capability information if received and, if not already available, stores the address information of UE-A.

5)
The UE-B sends a 200 OK that , subject to UE-B’s privacy settings contain the information outlined in subclause 7.2.2.

6)
The IMS Core (B) forwards the 200 OK to IMS Core (A).


The IMS Core (B)  should add the MSISDN of UE-B to the 200 OK, if not included by UE-B. 

7)
The IMS Core (A) forwards the 200 OK to UEA-A. If privacy is requested, IMS Core (A) shall remove the MSISDN of UE-B.

8)
The UE-A caches the UE capability information received and if not already available stores the address information of UE-B.

For the capability exchange procedure to work properly UE-B should send an SIP OPTIONS request towards UE-A, in the following two situations and if the following conditions are met:
1.
An OPTIONS or INVITE request is received from UE-A, and

-
The OPTIONS or INVITE request received from UE-A did not include any UE capability information, and

-
The cache of UE-B does not contain up-to-date information for UE‑A

2.
UE-B is in a CS call, and

-
UE-B has not received the OPTIONS request from UE-A within a certain time period after the CS call setupand

-
The cache of UE-B does not contain up-to-date information for UE‑A, and

-
If received, the current radio environment information indicates that UE-A is capable of operating in class A mode of operation or UE-A has not received enough information to give an appropriate indication.

The UE should clear its UE capability cache if a new UICC has been inserted into the UE.
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