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1
Introduction
In the last SA2 meeting there were several contributions on requirements for system architecture evolution (SAE). Many of the proposed requirements were unclear, considered to bias towards a specific solution or just not needed (i.e. not adding anything new to existing requirements). The result was that discussion on requirements took most of the time allocated to SAE and there was no time left for presentation and discussion of architectural proposals.

In the RAN LTE meeting in Tokyo, a group of operators co-signed a contribution [REV-05047] stating the requirements that they would like EUTRAN / EUTRA to fulfil.  The discussion on this contribution has been extended to the LTE reflector where many of the individual requirements have been significantly discussed. NEC believes that the aforementioned operator's contribution and some of the results of the discussion in the RAN LTE reflector are a very good starting point for requirements for SAE. In this sense, we have analyzed the requirements from RAN and come up with system architecture counterparts for those requirements that do actually have system-wide impacts, and not only EUTRA/EUTRAN ones. The table below shows a first step assessment of the relevance of RAN-LTE requirements on our SAE work in SA2.
	REQ
	Caption
	Applicable SA2
	Comment

	01
	Service related (e.g. VoIP, etc)
	Yes
	Very relevant

	02
	Peak data rate
	No
	Radio interface issue

	03
	User throughput
	Yes
	No real requirement

	04
	Spectrum efficiency
	No
	Just take it into account

	05
	U-plane latency
	Yes
	Merge with 01

	06
	C-plane latency
	Yes
	Merge with 01

	07
	Scalable bandwidth
	No
	

	08
	Support for inter-working with existing 3G systems and non-3GPP specified systems
	Yes
	Main requirement

	09
	Further enhanced MBMS
	Yes
	Merge with 01

	10
	Cost related requirements, e.g. CAPEX, OPEX, terminal cost
	Yes
	Not measurable.

	11
	Migration related requirements
	Yes
	Depends on evolution path.

	12
	System and terminal complexity
	Yes
	Difficult to measure

	13
	Support of further enhanced IMS and core network
	No
	This is only for EUTRAN

	14
	Backwards compatibility
	Yes
	Depends on evolution path. If the path is "Gi accommodation", then this req, has little impacts on the work.  

	15
	Void
	-
	-

	16
	Mobile speed
	Yes
	Only for HO to/from non-3GPP

	17
	Operation in paired and unpaired spectrum
	No
	

	18
	Spectrum deployment, e.g. co-existence between operators in adjacent bands as well as cross-border co-existence
	No
	

	New
	Others
	Yes
	Charging, Security, etc


2
Principle for SA2 requirements

Requirements for SA2 should cover services and focus on architecture. Requirements should also be measurable and not state just a wish. I.e. requirements like "reduce CAPEX and OPEX" or "reduce complexity" are only plain wishes. They should be taken into account by the different companies during the discussion, so that proper tradeoffs are agreed, but they add no value as formal requirements.

The requirements for SA2 should also be an addition to the existing system requirements. I.e. requirements repeating existing ones are inherited and need not be re-stated.

3
Proposed requirement for SAE
Taking the RAN grouping as the starting point and taking into account the actual scope of SA2 SAE work (e.g. IMS is not included) the following requirement groups are proposed for SA2 SAE:

	Group
	Caption

	R1
	User experience (e.g. C/U Plane latency, seamless mobility, etc.)

	R2
	Access system independence (support for 3GPP and non-3GPP accesses and for mobility between accesses).

	R3
	Legal requirements (user privacy, lawful interception, etc)

	R4
	Network security (topology hiding, protection against intrusions, etc).

	R5
	Others new (e.g. New charging requirements, etc)


Following this grouping, the list of proposed requirements is:

	R1
	

	
	· The evolved system should be able to provide the appropriate user experience for the wide range of existing and upcoming services. In particular, it should provide:

	
	· Low user plane latency (one way and round trip delays) to the level required for applications such as interactive gaming. Some of these applications require one-way delays of less than 100ms end to end.

	
	· Low control plane latency (procedural delay). This is, the time in takes for signalling procedures to complete and result in the intended effect, e.g. setup of a bearer or an application services. In particular, it aims at an user expected amount of time required to provide the user with the requested service.

	
	· Provide seamless (IP bearer) services when terminals move within and between access networks / technologies.

	
	Note: Seamless from "user perspective" stands for providing an experience that is acceptable to the user. This is generally a subjective concept that needs to be translated into objective figures. 

	R2
	

	
	· The architecture for the non-access part of the evolved system should independent of the access networks / technologies connected to it. The number access specific functional entities should be minimum or, ideally, non-existent.

	
	· The evolved system should include functionality for access system, serving operator (and service provider) selection and re-selection. Access selection should consider operator's (static and dynamic), user's and service based policies, but should be ultimately controlled from network side (i.e. the network is the side which ultimately decides what access should be used).

	
	· It should be possible to make access selection and re-selection completely transparent to the user. However, manual selection should not be precluded.

	
	· Terminal mobility triggers should consider operator's (static and dynamic), user's and service's preferences, but should be ultimately controlled from core network side (i.e. the network is the side which ultimately decides whether to move a terminal from one access to another).

	R3
	

	
	· The evolved system should be able to provide user location privacy. I.e. the location of the user should not be revealed, with any resolution, to any party without proper authorization.

	
	· Unauthorised access to user data, user activity and user and network signalling should be prevented.

	R4
	

	
	· The evolved system should be able to hide network topology to any external entity.

	
	· The evolved system should undergo security threat analysis to include appropriate prevention mechanism/solutions to cope with the different internal and external security threats. 

Known threads should be taken into account when defining / discussing system architecture evolution in order to minimize network vulnerabilities.

	R5
	

	
	· The evolved system should minimize negative impacts on terminals due to introduction of new services, access technologies, etc. In particular, the evolved system should consider mechanisms for minimizing power consumption in terminals.


It is proposed to include the requirement grouping and the requirements into section 5 of TR 23.882.
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