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1. Introduction

The design for the evolved 3GPP System Architecture should consider primarily the following three architectural components:

· Access Networks

· Packet Core networks

· Packet Service Control Network/Subsystems

From functional point of view, the evolved architecture should consider the following major functions:

· Efficient, ubiquitous and continuous IP-based Service Access and provisioning (e.g. Heterogeneous Accesses,   Service Creation & Integration). 

· Operators Centric Service Control (incl. , QoS, Mobility, Security, Roaming, etc)

· Interworking between 3GPP networks and across 3GPP and non-3GPP Networks.

This document elaborates the considerations and the principles for the design for the evolved 3GPP system architecture for the packet domain  and makes a proposal for baseline architecture.

The functional requirements for mobile terminals are not covered in this document due to the possible extra complications for the discussion. The details will be provided in a separate contribution.

This contribution does not intend to address the detailed functional split between the different network elements which are the subject for future studies. 

2. The General Considerations  for the Baseline Architecture
In this section, the architectural role of the access networks, the packet core networks, and the Packet Service Control networks/subsystems  are analysed in terms of the above three major functions.

2.1 The Considerations for the Access Networks

The infrastructure and the design for the access networks should consider the general trend for the evolved access networks are reflected in the following aspects:

· Emerging faster and more efficient wireless/wireline access technologies.

New radio and wireline technologies are becoming available to provide more efficient and higher access speed such as xDSL, 802.16e, MIMO, OFDM etc. The evolved access networks should consider those new emerging access technologies and its integration with existing 3GPP access networks. The design and functional split of radio access protocol stack and procedures should not compromise the efficiency and the performance improvements as brought by those new technologies.

· Co-existing and complementary coverage of 3GPP and non-3GPP defined access networks

To maximise the service accessibility and continuity from 3GPP operators,   those non-3GPP defined access technologies and networks should be taken   as an important complementary coverage for 3GPP operators’ services. Therefore, efficient, flexible, reliable and yet operator controlled interworking, mobility, and roaming with those networks should be supported. A typical example of this complementary coverage is the WLAN Interworking functions as defined in 3GPP. A further enhancement and extension of this concept should be considered for existing and future wireless/wireline access technologies.

· Access to be provided as a form of service 

In addition to the conventional concept of provisioning the services with regard to the media contents, the access networks may well need to become an important means to provide “transport services” for access to both 3GPP and non-3GPP operators’ defined services. This will be under the control of 3GPP operators. One of the direct consequences of this evolved access service is the re-thinking of Bearer Service Access Control and the Charging functions. In addition, this “access service provisioning” should apply to both 3GPP and non-3GPP defined access under the general framework for 3GPP operator controlled access. 

· Centralised vs. Distributed Control over the Radio Access and Radio Resource Management

Up to the release 5, the radio access control  and radio resource management is centralised within the RNC’s in UTRAN. To improve the control and the transport efficiency and accommodate high speed and more spectrum efficient radio access technologies, the functions of RNC versus that of Node-B need to be re-considered.  In Release 6, the support of HSPDA/HSUPA already requires some of the key radio resource control functions such as packet scheduling be located within the Node-B. This Node-B based localisation of radio access and resource control is perceived to become one of the important measures to improve the control and transport efficiency and the associated performance, in particular, the reduction of control and transport latencies, in the evolved 3GPP radio access network infrastructure. This will also be beneficial to the elimination of performance bottleneck as caused by the backhaul links and the reduction of both Capex and Opex.

· Architectural Split between Control and Transport Functions

In addition to the perceived benefits of locating the radio access and resource control functions to the very edge of the radio access network such as the Node-B’s,   the issues of more efficient management of control functions such as radio set-up, configuration/re-configuration,  maintenance and release  will need to be considered due to their direct impact on the over-all end-user perceived service quality (e.g. call set-up time) and the complexity as well as the associated cost in both deployment and operations (Capex and Opex)  of the radio access networks.

Further evolution from the existing joint-locations of the control and transport functions (within both Node B and RNC’s) to separate control and transport entities is predicted to be beneficial to the simplification of the radio access network infrastructure and the transport layer functions which, in turn, help improve the control and transport efficiency and performance. In addition, separation of  control and transport entities  will also facilitate the introduction of new more spectrum efficient radio access technologies, integration  and the convergence of fixed and wireless access technologies  and the sharing of a common IP transport network between the access networks, packet core network and the packet service control networks.

· Maximum Optimisation for IP Traffic

Due to the relatively low efficiency and resource utilisation u in managing and the transporting the IP-based traffic in comparison to that for  circuit-switched traffic, the radio access networks will need to be  adapted  and optimised to support IP traffic, in particular, the real-time IP traffic which features short payloads and relatively large protocol overheads which have adversely affected both the transport efficiency and end-to-end QoS.

The evolved radio access networks should be able to support IP traffic, in particular, the real-time IP traffic with efficiency and quality comparable to that for the circuit-switched traffic. Two of the typical measures, for instance, are the more efficient and robust header compressions and the support of AMR/Unequal Error Protections for real-time IP traffic.

In addition, the above considerations should also be closely linked with the study of the  functional split between the access networks and the packet core networks.

2.2 The Considerations for the Packet Core Networks


The evolution of 3GPP Packet Core networks should consider  but not limited to the following issues.

· More efficient control and transport functions with reduced complexity and enhanced scalability

The packet core network serves as the “anchor point” for many important functions such as UMTS session management, user subscription, authorisation, authentification, location management, mobility management, charging, inter-working between heterogeneous access networks (3GPP and 3GPP access networks, fix and mobile convergence)  and external networks (e.g. Internet, 3GPP and non-3GPP PLMN’s), etc.  The complexity of those operations contributes to difficulties in achieving overall high end-to-end control and transport efficiency and performance and reducing the cost for deploying and the operating the networks.  Measures should be taken to further optimise both the control and the transport functions in the evolved packet core network architecture. For instance, the per session based bearer management and QoS management may need further evolve to improve the system scalability and the general system efficiency and performance.

· Simplification of Packet  Core Network Infrastructure

It is necessary to evaluate the existing 3GPP packet core networks (SGSN/GGSN based) infrastructure and study the need  and benefits as well as the impact of reducing the number of intermediary network elements and the number of open  interfaces and reference points. This is foreseen to be beneficial to improving the control and transport efficiency and the performance as well as reduction of both Capex and Opex.

· Efficient  support of  multi-access to heterogeneous access technologies

The packet core network serves as the anchor point of interworking, selection, and access and mobility control across heterogeneous access technologies. The packet core network should be able to support the control and management of IP traffic going to and coming from the heterogeneous access networks with 3GPP operators’ centric control in terms of access selection, security, mobility, QoS, etc.

· Maximum Optimisation for IP Traffic

The packet core network should present as few control and traffic management points as possible for both incoming and out-going IP traffic. Considering the potential complexity of reducing the IP protocol related transmission and processing overheads,  the IP performance optimisations functions such as header compression may well be located within the core network to reduce the complexity  and the cost in the radio access networks and improve the over-all end-to-end  performance.

· Minimise IP  protocols specific control and transport – IPv4 vs. IPv6

Many of the existing UMTS control functions are IPv4 and IPv6 specific. For instance, the UMTS session management (PDP Contexts and TFT operations) are dependent on which version of IP  protocol is used.  The UMTS CN bearers, as a result, can only carry IPv4 or IPv6 traffic even though the UMTS CN bearers are subsequently encapsulated within the underlying IP transport networks. This will restrict the flexibility of IP-based service access and increases the complexity of the control and management functions and the compromise the scalability.

· Efficient support of IPv4 and IPv6 transitions

The gradual introduction of IPv6-based services, even IPv6 network elements, into 3GPP PLMN’s, is inevitable. While most, if not all, of current 3GPP PLMN’s operates based on IPv4. Although the existing 3GPP system Architectures are designed to support both IPv4 and IPv6, there is lack of analysis and study in 3GPP on the effective and low-impact (low cost, undisrupted operations/services) transition mechanisms between IPv4 and IPv6 based 3GPP networks and services.  Lots of progress has been made in some working groups in IETF which should be used as important references on the subject.

· Flexible and reliable inter-operability with existing 3GPP systems 

 The evolved 3GPP architecture and the improved system functions are expected to provide more efficient support of IP-based services.  Careful considerations should be made in making the evolved systems inter-operable with the existing systems and, in the meantime, allows for maximum flexibility as controlled by the operators in directing the IP traffic across the appropriate packet core and access networks based on operators’ defined policies.

· Interworking with fixed networks and non-3GPP wireless networks.

Efficient and reliable inter-working should be supported with fixed networks and non-3GPP defined PLMN’s and wireless networks. This inter-working is differentiated from the multi-access support for heterogeneous access technologies as discussed above in that the fixed networks and non-3GPP PLMN’s and wireless networks are “external” to the evolved 3GPP system.  These interworking functions will be located within the 3GPP PLMN gateway.

2.3 The Considerations for the Packet Service Control Subsystem

The packet service control subsystem provides the control and management of services such as security (authorisation & authentication, user data/information integrity and privacy etc), IP-based session management (e.g. IP Multimedia Session), policy control for QoS, mobility, access selection and resource access control, etc. The packet service control subsystem is operationally independent of both the access networks and the packet core network but may exercise the direct control over the operations within the packet core networks and the access networks.

· Effective  control over the Access and Packet Core Networks

The evolved system architectures for both access networks and the packet core networks are expected to enable the operators to provide effective control based on their policies on network resources allocation and access, QoS, handover and mobility between 3GPP defined networks as well as across 3GPP and non-3GPP defined networks, roaming, service access authorisation in both roaming and non-roaming situations for services provided by both home  PLMN’s, the visited PLMN’s as well as the third party service providers. 

The control is also expected to work on an end-to-end basis with other 3GPP and non-3GPP defined networks in terms of security, QoS, service access, etc.

· Easy and flexible integration with IT-based Service Creation and Control.

This is to take the advantage of the quick and more effective new service introductions as often seen in IT industries which can implement the defecto(widely accepted and used)standards for IP-based services within a short period of time.   

· Maximum re-use of existing IP service related protocols and standards

Due to the many common requirements from both 3GPP operators and ISP’s  on the control and management of  IP-based services, the evolved packet service control subsystem should consider re-using the existing IP protocols as defined in IETF such as SIP with extensions, AAA, IPSec, Policy Framework,  QoS Framework/NSIS  and IP Mobility Management (Mobile IP) etc, where it is applicable.  This will reduce the amount of the work and time and facilitate the integration with non-3GPP specific service control.

The design principles should also be considered in studying  the functional split between the access networks and packet core networks and functional distribution and relocation within both access networks and the packet core networks.  The resulting function division and distribution should further simplify the architecture and facilitate the improvement of efficiency and performance for both control and transport.

3. The Baseline Architecture for 3GPP System Evolution

Based on the considerations for the principles for evolving the 3GPP system architecture with primary target for more efficient and cost-effective data control and transmission and operations with simplified architectures,  a baseline architecture is shown as follows.
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Figure 1.   The Baseline Architecture for 3GPP System Evolution

3.1 The Basic Network Elements

Four major network elements are included in the architecture;

· The access networks: including the existing 3GPP RAN – UTRAN/GERAN, the evolved 3GPP RAN/LTE, the non-3GPP Access Networks

· The Packet Core Networks: including both the existing Packet CN and the evolved Packet CN. The separating of the two in the depiction does not mean separate CN architecture, functions and network elements. The existing packet CN should be re-used at maximum with possible functional extensions and enhancements.

· The Packet Service Control Subsystem:

It is further divided into two sub-control entities: the Access Part entity for controlling the access networks and the Non-access Part controls the core networks and the inter-working functions in the gateway.   The Access Part entity provides the control such as resource allocation and access, the access network selection, QoS, etc.  The Non-Access Part  entity provides the control functions with regard to the Application/Service/Session levels in terms of  Service/Bearer Access Authorisation, Session Control and Management, QoS (incl. QoS interactions with external networks), Resource access control,  Charging, Legal Interception,  and interworking with external networks.

It is for further study whether and how the Access Part and the Non-Access Part control entities should be distributed or centralised and mixed of both.

The control functions are exercised according the operators’ defined policies as achieved by the Policy Control Functions.

· The External Networks:

The external networks include Internet, Public/Private IP networks, 3GPP/non-3GPP PLMN’s, and PSTN, etc.

3.2 The Reference Points

Four major reference points are described in the architecture:

· The Access – CN Reference Point:  including the transport functions of user data between  the access networks and the packet core networks.

· The Interworking Reference Point: including the transport functions of user data between the 3GPP PLMN and the external networks.

· The Access Part Reference Point: including the control functions (access selection, resource allocation/access, QoS, handover/mobility, etc)  for access networks.

· The Non-Access Part Reference Point:  including the control functions (service/session/UMTS bearer access authorisation, IP/session Mobility, QoS inter-working, security etc).
It is noted that the above baseline architecture does not impose any restrictions with regard the functional split and the corresponding interface definitions between and within the access networks and the packet core networks.

4. Proposals

It is proposed that  the  general principles and the high-level architecture as described in Section 2  be considered and included in Chapter 7 “Key Issues” and high-level architecture be included in Chapter 5 “Requirements on the Architecture”.
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