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Introduction

The need for binding information, with similar purpose as the binding information defined for SBLP, to handle the correlation between authorized usage and request for resources is acknowledged for PCC. The PCC study shall investigate whether the SBLP-specific binding information can be replaced by more general information.

Discussion

The following purposes for the SBLP binding information can be identified:

1. Finding the policy decision function.

2. Finding the authorization instance (AF session) in the policy decision function.

3. Identifying the individual IP flows, authorized within an authorization instance.

The policy decision function, as defined for 3GPP Rel-6, is not aware of any UE identity for a certain authorization.

The binding information reference to an IP flow (the Flow Identifier) is, for each peer (the UE and the policy decision function), just a handle for referencing the description of an IP flow. For IMS, the UE and the policy decision function exchange those IP flow descriptions in SDP format. The UE and policy decision function are mandated to generate identical values for the handles for the references to be correct. The SBLP specification includes variations on the algorithm for the generating the Flow Identifier. As the UE must implement the algorithm, the Flow Identifier can be trusted iff the UE as such is trusted.

Problem 1 – finding the PCCN

For PCC the PCCN shall perform FBC functions, as specified for the CRF in Rel-6. Thus, for a certain IP network connection, the first node to contact the PCCN is the TPF/GGSN. The TPF/GGSN finds, according to Rel-6, the CRF based on the APN connected to and optionally an UE identity (e.g. useful for an APN serving more than one operators’ subscribers).

Thus the AF must use the same addressing principle for PCC as the AF does for FBC.

Problem 1 solved.

Problem 2 – finding an authorization instance.

As described under Problem 1 and known from Rel-6 FBC, the PCCN is aware of ongoing IP network connections and PDP contexts. Thus the PCCN is, among other information, aware of the APN value and the UE IP address assigned for an IP network connection.

Thus the AF, as known from the Rel-6 FBC, can (a) find the appropriate PCCN (applying Diameter discovery procedures as necessary) based on the IP address of the UE and (b) address the authorization to the appropriate IP network connection managed (initiated with Rel-6 FBC procedures) in the PCCN. 

For SBLP, the authorization instance is characterized, at the PDF, by the unique number (which Rel-6 specifies to be included in the token) generated by the PDF. Abandoning the token, there is no such unique number, so the AF authorization is to be associated with the IP network connection. See discussion on Problem 3.

Problem 2 is solved to the extent that the appropriate IP network connection is found. However no association with the AF session (e.g. a SIP session for IMS) is achieved.

Problem 3 – identifying individual IP flows.

Once the token is removed, the Flow Identifier has lost its role as well because a token value defined a separate scope for the Flow Identifier values. For different token values, identical Flow Identifier values may occur.

The AF must, as readily defined for Rel-6, provide one detection pattern (SBLP filter for policy control and/or service data flow filter for FBC) for each IP flow that the AF wants to authorize. The AF must provide the same information to the UE as well (e.g. for IMS in an SDP description).

Thus the AF can provide proper service descriptions (the patterns mentioned above) to both the PCCN and the UE.

With a minor extension to the RIL3 protocol, the UE may

(1) provide the downlink IP flow detection pattern in an extended TFT format, e.g. indicating that the flows shall be subject to policy control and

(2) provide information on the UE-intended uplink usage (IP flow detection pattern) of the PDP context subject to policy control.

The UE-provided information, as indicated in (1) and (2) shall be included in the request for authorization to the PCCN. As the request includes the UE IP address, the PCCN is capable of associating the request with the appropriate IP network connection and thus finding any granted, but yet not granted, bearer authorizations for the very same UE IP address from an AF.

The PCCN may correlate a request for authorization towards the authorizations, granted by AFs, for the UE IP adress indicated by the TPF. When a detection pattern, as described in (1) and (2) above, matches a granted authorization, the PCCN is expected to authorize the service, provided that other parameters conforms to the authorization granted by the AF.

Problem 3 is claimed to be solved to a sufficient detail to form a basis for further study.

Proposal

The PCC should elaborate on the path of development indicated under Discussion.

**** First Modification

The SBLP and FBC architectures each provide a set of detection patterns (in Rel-6 designated SBLP filters and service data flow filters for SBLP and FBC respectively), and associated rules / instructions to the Gateway (e.g. to the GGSN). The Gateway then uses these filters to perform policy control and flow-based charging functions, respectively. To optimize the handling of IP packet filters in the Gateway, it shall be possible for the PCC architecture to provide a single set of filters to the Gateway that would be used both for policy control and flow-based charging.

The SBLP and FBC architectures each provide an interface for Application Functions so that AFs can provide service related information that serve as input for policy control and flow based charging, respectively. To optimize the handling of service related information in the network, it shall be possible to use a single interface for AFs to provide this information.

For policy control over Go the binding mechanism, as specified in 23.207, uses an Authorization Token and one, or more Flow Identifiers. An important role for the token is to provide address information to the GGSN for finding the PDF that issued the token, thus being the node to contact for seeking authorization for the flows described by the Flow Identifiers. The Flow Based Charging architecture ensures that both the TPF and an AF, which requires information being provided to the CRF for the user session, contacts the same CRF. For Flow Based Charging, the TPF contacts the CRF based on the network connected to (i.e. APN) and the AF contacts the CRF based on the end user (IP) address as experienced at the AF.
The PCC shall re-use of the AF -> CRF addressing mechanism of Flow Based Charging for AF -> PCCN addressing. As the Flow Based Charging solves the problem of TPF finding the same CRF as the AF contacts, the GW shall use the same addressing mechanism as the TPF uses finding the CRF in Flow Based Charging Rel-6.

**** Next Modification

6.1.1
General

Both the policy control and the flow based charging have legitimate interest in what bearer carries what services. E.g. the policy control may be applied so that a bearer with suitable transmission characteristics is assigned for a specific service and is therefore interested in maintaining the integrity of the transmission resources (other payload travelling on the same bearer might degrade the transmission quality below an acceptable level), and for flow based charging the charging rule function may e.g. provide different charging key values depending on the QoS of the bearer.

The UE may instruct the GGSN how to map downlink traffic by providing suitable TFT filters for each PDP context. As the PCCN addressing as well as correlating service authorizations to the appropriate user session (the UE IP address) is defined, the IP flow authorizations, the QoS demands for them and possible demands/restrictions regarding flow grouping remains to be resolved.
For that purpose an approach that presumably considers a wide class of applications shall be studied as described below:

(a) the UE provides both TFT-like mapping information for downlink traffic and the intended uplink traffic mapping at PDP context activation and modification and
(b) the PCCN may return a modified uplink traffic mapping for the UE to obey
Editors Note: By sending uplink traffic mapping from the UE there is a terminal impact. Hence there is a cost to control what traffic flows on what PDP context. It is expected that the study will consider this cost aspect and the feasibility of sending uplink traffic mapping from the UE.

**** End of Modification

