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1. Introduction

There is a need to study how the PCC architecture can be used for matching the applications/services involved with the correct RAB properties. While this was previously done in rel5 for dedicated RABs as per the rel5 Go, the rel7 solution now needs to solve the case of RABs shared by multiple services.
2. Discussion

The first possibility would be to use the same binding mechanism as that which was developed in rel5 Go, however there are disadvantages with this mechanism (puts limits on PDP context/RAB usage, GPRS specific, relies on certain information being present in AF signalling). We therefore propose to study alternatives here, in line with the objective of this study to see whether the authorisation token can be removed in the PCC architecture. This is possible because the PCC architecture uses the same addressing mechanism as the TPF uses finding the CRF in FBC R6 (rather than using the token as in Go R5). Removing the token has the obvious advantage of reducing the dependencies on the UE. To initiate the work, the first alternative studied here is the possible usage of flow filters at the PCCN. This contribution only lists these two alternatives and does not solve all issues on this topic and is rather a starting point for progress on this topic.

3. Proposal

It is proposed to amend TR 23.803 as shown below.

6
Binding IP bearers to services

6.0

General

This clause studies alternative architectural solutions for binding bearers to services (provided by the authorization token in Rel6). This includes studying solutions for the network to control bearer usage by service flows. The solution needs to cover the case of RABs shared by multiple services.
6.1
Architectural concepts 

6.1.1 Background

The control by the network, of which bearer is used by the service flows, is provided by the FBC architecture over the Gx reference point in a different technical way than the Go does, relying on different underlying principles. As noted in TS23.125, "FBC provides means to control what bearer a service flow is allowed to be carried on. […]. A charging rule may only apply to one or more particular bearer(s) (to a particular PDP Context in case of GPRS).”
Taking this as the starting point, the main improvement to be studied here, is how the actual service/application can be taken into account in the network control of the bearer usage by service flows.
6.1.2 Binding with an authorisation token
One way is to only allow one service on a particular bearer/PDP context in the network, however this puts major limitations on how the UE can manage its bearers/PDP contexts and so this needs to be notified to the UE. This can be done with a mechanism such as the authorisation token (as was done in rel5). This solution is however GPRS specific, only supported by IMS in the current state of the application development, highly dependent on the UE, and finally doesn’t cover the case of multiple services onto the same RAB. Therefore this is not a recommended solution.
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6.1.3 Binding with flow filter information
An alternative for binding bearers to services is the usage of filter information, by the GW, in order to correlate requested and authorised IP flows at the GW.
It is then up to the PCCN to correlate the bearers requested/established by the UE with the authorised IP flows from the applications.
In the messaging for PDP Context establishment and modification, the downlink packet filter is already specified in the Packet Filters of the Traffic Flow Template. It is for further study whether this is enough for the binding, or whether an uplink packet filter would also be needed.
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Note that the type of signalling and the sequencing of signalling is just one example. The PCCN checks that the right types of bearers exist against services once it has filters from the UE and from the AF.
This solution also has some UE dependencies. Also, it relies on the AF providing enough filter information.
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